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1. Introduction

In the TR 22.934v6.1.0, section 5.3 “Service capability interworking” had defined some specific service capabilities for scenario 3 to 6, and also stated “An OSA application should be able to interact with a UE connecting via WLAN”. But the TS 23.234v2.0.0 hasn’t defined relevant functional descriptions yet.

The section 5.6 has defined some service authorization principles for scenario 3, and this contribution proposes some functional descriptions in a new subsection 5.6.4 on accessing 3rd parties provided services for scenario 3 in order to support OSA in 3GPP-WLAN interworking. 

The proposed description is as below.
2. Proposal

***************** First amended section **************

5.6 Service Authorization Principles for scenario 3

The home network decides whether visited service is allowed or not based on e.g. W-APN, the user subscription information, visited network capabilities and roaming agreement. 
5.6.4 Accessing 3rd parties proviced services
When accessing 3rd parties provided services, additional principles apply as below:

· The 3GPP AAA Server shall be able to authenticate 3rd party service provider providing OSA application to UE via the WLAN.

· The 3GPP AAA Server shall be able to authorize the 3rd party service provider to deliver and OSA application based on PS domain to UE via the WLAN.
· The WLAN UE may indicate in the tunnel estabishment procedure between the WLAN UE and an initial PDG, the related inconnection information to the OSA platform.
· The WLAN UE shall be able to use W-APN to indicate to the OSA platform the application, or the type of application it wants to access.
· The PDG shall be able to veify the integrity of packet data received from the 3rd party service provider.


