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1. Introduction

At this step of the work of WLAN Interworking group, it is worth investigating how the retained options for scenario 3 are well designed for future scenarios, particularly concerning the introduction of the mobility feature between WLAN and 3G. This contribution provides an analysis of the migration issue to mobility scenarios based on the current reference model for scenario 3. 
2. Selected options for scenario 3

2.1 Reference Model 

The reference model, as it is described today, is included in the section 6.2 of the draft TS 23.234 v1.15.0. Hence this section is only a copy-paste of this section.

2.1.1 Non Roaming WLAN Inter-working Reference Model
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Figure 1 Non Roaming Reference Model. The shaded area refers to scenario 3 functionality

2.1.2 
Roaming WLAN Inter-working Reference Model

The home network is responsible for access control. Charging records can be generated in the visited and/or the home 3GPP networks.  The Wx and Wo interfaces are intra-operator. The home 3GPP network interfaces to other 3GPP networks via the inter-operator Ws and Wc interfaces.

The 3GPP AAA proxy relays access control signalling and accounting information to the home 3GPP AAA Server using the Ws and Wc interfaces.     

It can also issue charging records to the visited network CGw/CCF when required. The 3GPP network interfaces to WLAN Access Networks via the Wr and Wb interfaces.
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Figure 2.  Roaming Reference Model- 3GPP PS based services provided via the 3GPP Home Network (the shaded area refers to scenario 3 functionality)

2.2 Tunnel establishment

Note: this option, as it is described today, is included in 7.8 of the draft TS 23.234 v1.15.0. Hence this section is only a copy-paste of this section.

This information flow presents the generic messages exchange necessary in order to establish a WLAN UE-initiated tunnel for Scenario 3 purposes.

Prior to the WLAN UE-initiated tunnel establishment, it is necessary to follow two processes. Those two processes are highlighted and shown in the diagram:

1.
WLAN Access Authentication and Authorisation 

During this step Routing Policy enforcement rules associated to this user can be applied in WAG.  E.g. depending it is a scenario 2-only user or scenario 3-only user there might be policy enforcement rules in the user subscription profile defining what it is allowed to access or not.

2.
Provisioning of the WLAN UE's local IP address 

After those processes are performed, the WLAN UE has the required IP connectivity to try to establish a WLAN UE-Initiated tunnel whenever the user requires it.
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Figure 3. Example message flow to WLAN UE-Initiated tunnel establishment

When the user decides that it wants to access a service, the WLAN UE builds the W-APN associated to the service requested by the user.  The W-APN will be compound of the service identifier part and the gateway identifier part. The gateway Identifier part is having a FQDN format. The W-APN requested by the WLAN UE is the “Requested_W-APN”.

A detailed description of the WLAN UE-Initiated Tunnel Establishment in steps 3-5 is given below.

3. 
Resolution of the PDG IP address is performed based on the “Requested_W-APN” FQDN part. How this resolution is performed is for FFS (in the WLAN UE or in the VPLMN).

4. 
WLAN UE sends a “Tunnel_Establishment_Request” to the selected PDG indicating the user identity and the Selected W-APN. There is tunnel establishment signalling to authenticate the user and authorise to establish the tunnel between the WLAN UE and PDG. The PDG verifies the user and subscriber profile against the user subscriber profile for the authorisation.  WLAN UE IP configuration is obtained in PDG and it is communicated to the WLAN UE

5. 
After the tunnelling establishment signalling has been completed, the WLAN UE is able to access the Wi reference point via the PDG and the user data can start to flow between the WLAN UE and the PDG to access Wi. 

3. Possible migration paths for mobility support

One of the possible schemes for the extension to the future scenarios (introducing mobility between WLAN and 3G) can be based on Mobile IP schemes as defined by [1] and [2].Mobile IP presents the advantage of being access independent and allows user to hand over from WLAN to 3G in a seamless manner.

This section proposes possible migration paths based on the end-to-end tunnelling working assumption and analyses the fitness of this working assumption with respect to the mobility issue. 

3.1 Mobile IPv4 

Based on the reference model in TS 23.234 draft, we propose hereafter an evolution that fits with the options selected in scenario 3. 

The UE possesses an IP address known as the Home Address (HoA). This Home Address is the IP address of the UE when it attaches to its home network.

1. When the UE moves to WLAN access network, it acquires a new address on that subnet, known as the Care-of-Address (CoA). The Mobile IP specification allows for two mechanisms to acquire this CoA: the CoA can therefore either be owned by a network element located inside the visited network and called a Foreign Agent (FA Care-of Address) that serves as the UE default router or be a local address acquired by any other means including DHCP server (co-located Care-of Address). 

From the reference model defined for scenario 3, the corresponding functionality of Foreign Agent or DHCP could be placed in the WLAN AN or at WAG (depending on the fact that the WAG is the first access router or not between the UE and the PDG). 
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Figure 4. Proposed model for Mobile IPv4 scenario

In the case the first access router is in the WLAN AN, the Foreign Agent should be co-located with this router and not in the WAG as presented in Figure 4.
2. The user decides to access a given 3G PS service related to a given Home Network. It can be:

· his corporate network

· his Home 3G Network

The figure 4 illustrates the case the user wants to access the 3G services of its Home Network in the non-roaming case.

3. The UE then sends a registration message via the Foreign Agent, which forwards it to the desired Home Agent or directly depending on the CoA type (Foreign Agent CoA or not). This registration message indicates that the UE is now reachable at the CoA. 

From the reference model defined for scenario 3, the Home Agent could be foreseen behind Wi and Gi interfaces in different places according to the user subscription (corporate, 3G). For an access to 3G PS services, the HA can be foreseen in the Home 3G network.

4. Once the registration has been acknowledged by the Home Agent, the tunnel is established: further packets sent to the UE are intercepted by the HA and tunnelled to the UE current location. Such packets may be tunnelled to the Foreign Agent (in case of FA Care-of Address mode) that will de-capsulate and forward them to the UE or directly to the UE (in case of co-located Care-of Adress). 

In the 3G network, besides the classical DHCP function on Gi interface, the GGSN can be enhanced with FA facility to provide Mobile IP functionality. 

Each time the UE moves between WLAN and 3G networks, it sends a Binding Update to the HA indicating its new valid CoA.

3.2 Mobile IPv6

The Mobile IPv6 standardization effort started in 1996 and is close to final step. IPv6 offers the framework for future mobile networking by fixing a number of issues and limits encountered during the deployment of IPv4 and resulting from the IPv4 specification. Mobile IPv6 is derived from MobileIPv4 principle. The one big architectural difference is that Mobile IPv6 does not make use of a Foreign Agent, as a result from IPv6 auto-configuration specificity. Based on this remark, the reference model for supporting mobility becomes as described in Figure 5.
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Figure 5. Proposed Reference model for Mobile IPv6 scenario

4. Conclusion

Mobile IP provides two intrinsic properties for handover between WLAN and 3G networks. The first one is to make the mobility transparent for the applications running over IP. The second property is that Mobile IP is able to be deployed in both WLAN and 3G networks where the IP connectivity is ensured.

By comparing the different steps of the tunnel establishment in scenario 3 and the possible ways to use Mobile IP not only as tunnelling but also as mobility management protocols in the 3G interworking model, one should note that the current selected options for scenario 3 are well designed for the evolution to future scenarios investigating the mobility feature between WLAN and 3G networks. 

It is easy to map the necessary changes for providing mobility based on Mobile IP schemes (both IPv4 and IPv6) and the already planned scenario 3 mechanisms:

· the WLAN UE local IP address with the Care-of Address

· the WAG with the Foreign Agent or Access Router of the WLAN 

· the WLAN UE remote IP address with the Home Address

· the end-to-end tunnelling establishment with Mobile IP registration phase 

5. References

[1] C. Perkins (Ed), "IP Mobility Support for IPv4", RFC 3220, January 2002

[2] D. Johnson, C. Perkins, and J. Arkko. Mobility Support in IPv6 (work in progress). Internet Draft, Internet Engineering Task Force, July 2003.

6. Annex

We present hereafter another possible way to introduce mobility in scenario 3. The solution presented below is based on the end-to-end tunnel described in scenario 3 between the WLAN UE and the PDG. In this case, the Care-of Address is attributed by the Foreign Agent or DHCP server co-located with the Packet Data Gateway above the scenario 3 end-to-end tunnel. This scenario solves the problem of the location of the Foreign Agent at the WAG or in the WLAN AN.
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Figure 6. Alternative proposed Reference model for Mobile IPv4 scenario
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