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1. Introduction

The current Network Sharing TR describes a requirement to deal with the case where a pre-release 6 terminal is used and where the RNC routes the initial signalling to a CN where service is not allowed for the UE. In this case the requirement is to ensure re-routeing to another CN which shares the same RAN.

One solution currently described in 23.851 is to use some Iu re-routeing mechanism in this case. It is proposed to analyse other mechanisms for this re-routeing.

The reason for this is to try and find some solution which limits the number of additional signalling and in particular avoids impacts on both CN and RNC.

Additionally, some issues with the current Iu re-routeing proposal are that

· the re-routeing between CNs may take time and that the UE timers may run out; 

· if there is a NAS signalling error case at the CN, which CN is in charge of the UE at which point of time?

· How would the information be sent over Gb?

It is proposed to introduce some text to evaluate other solutions too. The recommendation is to follow an approach where mechanisms from Iu flex can be re-used, avoiding new Iu signalling. Additionally, if information needs to be exchanged between CNs, it can be sent directly between the MSCs or SGSNs.

Further, there is a question on how the HLR subscription data can be accessed in the case of re-routeing: we would have a new case of multiple MSCs/SGSNs using HLR subscription data for the same UE. This is added as an open issue.

2. Associated change for the TR 23.851

4.2 Assignment of CN operator and CN node
[Editor’s note: It is anticipated that for MOCN some sort of rerouting/redirecting of the initial messages from the UE is required in the network. This chapter described the principles of rerouting/redirecting Initial UE messages.]

If the selected core network is not able to serve the UE, the core network needs to be able to redirect the UE to another core network.
Redirection to a CN needs to be coordinates in a way that whenever redirection to another operator’s CN is performed, it is always performed for both domains. The selected CS and PS CN nodes always belong to the same operator’s core network.
Possible mechanisms to do this  are:

1. The CN may indicate to RNC that the initial NAS message should be forwarded to another core network,

2. The CN may forward the request from the initial NAS message to another CN. The Network Resource Identity of the CN which will be able to serve the UE, needs to be returned to the UE. There are two options envisaged for this:
a. The CN asks other CNs whether they want to serve the UE. It selects one CN which has accepted to serve the UE and allocates to the UE an NRI from the selected CN.
b. The CN forwards the initial NAS message to a second CN, and then relays the L3 signalling between UE and second CN. At the next NAS establishment after TMSI and NRI allocation by the second CN, the signalling goes directly between UE and second CN. 
3. Usage of a ‘wrong’ LA/RA from the CN to the UE in order to get the UE to re-attach to another CN node could also be studied. How authentication would be executed in that case would need to be clarified.
Method 1 could present some issues with a number of different CN operators as MM timers in the UE could be affected. Method 1 requires some Iu enhancements while method 2 requires some inter SGSN and inter MSC enhancements. Method 2 works in A/Gb mode as well as in Iu mode.
4.3 Context transfer between CN nodes due to rerouting

[Editor’s note: Rerouting of Initial UE messages may cause signalling between the CN node where the UE is registered and the CN nodes to which UE is attempting to register. There may be room to optimise the inter CN node signalling. Also e.g. state of protocol machines in the UE and CN may become out of sync due to rerouting. These kind of issues are identified and the principles for the solutions are outlined here.]

In this technical report context transfer refers to the process of transferring NAS information from old CN node to new CN node during rerouting. 

During rerouting, the CN node may forward the current value of N(SD), subscriber’s identity (IMSI), and unused authentication vectors to the next CN node.

5.2
RNC Functions

[Editor’s note: This chapter describes RNC functions.]

The RNC routes the initial NAS signalling messages from REL-6 UE according to the selected core network. The RNC routes the initial NAS signalling messages from pre-REL-6 UE according to the IDNNS provided by UE. 

In the case the selected core network operator shares also part of its CN i.e. MSC/SGSN, the RNC forwards the selected core network operator identity to CN.
Functions to direct signalling between different CN operators, if any, are FFS.




RNC broadcasts REL-6 UEs a dedicated set of NAS information (see 3GPP TS 24.008) for each core network in the MOCN. 

5.4
MSC Functions

[Editor’s note: This chapter describes MSC functions.]

5.4.1
TMSI Allocation

[Editor’s note: TMSI allocation related functions are described here. It is anticipated that MOCN sets requirements to TMSI allocation to properly support pre-REL-6 UEs. 

5.4.2
Transferring UEs to another MSC/VLR
If the first MSC is not able to provide service to the UE, the MSC needs to be able to transfer the UE to another CN. Mechanisms for this and related MSC functions are described in “Assignment of CN operator and CN node”. 

5.4.3 Shared MSC

In the case of a shared CN between core network operators, the MSC may use the received CN operator identity for e.g. charging, etc. The exact behavior of CN should be an implementation issue and configurable by the operator(s). It is FFS how an MSC which uses multiple operator identities shall use these identities when it communicates with other nodes.

5.5
SGSN Functions

[Editor’s note: This chapter describes SGSN functions.]

[Editor’s notes: If further network nodes are affected, e.g. HLR/HSS, they shall be added in this section along with appropriate functional descriptions. Exactly which network nodes are affected is FFS.]

5.5.1
P-TMSI Allocation

[Editor’s note: P-TMSI allocation related functions are described here. It is anticipated that MOCN sets requirements to P-TMSI allocation to properly support pre-REL-6 UEs. 

5.5.2
Transferring UEs to another SGSN
If the first SGSN is not able to provide service to the UE, the SGSN needs to be able to transfer the UE to another CN. Mechanisms for this and related SGSN functions are described in “Assignment of CN operator and CN node”. 


5.5.3
Shared SGSN

In the case of a shared CN between core network operators, the SGSN may use the received CN operator identity for e.g. charging, GGSN selection, etc. The exact behavior of CN should be an implementation issue and configurable by the operator(s). It is FFS how an SGSN which uses multiple operator identities shall use these identities when it communicates with other nodes.

9
Open Issues

Following open issues have been identified which need further studies:

· Optimisation of authentication vector usage in MOCN; In case of rerouting, the first attempted CN node may have retrieved authentication vectors from old CN node and authenticated the user before rerouting is initiated. This leads to a situation in which the next CN node authenticates the user with old authentication vectors and the authentication will fail. This could be avoided if the first attempted CN node forwards the unused authentication vectors to the next CN node during rerouting.

· Involvement of the HLR when transferring UEs between CN operators and how multiple MSCs/SGSNs can access subscription data in the HLR for the same UE

· The need for cause code coordination in MOCN needs to be evaluated. There is a trade off between impact of existing standards and benefit of the function. 

· The network selection mechanisms in MOCN need to be defined when the LS response from RAN2 and GERAN2 is available.

































































































