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Introduction

This document shows a Protocol Architecture for the delivery of SMS services over WLAN.  This protocol architecture is based on the following working assumptions:

1. The full reuse of existing protocols/interfaces.
2. No new protocols/functions in existing functional elements: 

a) The same SM – AL, TL, RL, LL protocol layers are used to support SMS,

b) SS7 protocol is the transport mechanism between SMS-GMSC/IWMSC and SMS Proxy/Server.

SMS over IP:

An SMS Proxy is used to translate SMS messages as being transmitted from the GMSC (in SS7 format) into IP format and then pass it to the UE via WLAN.  The overall architecture is depicted in Figure 1.
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Figure 1: Protocol Architecture of 3GPP based SMS over IP
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Figure 2: Call flow for SMS over IP

Architecture Assumptions: 
1. A standardized solution for SMS over IP, without any particular connection to Wireless LAN.

2. The user terminal should have an SMS client that initiates tunnel establishment to provide IP connectivity for SMS if needed. 

3. The client should detect when appropriate IP connectivity is available and

4. Register with the SMS proxy/server in the network: 

i) The registration process will include mapping of E.164 to FQDN. 

ii) The HLR/HSS/AAA should have information availability over WLAN. 

iii) The relationship of this registration to that for IMS registration is FFS (depending upon whether IMS is used for transport of SMS).

vi) The options for SMS registration may be: 

A. Part of special tunnel (for SMS) establishment 

B. Independent procedure over a Multipurpose Generic Tunnel

5. During active registration, SMS services should be delivered over IP.

6. If the SMS proxy (server) tried to send an SMS to the user and there was no response, the registration might automatically be canceled.

7. SMS messages may be stored for later delivery after unsuccessful delivery attempts.

Mapping Issues: 

The mapping between E164 number and UE IP address: There are some alternatives:

1. The user provides his E164 number during the signing in, the IP address may be provided by the underlying software or can be extracted from the IP message carrying the SMS registration (signing in) 

2. During SMS based tunnel establishment, the binding between the SMS WAPN/SERVER/PROXY and the PDG for this particular UE may provide a mechanism to carry SMS to the correct PDG (SMS over IP), then the PDG can provide the E164 to IP translation.: 

Transportation Issues (The conversion layer): 
Several options can be used such as IMS, text message, or SMTP 

Proposal:

Adopt the architectiture for SMS over IP. 











































































































































































































































































Page 2 of 3

