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1. Introduction

Currently TR 23.851 contains a few sentences on routing of initial UE signalling and on context transfer between CN nodes. The motivation for such functionality is not described. Furthermore, the rudimentary description of functionality shows a number of shortcomings.

First a clarification on requirements seems needed. There is obviously the need to allocate UEs to one of the CN operators in network sharing scenarios. But such an assignment should happen only when the UE enters the service area of the shared network. After such an assignment to one of the CN operators the UE should not change the CN operator as long as the CN operator is available unless the user requests it. Also the UE should not change the serving CN node unless the UE leaves the service area of that CN node. Otherwise, unnecessary update traffic is generated. And, network sharing could not be used together with Iuflex, i.e. it is not possible that multiple CN nodes from the same CN operator serve the same shared network area.

To avoid such problems a CN operator and a CN node should only be selected when the UE enters the area of the shared network. This means R6 UEs select one form the available CN operators when performing network selection or reselection procedures in a shared network. Pre-R6 UEs (and probably also R6 UEs that have no choice) the network assigns to one of the CN operators when these UEs enter the shared network area. And the network selects for any UE one of the CN nodes when the selected CN operator configured multiple CN nodes to serve the shared network area (Iuflex). After this initial assignment the UEs don’t change the CN operator as long as the CN operator serves the UE’s location. And the UEs don’t change the CN node as long as the CN node serves the UE’s location.

Current TR functionality seems not to intend to maintain CN operator and CN node as long as the UE is in the respective service area. Currently, for example, the RNC shall route initial NAS messages form R6 UEs according to the selected CN, which damages Iuflex operation. It is proposed to correct this as below.  Furthermore, it is proposed to replace “rerouting” and “context transfer” by “Assignment of CN operator and CN node”. Rerouting is a potential solution to assign a UE to a CN operator and/or to a CN node. The mechanism itself requires further study. The “context transfer” is also an assumption about a potential solution that requires further study.

2. Proposed changes

4.3 Assignment of CN operator and CN node

When a UE performs an initial access to a shared network one of available CN operators is selected to serve the UE. If due to Iu-Flexibility [8] multiple CN nodes of the selected CN operator serve the UE’s location then one form these CN nodes is selected to serve the UE. After this initial access to the shared network the UE does not change to another available CN operator as long as the selected CN operator is available to serve the UE’s location. Only the user may peform a manual reselection of another available CN operator. Furthermore the UE does not change to another CN node as long as the selected CN node is available to serve the UE’s location. The mechanisms specified for Iu-Flexibility [8] manage that CN operator and CN node are not changed as long as CN operator and CN node can serve the UE’s location.
The RAN routes the UE’s initial access to a shared network to one of the available CN nodes. For pre-Rel6 UEs the shared network selects an operator from the available CN operators. Rel6 UEs may select an operator from the available CN operators. When MOCN or when Iu-Flexibility [8] are configured it may be necessary to transfer the UE’s initial access from one CN node to another, e.g. as the accessed CN node does not belong to the selected operator or because of load balancing between CN nodes belonging to the selected operator.
When MOCN or when Iu-Flexibility [8] are configured and the UE’s initial access to the shared network is confirmed by the CN node of the selected CN operator the UE gets assigned a Network Resource Identifier as defined for Iu-Flexibility [8] and all subsequent accesses to the shared network the RAN routes to the serving CN node of the serving CN operator.
 

[Editor’s note: Rerouting of Initial UE messages may cause signalling between the CN node is registered and the CN nodes to which UE is attempting to register. There may be room to optimise the inter CN node signalling. Also e.g. state of protocol machines in the UE and CN may become out of sync due to rerouting. These kind of issues are identified and the principles for the solutions are outlined here.]


A potential solution to transfer a UE from a CN node to another is the RNC forwards the UE’s initial NAS message and possibly the NAS reject cause to the next CN node. In addition, the CN node may also forward the current value of N(SD), subscriber’s identity (IMSI), and unused authentication vectors to the next CN node.
Alternatively, the first contacted CN node assigns to the UE a Network Resource Identifier that is taken from the value range of the CN node that shall serve the UE. Any subsequent access of that UE to the shared network the RAN routes to the serving CN node of the serving CN operator.
The first alternative bases an extended Iu, A and Gb signalling. The main disadvantage is the effort to initialise lower layer protocols with protocol status reached by other network entities to avoid protocol error at the UE when the communication moved from one CN node to another. The advantage is that only the RAN needs to know about other CNs. 

The second alternative is a simple procedure. The disadvantages are: each CN needs to be able to contact the HLR of users that the CN does not serve as the Network Resource Identifier as part of the TMSI has be be allocated on ciphered connections and the UE has to perform a second attach to the serving node before it receives services, which takes some time. 
5.4
MSC Functions

[Editor’s note: This chapter describes MSC functions.]
When a UE accesses the MSC the first time, i.e. when there is no VLR entry for this UE, the MSC verifies whether the UE belongs to one of the operators sharing the MSC or their roaming partners. For that purposes the MSC derives the IMSI from another MSC/VLR or from the UE. In case of GWCN the MSC determines a serving CN operator unless the old MSC/VLR or the UE have not indicated a CN operator. For GWCN the MSC/VLR stores the serving CN operator. In case of MOCN or when Iu-Flexibility [8] is configured together with GWCN the MSC may need to transfer the UE to another MSC, for example, when the MSC does not belong to the selected operator or for load balancing between MSCs serving the same shared network area by means of Iu-Flexibility. In case of MOCN or when Iu-Flexibility [8] is configured together with GWCN the MSC/VLR that finally serves the UE assigns to the UE a Network Resource Identifier, which is part of the TMSI. All subsequent UE accesses the RAN routes to the serving MSC/VLR.


5.4.2
Transferring UEs to another MSC/VLR
The MSC provides the initial NAS message to enable the RNC to possibly forward it to an MSC in another core network FFS. MSC may also provide the cause why request was rejected and the current value of N(SD). If MSC has received the reject cause(s) from previously attempted MSCs, they shall be also provided to RNC (this item is FFS). This information shall be transparent to the RNC and if rerouting decision is taken by the RNC it shall forward the information to the next MSC if RNC subsequently selects another MSC. In addition, MSC may provide UE’s IMSI if known and a NAS response message to be forwarded to UE in case RNC does not subsequently select any other MSC. 
5.4.3 

5.5
SGSN Functions

[Editor’s note: This chapter describes SGSN functions.]

[Editor’s notes: If further network nodes are affected, e.g. HLR/HSS, they shall be added in this section along with appropriate functional descriptions. Exactly which network nodes are affected is FFS.]
When a UE accesses the SGSN the first time, i.e. when the UE is not yet known by the SGSN, the SGSN verifies whether the UE belongs to one of the operators sharing the SGSN or their roaming partners. For that purposes the SGSN derives the IMSI from another SGSN or from the UE. In case of GWCN the SGSN determines a serving CN operator unless the old SGSN or the UE have not indicated a CN operator. For GWCN the SGSN stores the serving CN operator. In case of MOCN or when Iu-Flexibility [8] is configured together with GWCN the SGSN may need to transfer the UE to another SGSN, for example, when the SGSN does not belong to the selected operator or for load balancing between SGSNs serving the same shared network area by means of Iu-Flexibility. In case of MOCN or when Iu-Flexibility [8] is configured together with GWCN the SGSN that finally serves the UE assigns to the UE a Network Resource Identifier, which is part of the TMSI. All subsequent UE accesses the RAN routes to the serving SGSN.



5.5.2
Transferring UEs to another SGSN
The SGSN provides the initial NAS message to enable the RNC to possibly forward it to an SGSN in another core network FFS. SGSN may also provide the cause why request was rejected. If SGSN has received the reject cause(s) from previously attempted SGSNs, they shall be also provided to RNC (this item is FFS). This information shall be transparent to the RNC and if rerouting decision is taken by the RNC it shall forward the information to the next SGSN if RNC subsequently selects another SGSN. In addition, SGSN may provide UE’s IMSI if known and a NAS response message to be forwarded to UE in case RNC does not subsequently select any other SGSN.


