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1. Background

The current version of TR requires the UE to determine its own location and include it in the emergency request from the UE to EC. However, delivering the location information before session establishment is not the only mechanism. Other possible mechanisms are: providing location information at bearer establishment, at session establishment or after session establishment.  

It is proposed that these procedures be included as alternative (optional) mechanisms for determining the UE’s location. The changes are to add a reference architecture diagram and detailed procedures describing all mechanisms for providing location information to the EC.

2. Proposed changes

1
Scope

The present document is a temporary container for the architectural impacts on IM CN subsystem and on IP-Connectivity Access Network for establishing an emergency session via IM CN subsystem. The contents of this report when stable will be moved into the Technical Specification e.g. 3GPP TS 23.002 [1], 3GPP TS 23.060 [2] and 3GPP TS 23.228 [3].

Editor's note: Agreed material is held in this TR for an interim period of time, and the material transferred into release 6 versions of 23.002, 23.060 and 23.228 at a later time. This has the advantage that:


It creates a location where the material may stabilise outside a document under CR control, thus fulfilling the function of the original annexes in the IM CN subsystem documents.


It avoids the need to create release 6 mirror CRs for all release 5 changes to the IM CN subsystem.

2
References

The following documents contain provisions, which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 23.002: "Network Architecture".

[2]
3GPP TS 23.060: “General Packet Radio Service (GPRS); Service description; Stage 2

[3]
3GPP TS 23.228: “IP Multimedia Subsystem (IMS); Stage 2”.

[4]
3GPP TS23.003: "Numbering, addressing and identification".
[5]
3GPP TS 23.271: “Functional Stage 2 description of LCS (Release 6)”.
3
Definitions, symbols and abbreviations

Delete from the above heading those words which are not applicable.

Subclause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.

Definition format

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

Abbreviation format

<ACRONYM>
<Explanation>

4 Overall architecture for IP based Emergency services

4.1 Architecture principles

Editor's note: This clause is planned to contain the architectural principles on the overall 3GPP system, including IP-Connectivity Access Network (IP-CAN), IM CN subsystem, mobile terminals in order to provide emergency services via the IP-CAN/IMS entities.  Also to cover how UICC & UICC-less cases are handled in the system. 
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 Figure 4.1:  Reference Architecture for IP Emergency Services
4.1.1. Requirements for IMS Emergency Sessions

A CS capable UE shall use the CS domain for emergency services.  In addition, the solution for emergency sessions in the IMS shall fulfil the following capability requirements:

1.
It should be independent from the used underlying IP connectivity network with respect to the detection and routing of emergency sessions.

2.
Any kind of emergency numbers, all kinds of emergency SIP URIs and special indications for emergency sessions within the SIP signalling must be supported (especially IETF proposals on addressing should be taken into consideration). 

3.
Emergency sessions should be prioritized over “ordinary” sessions by the system.

4.
Setup of IMS emergency sessions shall be possible for users with a barred public user identity.

5.
The primary solution shall be that the UE can detect an emergency session (e.g. by evaluating the SIP-URI or the dialled number) by itself and indicates the emergency session to the network. But the specification must also support cases where the UE can’t detect an emergency session.

6.
The solution must work in case the UE has a UICC card and is registered to the IMS or not, as well as in the UICC-less case. In the UICC-less and non-registered cases it must be possible to setup a bearer in the IP connectivity network and session setup must be possible without an existing security association between UE and P-CSCF.

7.
Emergency Service is not a subscription service and therefore will normally be supported entirely in the visited network and provided without interaction with a “Home” network in a roaming case, whether or not the UE is registered. The CSCFs providing service for emergency sessions may be different from the CSCFs involved in the other IMS services.

8.
If emergency service, session establishment is routed via a P-CSCF located in the home network, the home network should be able to detect that the session is for emergency service (whether indicated as such or not) and respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network). 

9.
Emergency centers may be connected to the CS domain, PS domain or any other packet network.

10.
Emergency centres shall be able to call back the user.

11. The visited network may download emergency numbers to the UE using procedures as described in TS 24.008, in order to ensure that local emergency numbers are known to the UE.  

12. For GPRS access, globally dedicated APN shall be used to indicate emergency access to PS domain.
13. The network shall be able to deliver location information to the Emergency Centers. In order to do this, a new Ml interface is defined between the AS and the Gateway Mobile Location Center (GMLC).
The solution for emergency sessions shall also fulfil the following architectural requirements:

1.
The architecture for Emergency Service should be driven by the specific capabilities requirements. Specification should minimize the changes to existing IMS architecture and procedures, and re-use existing IMS functional entities. However the specification should not be constrained by the existing functional entities.

2.
The architecture should take into account that it may be possible to make emergency calls on other media than voice. It needs to take account support, for example, the deaf and hearing-impaired using a text phone that might generate information, for example, using IMS messaging procedures. There may also be a need to work with phones that attempt the emergency call as a video telephony call.

3. Emergency service delivery via the PS domain may benefit where only some dedicated GGSN are equipped for specialised emergency handling. Globally dedicated emergency APN may be configured in the SGSN and GGSN and provided to the UE in order to support emergency services over the PS domain based on the requirements defined in section 4.1.1.

4.1.2 Procedures for SIP Emergency Session Establishment

It shall be possible for the network to discriminate between emergency sessions and other sessions. This shall allow special treatment (e.g. with respect to filtering, higher priority, routing, QoS) of emergency sessions.

If a visited network can support PS emergency service, the emergency session should be setup in the visited network whether or not UE is registered in IMS in the home network. 

The P-CSCF in the visited or home network is the IMS network entity, which always detects an emergency session. The P-CSCF in the visited network should route the corresponding request to an S-CSCF in the visited network, which is able to handle emergency sessions. A P-CSCF in the home network should respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network). 

The S-CSCF shall route the emergency request directly to an emergency centre or BGCF based on location information provided by the UE and additionally other information such as type of emergency service in the request. If required by regulations, determination of the emergency center may also be based on location information provided by the network (e.g., Location Services).

4.1.3
Procedures for IMS Emergency Session Establishment

In order to establish an IMS emergency session the UE needs to have IP-CAN bearers to be used for IMS related signalling and for the media related to the emergency session.

4.1.4
Procedures for Delivering Location Information

Subject to local regulatory requirements, the network may provide location information to the EC by using one of the following mechanisms:

1. Location Information at bearer establishment. 

Upon successful completion of a session management procedure with an emergency indication, the network initiates the Network Induced Location Request (NI-LR) procedures described in 23.271 [5] to determine the UE’s location information.  In this case, the GMLC sends the location information directly to the EC.  No location information is passed in the emergency request (INVITE), therefore this mechanism for delivering location information is outside the scope of this TR (Figure 4.2 is provided for clarification).
2. Location Information before session initiation.

The UE initiates the Mobile Originating Location Request (MO-LR) procedures described in 23.271 [5] to determine its own location.  Upon receipt of the location information, the UE includes it in the emergency request (INVITE). See Figure 4.3.
3. Location Information at session initiation.
On receipt of an emergency request (INVITE) the S-CSCF forwards the request to the AS.  The AS sends a location request to the GMLC. The GMLC initiates the Mobile Terminating Location Request (MT-LR) procedures described in 23.271 [5] to determine the UE’s location information. The location information is returned to the AS and S-CSCF. The S-CSCF includes the location information in the emergency request (INVITE) to the EC. See Figure 4.4.

4. Location Information after session initiation. 
On receipt of an emergency request (INVITE) the S-CSCF forwards the request to the AS.  The AS sends a request for routing information to the GMLC. The GMLC sends an ack including routing information that will enable the EC to request the UE location at a later time (e.g. a routing key). At any time after receiving the request for routing information, the GMLC initiates the Mobile Terminating Location Request (MT-LR) procedures described in 23.271 [5] to determine the UE’s location information. Upon receipt of the emergency request (INVITE), the EC can request location information from the GMLC by using the routing information obtained in the emergency request (INVITE). See Figure 4.5.
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 Figure 4.2:  Location Information at bearer establishment
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 Figure 4.3:  Location Information before Session Initiation
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 Figure 4.4:  Location Information at Session Initiation
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 Figure 4.5:  Location Information after Session Initiation
5 Impacts on the UE and on the IM CN subsystem

Editor's note: This clause is planned to contain the architectural impacts on the UE and on the IM CN subsystem for establishing an emergency session via IM CN subsystem.

5.1 UE 

Editor's note: This clause is planned to contain the required changes for UE functionality.

1.
The UE should detect an emergency service request and indicate it to the network.

2.
If the UE is attached to only a single domain (CS or IM CN Subsystem of the PS) it attempts the emergency service request within that domain. If the UE is attached to more than one domain then the emergency request should be attempted as directed by the network operator. For an attempt in the IM CN Subsystem of the PS domain, the attempt should be in the serving (visited if roaming) IM CN Subsystem of the PS domain.

3.
If the initial attempt is in the CS domain and it fails, the serving (visited if roaming) IM CN Subsystem of the PS domain should be attempted if the UE is capable. 

If the initial attempt is in the IM CN Subsystem of the PS domain and it fails, the UE should make the attempt in the CS domain (if the UE is capable and if for an appropriate service e.g., voice). 

4.
If #3 is not successful, or is not appropriate (e.g., visited PS domain does not support required PS emergency service), the session may be attempted in the Home IM CN Subsystem of the PS domain.

5.
If a UE attempts to initiate a session and receives a 380 (Alternative Service) response with the type set to “emergency”, the UE should then re-attempt the session as indicated in steps 2, 3, and 4, with first attempt being towards the CS domain (if the UE is capable and if for an appropriate service e.g., voice), and with an indication that emergency service is requested.

6.
Other general requirements of UE refer to the general requirements of emergency calls in 3GPP TS 22.101.

The UE initiates the emergency session establishment request, and for the purpose of processing the request properly in the network the following specific information is supplied in the request message. These are not exhaustive information and the exact forms or values should be standardized in stage-3 work.

· Emergency session indication. 
· Globally dedicated emergency APN.
· Optionally, type of emergency service. It could be implied in the above emergency session indication.

· UE’s location information (i.e. Cell Global Identification).
5.2 IMS Functional entities

5.2.1 Proxy-CSCF

Editor's note: This clause is planned to contain the required changes for P-CSCF functionality.

· Detect an emergency session establishment request

· On receipt of an unmarked session establishment request, which is recognized to be for an emergency service, the P-CSCF shall respond with a 380 (Alternative Service) with the type set to “emergency”.

· On receipt of a marked emergency service session establishment request, the P-CSCF should forward the request to an S-CSCF within the same network for further processing.

5.2.2 Interrogating-CSCF

Editor's note: This clause is planned to contain the required changes for I-CSCF functionality.

5.2.3 Serving-CSCF

Editor's note: This clause is planned to contain the required changes for S-CSCF functionality.

Emergency Session establishment:

· Receive an emergency session establishment request from a P-CSCF.

· Route emergency session establishment requests to an appropriate destination (e.g. emergency centre or BGCF) based on location information and additionally other information such as type of emergency service in the request.

Based on operator policy, the S-CSCF may respond to the emergency session request from the UE with indication to establish the session in the CS Domain.
5.2.4 Breakout Gateway Control Function

Editor's note: If needed, this clause is planned to contain the required changes for BGCF functionality.

5.2.5 Media Gateway Control Function

Editor's note: This clause is planned to contain the required changes for MGCF functionality.

5.2.6 Application Server (AS)

· Receive an emergency session establishment request from a S-CSCF.

· Send location and/or routing information request to the GMLC via the Ml interface.
· On receipt of location and/or routing information, the AS forwards the information to the S-CSCF.
5.2a

LCS Functional Entities
5.2a.1
GMLC

· Receive request for location and/or routing information from the AS via the Ml interface.
· Initiate the LCS MT-LR procedures described in 23.271 [5].

· Return the location and/or routing information to the AS or location information to the EC. 
5.3 Procedures for IP multi-media sessions

Editor's note: This clause is planned to contain the session flows between mobile users and an emergency centre.

5.3.1 Emergency session establishment

This subclause presents the detailed session flows to establish an emergency session while at home or roaming. These flows assume the use of the optional Service Based Local Policy control. It is for further study whether service based local policy should apply to emergency services and what kind of implications it may have.

5.3.1.1 Emergency center connected via IP using SIP 

The following emergency session flow assumes a scenario when an emergency center has IP connectivity and behaves as a SIP user agent. 
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Figure 5.1:  Emergency session establishment –emergency center that supports SIP 

1. In order to establish an IMS emergency session the UE must have an IP-CAN Bearer to be used for IMS related signalling and must have discovered a P-CSCF.

2. UE sends the SIP INVITE request, containing an initial SDP, to the P-CSCF. The initial SDP may represent one or more media for a multi-media session. The SIP INVITE shall contain the cell id and an emergency session indication when the UE has detected the emergency session itself.  The SIP INVITE may contain the location information.
3. When the P-CSCF receives an emergency SIP INVITE request it forwards the SIP INVITE request to a pre-configured S-CSCF in the same network. If an emergency indication was not set by the UE, then the P-CSCF returns a 380 (Alternative Service) response with the type set to “emergency”.

3a.
  If location information was not received in step 2, then the S-CSCF requests location information. See “Providing Location/Routing Information"
4. The S-CSCF uses the cell id to identify the correct emergency center. The S-CSCF forwards the SIP INVITE towards the emergency center along with the location and/or routing information received in step 3a.

5. The emergency center determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with an Offer Response message back to the originator. The SDP may represent one or more media for a multi-media session. This response is sent to the S-CSCF.

6. The S-CSCF forwards the Offer Response message to the P-CSCF.

7. The P-CSCF authorises the resources necessary for this session. The Authorization-Token is generated by the PDF.

8. The Authorization-Token is included in the Offer Response message. The P-CSCF forwards the message to the originating endpoint.

9. UE decides the offered set of media streams for this session, confirms receipt of the Offer Response and sends the Response Confirmation to P-CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 7) will be done by the P-CSCF(PDF) following Step 15. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P-CSCF(PDF) to repeat the Authorization step (Step 7) again.

10. UE initiates resource reservation for the offered media.

11. The P-CSCF forwards this message to the S-CSCF.

12. The S-CSCF forwards this message toward the emergency center.

13. The Emergency center responds to the Response Confirmation with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Ack will also contain an SDP response.

14. The emergency center initiates the reservation procedures for the resources needed for this session.

15. The S-CSCF forwards the response to the P-CSCF.

16. The P-CSCF forwards the response to UE.

17-19. When the resource reservation is completed, UE sends the successful Resource Reservation message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to the P-CSCF.

20. The destination user may be alerted of an incoming session setup attempt.

21-23. The emergency center responds to the successful resource reservation and the message is forwarded to the originating end.

24-26. The emergency center may have alerted the user and may be waiting for an indication from the user before completing the session. If so, it indicates this to the originating party by a provisional response indicating Ringing. This message is sent to the S-CSCF and along the signalling path to the originating end.

27. The UE indicates to the originating user that the destination is ringing

28. When the destination party answers, emergency center sends a SIP 200-OK final response to the S-CSCF.

29. The emergency center starts the media flow(s) for this session.

30. The S-CSCF forwards the 200-OK to the P-CSCF

31. The P-CSCF indicates the resources reserved for this session should now be approved for use.

32. The P-CSCF sends a SIP 200-OK final response to the session originator.

33. The UE starts the media flow(s) for this session.

34-36. The UE responds to the 200 OK with a SIP ACK message sent along the signalling path.

5.3.1.2 Emergency center located at the GSTN

This procedure applies when an emergency center is located for example in the PSTN networks.
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Figure 5.2:  Emergency session establishment –emergency center located at the PSTN

1. In order to establish an IMS emergency session the UE must have an IP-CAN Bearer to be used for IMS related signalling and must have discovered a P-CSCF.

2. UE sends the SIP INVITE request, containing an initial SDP, to the P-CSCF.   The initial SDP may represent one or more media for a multi-media session. The SIP INVITE shall contain the cell id and an emergency session indication when the UE has detected the emergency session itself. The SIP INVITE may contain the location information.
3. When the P-CSCF receives an emergency SIP INVITE request it forwards the SIP INVITE request to a pre-configured S-CSCF in the same network. If an emergency indication was not set by the UE, then the P-CSCF returns a 380 (Alternative Service) response with the type set to “emergency”. 

3a.
  If location information was not received in step 2, S-CSCF requests the location information. See “Providing Location/Routing Information"

4. The S-CSCF uses the cell id to identify the next hop. The S-CSCF determines that this is for the PSTN, and passes the request to the BGCF. The S-CSCF includes in the request the location and/or routing information received in step 3a.
5.  The BGCF forwards the request to the MGCF.

6. MGCF receives an INVITE request, containing an initial SDP and it initiates a H.248 interaction to pick an outgoing channel and determine media capabilities of the MGW.

7-9. MGCF determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with an Offer Response message back to the originator.

10. The P-CSCF authorises the resources necessary for this session. The Authorization-Token is generated by the PDF.

11. The Authorization-Token is included in the Offer Response message. The P-CSCF forwards the message to the originating endpoint.

12. UE decides the offered set of media streams for this session, confirms receipt of the Offer Response and sends the Response Confirmation to P-CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 11 or a subset. If new media are defined by this SDP, a new authorization (as in Step 10) will be done by the P-CSCF(PDF) following Step 21. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P-CSCF(PDF) to repeat the Authorization step (Step 10) again.

13. UE initiates resource reservation for the offered media.

14. The P-CSCF forwards this message to the S-CSCF.

15. The S-CSCF forwards this message to the BGCF.

16. The BGCF forwards this message to the MGCF.

17. MGCF initiates a H.248 interaction to modify the connection established in step #6 and instruct MGW to reserve the resources necessary for the media streams.

18-22. MGCF responds to the offered media towards the originating party.

23-26. When the resource reservation is completed, UE sends the successful Resource Reservation message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to the P-CSCF.

27. MGCF sends an IAM message to the PSTN. The MGCF includes the location and/or routing information received in the emergency INVITE request in step 5. How to find the correct PSTN entity is for further study.

28-31. MGCF sends response to the successful resource reservation towards originating end.

32. The PSTN establishes the path to the destination. It may optionally alert the destination user before completing the session. If so, it responds with an ACM message.

33-36. The emergency center may have alerted the user and may be waiting for an indication from the user before completing the session. If so, it indicates this to the originating party by a provisional response indicating Ringing. This message is sent along the signalling path to the originating end.

37. The UE indicates to the originating user that the destination is ringing.

38. When the destination party answers, the PSTN sends an ANM message to MGCF.

39. MGCF initiates a H.248 interaction to make the connection in the MGW bi-directional.

40-42. MGCF sends a SIP 200-OK final response along the signalling path back to the session originator.

43. The P-CSCF indicates the resources reserved for this session should now be approved for use.

44. The P-CSCF sends a SIP 200-OK final response to the session originator.

45. The UE starts the media flow(s) for this session.

46-49. The UE responds to the 200 OK with a SIP ACK message sent along the signalling path.

5.3.1.3
Assigning a Serving-CSCF during the emergency session setup
When a UE initiates an emergency session establishment request and P-CSCF detects it, the P-CSCF shall select a S-CSCF to handle this emergency session request. The S-CSCF shall be assigned in the same network as the P-CSCF because the emergency session is not a subscribed service and should be reached to the local emergency center as soon as possible.

The selection method is not standardized in the present document.
5.3.2 Providing Location/Routing Information
5.3.2.1 Location information provided at session initiation
The following flow applies when the S-CSCF requests for the UE’s location information and waits for a response from the GMLC with the UE’s location information. 
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1. S-CSCF sends the SIP INVITE request to the AS. 

2. AS sends a request for location information to a pre-configured GMLC in the same network. The request includes the type of location (e.g. current location), the UE’s public identity and required QoS (e.g. accuracy, response time).  
3. On receipt of the Location Request, the GMLC initiates the Mobile Terminating Location Request (MT-LR) procedures described in 23.271 [5] to obtain the UE’s location.
4. The GMLC returns the location information to the AS in the Location Response.
5. The AS includes the location information in the SIP INVITE request to the S-CSCF.

5.3.2.2 Location information provided after session initiation
The following flow applies when the S-CSCF requests for the UE’s routing information. The EC requests the location information from the GMLC using the routing information received from the S-CSCF.
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1. S-CSCF sends the SIP INVITE request to the AS. 
2. AS sends a request for routing information to a pre-configured GMLC in the same network.  The request includes the type of location (e.g. current location), the UE’s public identity and required QoS (e.g. accuracy, response time).
3. GMLC sends a request for routing information ack, which includes routing information that will enable the EC to request UE location at a later time (e.g. a routing key) and may include the UE location (if already/previously obtained).
4. At any time after step 2, the GMLC initiates the Mobile Terminating Location Request (MT-LR) procedures described in 23.271 [5] to obtain the UE’s location.
5. The AS includes the information obtained in step 3 in the SIP INVITE request to the S-CSCF, which is forwarded to the EC.
6. The EC requests location information from the GMLC upon receipt of the SIP INVITE that includes the routing information.
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