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1. Introduction
The procedures currently defined in the TR for resources authorization do not specify that the PDF is able to reject an authorization request from the AF: the PDF is always sending back a successful result. There should be a possibility for the PDF to reject the request. An identified reason for this rejection is that the operator policies in the network the PDF belongs to might not be the same as the policies defined in the network the AF belongs to.

2. Proposal

It is proposed to add in the procedures in TR 23917 that the PDF provides the successful result of the authorization request from the AF only if the session characteristics are consistent with the policy rules defined in the PDF. 

These changes are consistent with what is stated in section 8.3 "Authorization of session QoS resources": 

"In the case where the AF provides session QoS information, the PDF returns a success indication with an authorization token when the identified QoS is within operator policy. 

In the case where the AF does not provide session QoS information, the PDF may return an authorization token to be used in a subsequent authorization procedure."

There is still one issue pending when the authorization request is rejected by the PDF: how does the procedure continue? Among the options to consider are: the session establishment fails, or the PDF could submit a token for an alternate session characteristic (best available according to the session information sent by the AF).

/********************** First Change ***************************/
7.4 
Functions with Policy Control

[Editor’s Note: This section identifies the individual functions that are provided for policy control. Under each individual function, a description of the function and the distribution over the functional elements can be made. It can also indicate open questions for each function.]

7.4.1 
Authorise QoS resources

7.4.1.1 
Function description

There may be links between the AF and PDF policies to authorise the use of QoS resources.

The AF provides the service determined decision information.

The PDF provides the final policy decision controlling the allocated QoS resources for the authorized session to the Gateway.

When the AF requests a token from the PDF, it indicates whether or not the PDF should contact the AF at UE resource reservation.

The Authorise QoS resources function can be invoked between PDF and AF at session establishment and/or at bearer establishment. The PDF provides a successful result to the authorization request from the AF only if the session characteristics are consistent with the policy rules defined in the PDF. 

The UE decides whether to aggregate or separate flows. The total QoS authorised may depend on which flows the UE decides to multiplex. Depending on the flows and the application, there may be some multiplexing gain (e.g. it may be that some flows never transmit at the same time).
As the AF can request to be contacted at UE resource reservation, it can interact with the PDF so that the PDF enforces downgraded bandwidth usage if the UE has asked for more bandwidth than the AF allows.

Further, the AF may provide information to the PDF in order for the PDF to authorise aggregate of flows.

In the case the AF does not request to be contacted at UE resource reservation, and that no additional information is available at the PDF, the PDF authorisation will be based on information previously provided by the AF and the addition of bandwidth of flows proposed by the UE.

For some services, the authorisation decision may be time dependent (e.g. a different authorisation is applicable at a different time). Further, different services may make the authorisation decision for the flow at the AF at the time the flow is identified, and others may make this authorisation decision at the AF at the time the bearer is established. If a time dependent decision at the AF needs to be made at bearer establishment, the AF shall request the PDF to contact the AF at UE resource reservation. 

After successful session establishment, the Authorise QoS resources function can be invoked again between PDF and AF at session modification and/or at bearer modification. The PDF shall update the policy decision based on the information received from the AF. Under certain conditions, such as removal of flows or modification of flow parameters, the PDF enforcing the updated policy decision shall invoke procedures as described in 3GPP TS 29.207 [4].

7.4.1.2
Gq Data exchange

a) Description of session: the AF may provide one or more of the following information when describing the session. The set of information that needs to be sent in different cases needs to be further determined.

· Information defining the flows to which QoS must be applied.

· An indication of the requested type of service handling per service-flow, e.g., conversational voice or video, streaming voice or video

· An indication of the maximum bandwidth required

· An indication of the mean bandwidth required

b) Definition of whether to contact the AF at resource reservation or not.

c) Install Gating Rules: Definition of whether gating control is used or not. If gating control is not used, the PDF keeps the gates always open. It is FFS whether this applies per media component, per session or per application.

The PDF provides a successful result to the authorization request only if the session characteristics are consistent with the policy rules defined in the PDF.
/********************** End of First Change ***************************/
/********************** Second Change ***************************/
8.3
Authorisation of session QoS resources

This is the initial interaction between PDF and AF.

When the AF requests the authorization token from the PDF, it indicates whether or not the PDF should contact the AF at UE resource reservation. The PDF generation of the authorization token is shown in the flow “Authorisation of service, session establishment”. In the case where the AF provides session QoS information, the PDF returns a success indication with an authorization token when the session characteristics are consistent with the operator policy rules defined in the PDF. In the case where the AF does not provide session QoS information, the PDF may return an authorization token to be used in a subsequent authorisation procedure.

The AF provides information about whether or not the PDF should contact the AF when the QoS is modified by the UE, for example if there is a change in the allocation of flows to the authorized resources.

The PDF can only provide this modification information to the AF if it receives corresponding information from the Go interface.

8.3.1 Authorisation of QoS resources, session establishment

The following flow shows the authorisation of the QoS resources at session establishment. This step is necessary for the AF to request the generation of any authorization token by the PDF.

For a particular user and session, the PDF generates one authorization token which is valid for the related session and user.
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Figure 3:  Authorize QoS resources, session establishment

1) A trigger is received at the AF, e.g. a session Control message containing media information is received by the Application Function.  

2) The Application Function sends a request for authorization token and optionally session information to the PDF. Some services may require further interaction between the AF and the PDF to provide the full session information, e.g. for IMS session establishment (mobile terminated).

3) If the PDF received the session information and if the session characteristics are consistent with the policy rules defined in the PDF, the PDF authorizes the required QoS resources for the session and installs the IP bearer level policy in its internal database based on information from the Application Function. If the session QoS information was not received in Step 2 above, the QoS authorisation is deferred. 
If the session characteristics are not consistent with the policy rules defined in the PDF, the issue to resolve is the response of the PDF to the AF. Identified options to study are that the PDF: 

a. rejects the authorisation request with an indication of what could have been accepted. 
b. authorizes lower QoS resources with an indication of what has been authorised.
Other options are FFS. 
4) The PDF reports successful or deferred QoS authorisation of the session, to the Application Function. The requested Authorisation Token shall be included.

5) Upon successful or deferred authorization of the session, session control messaging continues, with the supplied Authorisation Token being passed on the UE. 

It is also possible that the AF may initiate a request for multiple authorization tokens to use for future sessions, in which case the PDF can generate multiple authorization tokens. When the AF receives multiple authorization tokens from the PDF, it may allocate these to sessions without re-contacting the PDF.

8.3.2 Authorisation of QoS resources, bearer establishment, and exchange of information for charging correlation

At bearer establishment, the PDF can contact the AF. This may be done in the case that the previous interaction at session establishment requested this, or when the previous interaction did not include QoS information for authorisation at that time. This further step is used for confirmation of reservation as required by the AF.
The following flow shows the authorisation of the QoS resources at bearer establishment, and the exchange of information for charging correlation.
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Figure 4:  Authorize QoS resources, bearer establishment, and exchange of information for charging correlation
1) A COPS-PR REQ is received over the Go interface at the PDF. 

2) A PDF generated authorization token enables the PDF to identify the authorisation status information. If the previous PDF interaction with that AF had requested this, or if the previous interaction with the AF did not include session QoS information, the PDF sends an authorisationmessage to that Application Function.

3) The AF sends the session information to the PDF. 

4) If the session characteristics are consistent with the policy rules defined in the PDF, the PDF authorizes the required QoS resources for the session and installs the IP bearer level policy in its internal database. This is based on session information from the AF in step 3 or during previous PDF interaction with that AF.
If the session characteristics are not consistent with the policy rules defined in the PDF, the issue to resolve is the response of the PDF to the AF. Identified options to study are that the PDF:
a. rejects the authorisation request with an indication of what could have been accepted.
b. authorizes lower QoS resources with an indication of what has been authorized.
Other options are FFS.
5) The PDF sends further Go messaging.

6) A COPS-PR RPT is received over the Go interface at the PDF containing the IP-Connectivity Network charging information.

7) The PDF shall send an indication for the successful bearer establishment, which contains the received IP-Connectivity Network charging information, to the AF.
/********************** End of the Third Change ***************************/
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