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1. Introduction

In order for the WLAN UE to select a VPLMN through which to authenticate, the VPLMN advertisement is necessary. The TS 23.234v2.0.0 has stated in section 5.4.1 “VPLMN advertisement and selection should be independent of WLAN technology” and also stated in section 5.4.3.1 that “Network advertisement information shall be provided which enumerates the roaming partners and associated NAI realms. A single mechanism shall be used to provide that information. ” But this TS hasn’t defined which kind of mechanism can be used to provide the network advertisement information, and maybe there will be some alternatives or cause some ambiguous cases without a single mechanism being defined.
This contribution makes detailed proposals regarding the VPLMN advertisement mechanism and some editoral changes along the lines as below.
2. Proposed Changes

***************** First amended section **************

5.4.3 VPLMN Advertisement and Selection

5.4.3.1 Network Advertisement

The HPLMN and VPLMNs, with which the WLAN AN has roaming agreements, shall be able to use HPLMN AAA Server or VPLMN AAA Proxy to send initial and any change informaiton of roaming agreements to the WLAN AN, and based on this information, the WLAN AN shall provide the network advertisement informaiton which enumerates the roaming partners and assocated NAI realmsto the WLAN UE when the WLAN AN has no direct roaming agreement with the subscribers HPLMN.

5.4.3.2 Network Selection

The WLAN UE shall provide an initial NAI, constructed according to Section 5.3.2 indicating the WLAN UE’s Home Network, in response to the EAP-Request/Identity. If the WLAN AN recognizes the realm of the initial NAI (i.e. has a direct roaming agreement with the WLAN UE’s Home operator), then no special processing for network advertisement/selection is needed.

If the WLAN AN has no direct roaming agreement with the initial realm, the WLAN AN shall deliver the network advertisement information to the WLAN UE.  The WLAN UE processes this information according to its internal roaming preference policies or prompts the user to select a VPLMN preference.  It uses the result to determine how to construct a new NAI indicating the selected VPLMN, according to Section 5.3.2.

After the network advertisement information is delivered, the WLAN UE attempts to authenticate with the roaming NAI determined in the prior step.

The WLAN AN shall use the NAI to route the EAP traffic to the appropriate VPLMN AAA Proxy.
***************** Next amended section **************

6.2 Network elements

6.2.2 3GPP AAA Proxy

· The 3GPP AAA Proxy represents a proxying and filtering function that  resides in the Visited 3GPP Network.  The 3GPP AAA Proxy functions include:

· Relaying the AAA information between WLAN and the 3GPP AAA Server.
· Providing the initial and any change information about roaming agreements between WLAN operator and 3GPP operator to the WLAN AN. 

· Enforcing policies derived from roaming agreements between 3GPP operators and between WLAN operator and 3GPP operator

· Reporting per-user charging/accounting information to the VPLMN CCF/CGw for roaming users

· Service termination (O&M initiated termination from visited network operator)

· Protocol conversion when the Wr and Ws or Wb and Wc interfaces do not use the same protocol

· For Scenario 3 only:

· Receiving authorization information related to subscriber requests for W-APNs in the Home or Visited network

· Authorization of access to Visited network W-APNs according to local policy 

The 3GPP AAA Proxy functionality can reside in a separate physical network node, it may reside in the 3GPP AAA Server or any other physical network node. 

6.2.3 3GPP AAA Server

· The 3GPP AAA server is located within the 3GPP network. The 3GPP AAA Server: 
· Provides the initial and any change information about roaming agreements between WLAN operator and 3GPP operator to the WLAN AN, or via 3GPP AAA Proxy.
· Retrieves authentication information and subscriber profile (including subscriber's authorization information) from the HLR/HSS of the 3GPP subscriber's home 3GPP network.

· Authenticates the 3GPP subscriber based on the authentication information retrieved from HLR/HSS. The authentication signalling may pass through AAA proxies.

· Communicates authorization information to the WLAN potentially via AAA proxies.

· Registers its (the 3GPP AAA server) address or name with the HLR/HSS for each authenticated and authorized 3GPP subscriber. 

· Initiates the Purge procedure when the 3GPP AAA server deletes the information of a subscriber. 

· May act also as a AAA proxy (see above).

· Maintains the WLAN UE’s WLAN-attach status.
· Provides the WLAN UE’s WLAN-attach status to other entities (which are out of the scope of this TS).
· Generates and reports per-user charging/accounting information to the HPLMN CCF/CGw.
Editor’s note  : Clarification on the caching functionality is for further study.

6.2.4.  HLR/HSS

· The HLR/HSS located within the 3GPP subscriber's home network is the entity containing authentication and subscription data required for the 3GPP subscriber to access the WLAN interworking service.

· The HLR/HSS contains roaming agreements data required for the WLAN UEs to access the 3GPP interworking service, which can be provided to the WLAN AN through 3GPP AAA Server or 3GPP AAA Proxy.
· The HSS also provides access to the WLAN UE’s WLAN-attach status for other entities, e.g. answers or relays the WLAN-attach status query from other entities (which are out of the scope of this TS). 
