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Introduction

One of the main objective of the Policy Control Evolution work item is the definition of the Gq reference point between an external Policy Decision Function (PDF) and the application server (P-CSCF in the case of IMS, streaming server, etc.). The purpose of this contribution is to propose a direction for the standardization of the data exchange procedure at the Gq reference point. This could be either a protocol or an API.

Discussion

As listed in the Technical Report (TR 23.917), the requirements put on the Gq interface are the following:

· Intra or inter-domain reference point
This reinforces the necessity for having a fully standardized means that the protocol/API at the Gq reference point to ensure easy interoperability. It also implies the requirement for appropriate security mechanisms (authentication and integrity protection – needs to be addressed by TSG SA WG3)

· N-to-M relationship between Application Servers and PDF
The addressing capability on the Gq interface shall be fully flexible.

· Service agnostic
The Gq protocol/API shall then be application independent (e.G. IMS application, streaming service, etc.) and technology independent (applications can be developed in a number of different environment with different programming language (e.g. Java-based applications, C++, Perl )). 

A corollary of this last requirement (service-agnostic) is that the protocol/API shall be open and application-friendly to allow third party ASPs that offer services to control (according to permission) the policy enforced in the network. 

Finally, though not defined/available today, it is likely that in the future policy enforcement will become possible on non-GPRS access, e.g. WLAN access. In this case, it could be envisaged to reuse the PDF. Hence, the PDF could hide the access specifics and propose an abstraction to the application servers.

To allow for the most flexibility for the application servers that would enforce policies and for the best evolutivity of the interface, it is proposed that an API shall be defined at the Gq interface which can be transported over a standard protocol. This then results in the simplicity of use of an API and the flexibility of a fully de-coupled client/server. Considering the most recent developments on this topic, it is proposed that this API complies to the Web Services definition.

A Web service is a software system identified by a URI [RFC 2396], whose public interfaces and bindings are defined and described using XML. Its definition can be discovered by other software systems. These systems may then interact with the Web service in a manner prescribed by its definition, using XML based messages conveyed by Internet protocols. (see http://www.w3.org/).
XML has a broad acceptance within the application developer community which can then be leveraged for Gq implementation.

The API could use WSDL. WSDL is an XML format for describing network services as a set of endpoints operating on messages containing either document-oriented or procedure-oriented information. The operations and messages are described abstractly, and then bound to a concrete network protocol and message format to define an endpoint. Related concrete endpoints are combined into abstract endpoints (services). WSDL is extensible to allow description of endpoints and their messages regardless of what message formats or network protocols are used to communicate, however, the only bindings described in this document describe how to use WSDL in conjunction with SOAP 1.1, HTTP GET/POST, and MIME.
Further details of such a Web Services API will be the responsibility of the CN group which will be in charge of the specification of this interface.

Furthermore, the work on evolved policy control can benefit from the different XML/WS standards tracks, e.g., XACML for policy description.

Finally, considering the above requirements, it appears that these are to some extent similar to these which lead to the definition of the Parlay API and its adoption by 3GPP for the OSA model. The main goal of the Parlay API was to abstract the network layer hence lifting the burden of telecommunications protocols from the applications developers. Also, as part of the framework SCS, the Parlay API provides the necessary mechanisms for discovery, authentication, etc.

Notes:
· one of the newly defined SCS in the Parlay 4.0 release is the Policy Management SCS which could be an obvious fit with the Gq technical requirements (this should be validated by the CN group which would be in charge of the Gq definition).

· A WSDL version of Parlay API has been defined (see http://www.parlay.org).

Proposal

Considering the above requirements, it is proposed to adopt a Web Services API at the Gq reference point. It could be based on the existing Parlay or Parlay X API definition.

Details about the API (methods, data, format) will be specified by the CN group responsible for the Gq reference point.


























































































































































































































































