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 AUTONUMLGL  Introduction

In the MBMS (Multimedia Broadcast Multicast Service) TS the Gmb interface between BM-SC and GGSN exists for signaling purposes.  

Work is ongoing for R6 in TR 23.917 wrt. the split between application function (AF) and policy decision function (PDF). 
This purpose of this paper is:

· To clarify that the functions of the PDF should involve just QoS and service based local policy (SBLP). 

· To continue the discussion on the role of R6 policy control for MBMS and to clarify that for MBMS service specific parameters the Gmb reference should be used. 

· To clarify requirements for the Gmb interface in the MBMS architecture.

 AUTONUMLGL  Discussion

Last SA2 two proposals were launched (made by Fujitsu and Alcatel) to let MBMS benefit from QoS Service Based Local Policy Control. Purpose of applying policy control for MBMS is to bind the QoS requirements agreed upon at application level, between application and UE for a service, to QoS resource reservation requested by the UE at bearer level. 

This contribution proposes assumptions to progress the work on MBMS and Policy Control for MBMS. The assumptions are: 

· The MBMS architecture in TS has defined the Gmb interface for MBMS specific interaction of the BM-SC and GGSN (user join/leave, bearer setup/tear down, Area info).

· PDF functionality is purely QoS and the PDF can be the QoS SBLP controller for MBMS 

Figure 1 shows BM-SC and GGSN interaction through Gmb interface to signal ‘user join/leave’, ‘MBMS parameter exchange’ and ‘MBMS bearer setup/release notification’. PDF is used for MBMS SBLP. BM-SC ‘speaks’ to the PDF via the Gq interface.


2.1 Proposal for MBMS Service Based Local Policy

In line with figure 1 and decided activation method during SA2#29 and work ongoing wrt. 23.917 (Service Based Local Policy TR), figure 2 gives a proposal for the interaction between the MBMS transport network and the BM-SC. 


BM-SC is per MBMS service aware and pushes MBMS QoS service parameters to the PDF. Two scenarios are possible:

· Service ID is service identifier to user. Request per user interaction of BM-SC and PDF. The PDF generates the authorization token per user service authorization.  

· Service ID is service identifier to user. No initial interaction between BM-SC and PDF. BM-SC generates a token per user and provides it to the user.

1. User activation is performed through sending of IGMP on a default, typically best-effort PDP context, indicating the service ID. 

2. The GGSN receives the IGMP Join request and sends an MBMS notification request to the SGSN. The SGSN requests the UE to activate an MBMS context, indicating the service ID

3. The UE sends an Activate MBMS Context Request to the SGSN, including the service ID and the token received from BM-SC. An APN may indicate a specific GGSN.  
4. GGSN has interaction with BM-SC to join the UE to the service. GGSN indicates service ID and a identifier that can be used by BM-SC to identify the activating UE (e.g. MSISDN). If required, the receives MBMS parameters from BM-SC (FFS). 

5. GGSN sends a COPS-PR REQ over Go interface to the PDF, containing the Authorization token (token). Note that policy control only has to be performed once per service activation on a GGSN-PEP.

6. In case the token is not generated by the PDF, PDF will contact the BM-SC to receive the required QoS information. PDF uses the Service Authorization token and authorizes QoS. 

7. The PDF sends further Go messaging.

8. UE receives Activate MBMS Context Accept from the network.

9. When BM-SC is ready to send data, the BM-SC sends a Data Notify on Gmb interface to GGSN to indicate that MBMS bearers have to be setup. Service ID is provided for service identification. GGSN sends an acknowledge of the notification to BM-SC

10. BM-SC sends an open gate indication to the PDF.

11. If not authorized before, PDF authorizes QoS and opens the gate.

12. PDF informs BM-SC that gate has been opened

BM-SC can send data to the GGSN and GGSN can forward the data to the UE. Note that the messages drawn on a gray background are specific to SBLP. 

2.2 Gmb usage when R6 policy control applies

Gmb interface in the MBMS architecture is for MBMS service signaling between GGSN and BM-SC.

In general the interface will be used for at least ‘user join/leave’, ‘MBMS parameter exchange’ and ‘MBMS bearer setup/release notification’.

 AUTONUMLGL  Proposal

It is proposed to take discussion in section 2 as working assumptionm as it is in line with work ongoing wrt 23.917. Moreover, it is proposed to add text indicated below (section 4.31, 4.3.2) to the MBMS TS.

4.3
MBMS Specific Reference points

Editors note: Probably only important to identify new reference points.
4.3.1
Gmb

The following requirements apply for Gmb interface:

· Allow service activation and deactivation per UE and per service

· Allow exchange of MBMS service parameters 

· Allow service bearer setup and release by BM-SC

The Protocol used for Gmb is FFS.
4.3.2 Gq

Gq is the reference point between the BM-SC (the application function) and the Policy Decision Function (PDF). In case R6 policy control applies for MBMS, the Gq interface will be used by BM-SC to request Service Based Local Policy from the PDF.  

Gq is not used for MBMS specific parameters and procedures. Gmb is used for that purpose. Generic QoS, Service Based Local Policy Control and Charging parameters and procedures do not use Gmb but Gq.
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Figure 2: Service Based Local Policy for MBMS multicast mode
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Figure 1: MBMS with service based local policy (SBLP)  through Policy Decision Function (PDF)
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