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1 Introduction

This document describes how the standalone PDF can be re-used for PSS, as per one of the objectives of 23.917.

2 Example of PDF usage for PSS
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An RTSP session to the PSS server constitutes the signalling, with a separate bearer set up for the media stream(s) which may utilise RTP/RTCP but which may be some other protocol, dependent on the source and the media type.

When the UE makes a session request in the PS domain (i.e. a PDP context request) the GGSN requests authorisation from the PDF via the Go interface, using the authorisation token that the UE included in the PDP context request. 

The PDF informs the GGSN of the agreed session parameters and the GGSN will allow, decline or negotiate down the request after cross checking this with the parameters requested by the UE.

The flows for PSS system are shown below.

2.1 Per User Authorisation

When the UE makes the first RTSP request to the PSS server the PSS server knows which PDF to contact and obtains the media authorisation token from the PDF. This is then passed to the UE in a header in the RTSP response message. 
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Per User Authorisation

1) The PSS server receives request from the terminal, with any SDP information. The PSS server identifies the user plane resources required for the session (IP address, port numbers to be used etc…). 

2) The PSS server passes the connection information to the PDF in an authorisation request in order to obtain a PDF generated token, in the case that the PDF to be used is known by the PSS server. 

3) The PDF passes the authorisation token(s) to the PSS server in the authorisation confirm.

4) The PSS server includes the media authorisation token(s) within a message body attached to the response message sent back to the UE.
2.2 Resource reservation

The GGSN, when receiving a request for a PDP context activation will, via the Go interface, request authorisation from the PDF. The authorisation token is used as the mechanism to either enable the GGSN to contact the PDF that generated it. 

The signalling flow is shown below.

Note that the SGSN is involved in the PDP Context signalling but is not shown in the diagram for simplicity.
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PSS Resource Reservation

1) GGSN receives the Secondary PDP Context Activate request. It should be noted that more than one Secondary PDP Context may be requested dependent on the media streams that are part of the service.

2) GGSN requests the PDF to authorise the resources. The Media authorisation token and associated FQDN of the PDF received in the PDP context activation are used to identify the session and end point for the COPS request. 

3) PDF authorises the resources and sends COPS DEC message(s) to the GGSN to open the ‘gates’ e.g., enable the use of the authorised QoS resources.

4) GGSN sends COPS RPT message(s) back to the PDF.

5) GGSN confirms the PDP context is accepted.

2.3 PSS Commit Resources

When the session has been accepted by the PSS server and the terminal, the terminal makes a request to start the session.

The signalling flow below illustrates this when the terminal requests to play a stream.
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PSS Commit Resources

1) PSS server receives the PLAY request message. 

2) PSS server requests the PDF to open the gate. The PDF approves this decision. 
3) PDF sends COPS DEC message(s) to the GGSN to open the ‘gates’ e.g., enable the use of the authorised QoS resources.

4) GGSN sends COPS RPT message(s) back to the PDF.

5) PDF confirms to the PSS server that QoS resources are allocated and active.

6) PSS server sends the 200 OK message.

2.4 UE or PSS Server Session Release

When the stream is completed the terminal requests that the session is terminated. This is illustrated below.
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PSS Revoke and Remove Resources

1) The terminal requests the termination of the session with the TEARDOWN message.
2) PSS server requests the PDF to release the resources and terminate authorisation. It must include the same token as used with the original authorisation request. The PDF removes the authorisation for the media component(s) of this session.

3) PDF sends COPS DEC message(s) to the GGSN which identifies the PDP context(s) to be deactivated.

4) GGSN initiates deactivation of the Secondary PDP context(s) used for the PSS session, in case the UE has not already done so.

5) GGSN sends COPS DRQ message(s) back to the PDF.

6) The PDF confirms the release of the resources to the PSS server.

7) The PSS server confirms completion of the Teardown procedure to the terminal.

It should also be noted that the PSS server can initiate the session release, and in that case the message flow will be identical with the exception that the TEARDOWN message will go from PSS to UE, and the 200 OK will go from UE to PSS.

2.5 PDF Initiated Session Release

In this scenario the PDF initiates the release of the PSS session. This may happen for a number of reasons e.g. there is some time restriction or a charging related issue.
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PSS – PDF Initiated Session Release

1) The PDF issues the command to the PSS server to release the session. The PDF removes authorisation for the session.

2) PSS server issues the RTSP TEARDOWN message. 

3)  PDF sends COPS DEC message(s) to the GGSN, which identifies the PDP context(s) to be deactivated. The GGSN closes the gates.

4) GGSN initiates deactivation of the PDP context(s) used for the PSS session, in case the UE has not already done so.

5) GGSN sends COPS DRQ message(s) back to the PDF.

6) The UE confirms the receipt of the TEARDOWN command. 

7) PSS server confirms that it has terminated the session.

3 Proposal

It is proposed to include the contents of chapter 2 to the TR 23.917 inside a section called: “Example of rel6 policy control usage with a PSS application”. 

�PAGE \# "'Page: '#'�'"  ��I didn’t think that there was an HTTP session between UA and PSS server. Perhaps the client discovers about the PSS servince whilst browsing the web.





_1107081785.doc


UE







GGSN







PSS







PDF







1. Secondary PDP Context Activation







3. DEC







4. RPT







2. REQ







5. Activate PDP Accept




















_1107082200.doc


UE







GGSN







PSS







PDF







1. RTSP 







-







SETUP







2. Authorisation request







3. Authorisation confirm







4. RTSP 







–







100 Continue 







or 200 OK
















_1106547897.doc


GGSN







PSS







PDF







2. 











Open gate







3. DEC







4. RPT







5. 











Open gate ack







6. RTSP 







–







200 OK







GGSN 







opens gates







UE







1. RTSP







-







PLAY












_1106548499.doc


GGSN







PSS







PDF







1. RTSP 







-







TEARDOWN







2. Revoke and Close Gate







3. DEC







5. DRQ







GGSN 







Disables gates







4. PDP Context Deactivation







6.Revoke and Close Gate Ack







UE







7. RTSP 







–







200 OK












_1106546546.doc


P







-







CSCF







PDF







GGSN



















PSS







Go







Gi







Gq























AF












