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1. Introduction

There are still no Introduction, Scope, References, or Definitions, Symbols and Abbreviations in the latest draft TS 23.240 v0.11.0. This contribution proposes texts for those clauses, and also some editorial clean-up and restructuring in clause 4.

2. Discussion

'Introduction' is proposed to include some extracts from GUP stage 1 specification. 'Scope' is proposed to describe shortly the contents of GUP stage 2 specification.

'References' is proposed to list all the GUP specifications, as well as the W3C Recommendations that are referred to in 'Definitions'.

'Definitions' is proposed to include the definitions of the GUP-specific terms. 'Symbols' is proposed to describe shortly the GUP reference points. 'Abbreviations' is proposed to include the explanations of the abbreviations used in GUP stage 2 specification.

Additionally, it is proposed to delete the editor's notes in the beginning of clause 4 and subclause 4.1, since the issues are now covered by normative text in the draft specification.

Figures 4.1 and 4.2 are proposed to be moved from subclause 4.2.3 to the beginning of subclause 4.2 in order to have a more logical structure of the subclause. Also Rg and Rp reference point names in subclause 4.2.3 are proposed to be editorially corrected. The editor's note about additional reference points is also proposed to be removed.

Figures 4.3 and 4.4 are proposed to be redrawn in order to make them more clear, also some editorial corrections are necessary in them.

Empty lines throughout the specification are also proposed to be deleted.

3. Proposal

We kindly propose SA2 to agree on the suggested texts on the following pages.

Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction



The fact of having several domains within the 3GPP mobile system (e.g. Circuit-Switched, Packet-Switched, IP Multimedia Subsystem ) and access technologies (e.g. GERAN, UTRAN and WLAN) introduces a wide distribution of data associated with the user. Further, the new functions both in terminals and networks mean that the data related to users, services and user equipment will be increased greatly. This causes difficulties for users, subscribers, network operators and value added service providers to create, access and manage the user-related data located in different entities.

The objective of specifying the 3GPP Generic User Profile is to provide a conceptual description to enable harmonised usage of the user-related information located in different entities. Technically the 3GPP Generic User Profile provides an architecture, data description and interface with mechanisms to handle the data.
1
Scope


The present document defines the stage 2 architecture description to the 3GPP Generic User Profile (GUP), which includes the elements necessary to realise the stage 1 requirements in 3GPP TS 22.240 [1].
The present document includes the GUP reference architecture with descriptions of functional entities, and their interfaces and procedures, as well as the high-level information model for the GUP data.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 22.240: "Stage 1 Service Requirement for the 3GPP Generic User Profile (GUP)".







3
Definitions, symbols and abbreviations


3.1
Definitions

For the purposes of the present document the following definitions apply:

3GPP Generic User Profile (GUP): The 3GPP Generic User Profile is the collection of user related  data which affects the way in which an individual user experiences services  and which may be accessed in a standardised manner as described in this specification.
GUP Component: A GUP component is logically an individual part of the Generic User Profile.

GUP Data Element: the indivisible unit of Generic User Profile information.
Data Description Method: A method describing how to define the data contained in the Generic User Profile.
3.2
Symbols

For the purposes of the present document the following symbols apply:

Rg
Reference Point between Applications and the GUP Server.

Rp
Reference Point between the GUP Server and GUP Data Repositories, and between Applications and GUP Data Repositories.
3.3
Abbreviations

For the purposes of the present document the following abbreviations apply:

CLB
Component Location Broker

GAP
GUP Access Point

GUP
3GPP Generic User Profile
PAAC
Profile Authorisation & Authentication Control
RAF
Repository Access Function
4
Reference Architecture



· 
· 
· 
· 
· 
· 
· 
· 
4.1 GUP Functionalities



4.1.1 Harmonised access interface

The GUP harmonized access interface is the interface which can be used by the GUP suppliers and GUP consumers to access, manage and transfer the profile data. This application layer interface is independent of the profile structure. 

4.1.2 Single Point of Access

There exists for each Profile a single point of access, which knows the location of the various components of the Profile. 

4.1.3 Authentication of profile access

A GUP functionality exists that is responsible to authenticate applications. Authentication is a vital function to be passed before any kind of access to GUP data is granted. GUP shall adopt a generic mechanisms such as used for the OSA framework approach.

4.1.4 Authorisation of profile access

A GUP functionality exists that is responsible to authorise applications to access GUP data based on User specific privacy rules. All attempts to access the GUP data are to be authorised according to the defined policies.

The GUP data structures need to satisfy the requirement to provide the authorisation information on the different levels: profile, component or data element. In addition to the generic authorisation data, additional service specific data may be defined (e.g. for LCS). The same applies for the authorisation decision logic. How the generic decision logic is defined and provided is FFS.

4.1.5 Privacy Control 

The tight connection of Authentication, Authorisation and subscriber specific privacy requirements results in Privacy control. Privacy control implies a centralized management for access rights including the subscriber’s privacy requirements.

Editor’s note: results are expected from the investigation on the feasibility study considering “Generalised privacy capability” (WI agreed at SA#17).

4.1.6 Synchronisation of data storage

Editor’s note: this issue is under further investigations. Either an application is notified and requests the modified GUP data or the data modification is pushed to the application.

4.1.7 Access of profile from visited network

Access to GUP from a visited network shall follow the single point of access principle.

4.1.8 Location of Profile Components

A GUP functionality exists that keeps information where GUP data are located.

Editor’s note: Further details are expected.

4.1.9
Charging for Profile Access

The GUP Server shall be capable of providing charging information, e.g. to enable transaction/event based charging. 

Some GUP Data Repositories may provide charging information, while other GUP Data Repositories do not provide charging information. 

Mechanisms are needed to permit the GUP Server to know which GUP Data Repositories are (and are not) producing their own charging information. When the GUP Data Repository is capable of producing charging information, mechanisms are needed for the correlation of the charging information produced by GUP Server and GUP Data Repository.

NOTE:
GUP Data Repositories within a UE are not expected to produce charging information.

The charging information may also be used for other event logging, customer care, privacy auditing, etc. functions. 

4.2 GUP Functional Entities

The GUP reference architecture as shown in Figure 4.1 consists of:

- GUP Server;
- Repository Access Function (RAF);
- GUP Data Repositories;
- Rg and Rp reference points;
- Applications.
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Figure 4.1: GUP Reference architecture


An example of mapping the GUP reference architecture to current infrastructure environment is shown in Figure 4.2.
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Figure 4.2: An example of mapping the GUP reference architecture to Current Infrastructure Environment
4.2.1 GUP Server

The GUP Server is a  functional entity providing a single point of access to the Generic User Profile data of a particular subscriber. The Reference Architecture does not specify or limit the physical location of the GUP Server enabling flexibility in the implementations.

The GUP Server includes the following functionalities:

· To provide a single point of access for reading and managing generic user profile data of a particular subscriber.

Editor's note: Whether the GUP Server is implemented as a Proxy and/or Redirect Server must be defined later, see the two figures below.
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Figure 1. GUP Server acting as a Proxy Server.


[image: image4.wmf]DOCUMENTTYPE

TypeUnitOrDepartmentHere

TypeYourNameHere

TypeDateHere

a) request

GUP Server

Requestor

b) locate

d) request

e) response

c) response

GUP Data

Repository

GUP Data

Repository


Figure 2. GUP Server acting as a Redirect Server.

Editor's note: How the functionality is performed to be added later.

Editor's note: Authentication, authorisation, privacy, synchronisation etc. to be added later.

4.2.2 Repository Access Function (RAF)

The Repository Access Function (RAF) realizes the Harmonised Access interface. It hides the implementation details of the data repositories from the GUP infrastructure. The RAF performs protocol and data transformation where needed.

The protocol between the RAF and the GUP data repository is out of the standardisation scope. It is recommended that the protocol used should support GUP requirements.

4.2.3 Reference Points

Reference Points in the GUP Reference Architecture:

1. Reference Point Rg

This reference point shall allow applications to create, read, modify and delete any user profile data using the harmonized access interface. The GUP Server locates the data repositories responsible of the storage of the requested profile component(s) and carries out the requested operation on the data.


2. Reference Point Rp

This reference point shall allow the GUP Server or applications to create, read, modify and delete user profile data using the harmonized access interface.











4.2.4 Message Flow of using GUP

For an application requesting GUP data component(s) a message flow is described in the following:

· The application requests a GUP component(s) via Single Point of Access (Rg) from the component broker function at the GUP server 

· The component broker function at the GUP server authenticates the application. Note that also separate authentication services may be applied.

· The component broker function at the GUP Server identifies the level of authorization the Application is allowed to access the GUP data.

· The component broker function at the GUP Server identifies the location of the GUP component(s). 

At this point the Component Broker function at the GUP Server may (see figure 4.3 below)

· Access the GUP component(s) by means of the Harmonised Access Interface (Rp) or by other means outside the scope of GUP. 

· Respond to the application with the result of the request, optionally combining results from different GUP data repositories.

Or, depending on GUP data repositories choice (see figure 4.4 below)

· Respond to the application with reference(s) to the component(s) and additionally authorisation credentials with limited lifetime. Note that authorisation credentials from other sources are not excluded.

· The application uses the reference(s) and the authorisation credentials to access GUP data repositories by means of the Rp reference point.

Privacy rules may stay together with the data it applies to at the data repository where the data is stored. In this case this privacy rules shall apply. Optionally, the GUP Server may apply additional privacy rules, handled at the PAAC function. However the GUP Server must never “bypass” existing privacy rules.

The following figures show the message flows for both cases as described.
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Figure 4.3: An Example of Application Requesting GUP Data Component(s) Message Flow
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Figure 4.4: An Application Requesting GUP Data Component(s) Message Flow
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Dash line --- communication can be taken place directly between Applications and Data Repositories
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