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Certain Sections of TS 23.234 do not align with :stage 1 requirements  which is now studied with reference to IMS subscription and access scenario.

------------------- Proposed Change ---------------------------

4.1 WLAN Networks Interworking with 3GPP
Figure 4.1 illustrates WLAN networks from the point of view of 3GPP interworking. The 3GPP Authentication, Authorization and Accounting (AAA) server is a Diameter or Radius server. The Packet Data Gateway is a node via which packet data networks are connected. The WLAN includes WLAN access points and may include other devices such as routers or intermediate AAA elements. There is two cases for the trust of the WLAN. One case is that  WLAN is owned by 3GPP operators or providers with business agreement with 3GPP operators. In this case, theWLAN is within the trust domain as per RFC 3325. The WLAN can access the same manner as 3GPP accesss network as described in SA1 requirement. The other case is that WLAN is owned by the third paty  providers. In this case the WLAN is outside the trust domain. The User Equipment (UE) includes all equipment that is in possession of the end user, such as a computer, WLAN radio interface adapter etc. 

Previous figure is deleted.













[image: image1]
Figure 4.1: Simplified WLAN Network Model

· As 3GPP-WLAN interworking concentrates on the interfaces between 3GPP elements and the interface between the 3GPP system and the WLAN, the internal operation of the WLAN is only considered in order to access the impact of architecture options/requirements on the WLAN. 
· For scenario 3, when WLAN AN owned by 3GPP operators or operatore who have business agree ment with 3GPP operators have sufficient security, charging and QoS capability, WLAN AN can interwork with 3GPP PS domain directly (e.x. IMS).
· For IEEE 802.11 Wireless LANs, the authentication and security functionality between UE and WLAN is specified in the IEEE 802.11i standard.

[Editor’s note; IEEE 802.11i is work in progress at the time of writing.]

---------------------------------------------- End of Proposed Change ----------------------------------------------------
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