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1. Overall Description:

SA2#29 discussed the need for a management administration interface between UE and Application Server (AS) in the IMS. It was agreed that there is need for a user to manage his or her data on the AS. Examples include, but are not limited to:

· Lists on the presence list server

· Access lists on the presence server

· Buddy lists for chat (IMS messaging)

· IMS Group Management

· Conference settings: creation, data, type, participants, … 

SA2 has agreed that a reference point between UE and AS is needed for that purpose and that HTTP should be supported as a protocol at this reference point. A CR to 23.228 in that respect is expected for SA2#30.

SA2 has identified that the following questions require consideration with respect to security on the HTTP interface:

a. Whether and how existing security mechanisms for HTTP (e.g. SSL/TLS) can or should be used.

b. Whether and how subscriber certificates could be used. 

c. Whether and how IMS registration can be linked to authentication for subscriber self administration. As a principle, registration in the IMS should provide access to all subscribed IMS services. Thus the question arises whether registration at the S-CSCF can “include” the authentication to IMS ASes by some means.

2. Actions:

To SA3: SA2 kindly asks SA3 to study security mechanisms for an HTTP based reference point between UE and AS, in particular in respect to questions a-c identified in the overall description.

3. Date of Next SA2 Meetings:

SA2#30, 24-28 February 2003, Milan (Italy)

SA2#31, 7-11 April 2003, Seoul (Korea)
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