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1.
Introduction

This contribution proposes text that will guide our development of Emergency Service for IMS.

2.
Discussion

The following principles apply to the design for support of packet data based Emergency Service.

Emergency Service may be required by national regulation in many environments and, where provided, is covered by various national regulatory requirements. However, not all sessions with an emergency service center should be defined as Emergency Service sessions. Only those sessions that are initiated in a manner that indicates the request is to establish an emergency service are to be considered as Emergency Service sessions.  In other words, not all calls to the fire station are Emergency Service sessions, even though the session might be used to report a fire.

Emergency Service is not a subscription service. In fact one does not even need a subscription under some regulations to obtain Emergency Service. Therefore Emergency Service is, by definition, a serving network service that should be provided without interaction with a “Home” network.

Packet data based Emergency Service need not necessarily be tied to support for IMS services. Just like Presence Service, Emergency Service may use some IMS procedures and some functional entities, but should not require an operator to support deployment of IMS in order to support packet data based Emergency Service. It may be that regulatory requirements for Emergency Service will not apply to an operator unless the operator deploys IMS. However an operator should be free to support packet data based Emergency Service even if only packet data services are supported (e.g., IMS services are not deployed).

Since packet data Emergency Services are being designed from scratch, we should not be constrained by existing IMS architecture. For example, since the service is a local service, there may not need to be multiple CSCFs (e.g., P, I, and S) involved in establishing a session. Other capabilities such as Service Based Local Policy, or accounting correlation may not be needed. On the other hand, there may be a need for capabilities that are not currently needed by subscription IMS services such as network initiated automatic callback. The specific architecture for packet data based Emergency Service should be driven by specific capabilities requirements. To the extent that existing functional entities can be re-used, this should be done. But we should not be constrained by the existing functional entities

Work to define Emergency Service specific session initiation is going on within the IETF (see for example draft-schulzrinne-sipping-sos-03.txt). This work should be taken into account as we develop Stage-2 for Emergency Service.

Emergency call architectures and mechanisms should be kept simple so that there is minimum possibility of failure due to routeing error.

It is important to take into account that it may be possible to make emergency calls on other media than voice. From a regulatory point of view we will need to take account of the deaf and hearing-impaired using a text phone that might, for example, generate information using the SIP MESSAGE method. It is possible that in the future there will be a need to support transcoders for the deaf in the network. There may also be a need to work with phones that attempt the emergency call as a videotelephony call.

Even when information is downloaded to the phone concerning emergency telephony URLs, there is no guarantee that this list is complete or will discover all intended emergency calls. There needs to be consideration given to network mechanisms that might recognise these calls such that they eventually get routed to an emergency call centre.

Emergency numbers are a form of local service number. While not all local service numbers are necessarily dealt with in the context of the visited network, arguments for a stand alone architecture should not preclude having a common architecture to deal with provision of other local services.

3.
Recommendation

Incorporate the text from Section 2 of this contribution in section 5.13.1 in TS 23.228. It the text is agreed, the author will prepare the appropriate R6 CR.







