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1. Introduction

This document discusses the background and rationalle for the Release 6 work item extending Service Based Local Policy by means of Diffserv functions at the GGSN.

Some documentation is required of the overall motivation and objective for this work, and SA#18 suggested that SA1 should be involved in this discussion.

This paper addresses the following questions:

· What were the original (unmet) Release 5 requirements which led to this work item, and what was eventually completed in Release 5 ?

· What is the overall objective and value to operators of this proposed Release 6 functionality, considering the capabilities which now already exist in Release 5 ?

Other contributions consider the options for meeting these objectives, of which utilisation of Diffserv functions at the GGSN is only one.

2. Backgound

Service Based Local Policy (SBLP) was introduced into Release 5 in support of an explicit requirement for IP Policy Control identified by SA1 in 22.228.

The detailed system requirements for SBLP were identified by SA2 in 23.207, along with system requirments for providing end-to-end Quality of Service. The original scope of these requirements (as per the version approved by SA#12 in June 2001) supported SBLP for individual IP flows based on Diffserv functions acting on those flows.

Agreement could not be reached on the technical aspects of the use of Diffserv for this purpose and the Release 5 SBLP capabilities were eventually based on authorisation/policing at a PDP Context level, without the use of Diffserv. (Although note that Diffserv is used for end-to-end QoS, as distinct from SBLP). This means that Service Based Local Policies are applied to the group of flows carried by a PDP context, and cannot be applied to those flows individually.

Subsequently, a work item has been agreed for SA2 to progress the Diffserv-based aspects in Release 6.

SA2 has made considerable progress on understanding and addressing, at least in part, the technical issues raised during the Release 5 discussions.

3. Objectives of Service Based Local Policy

Service Based Local Policy provides the following three capabilities:

· The ability to link charging information for access (i.e. GPRS) resources used for an IMS session to the application layer service instance (i.e. SIP session) which used them.

· The ability to link authorisation for reservation of access resources to the service that those resources will be used for i.e. the real-time decision to authorise resources is taken in the knowledge of the exact service that will use them

· The ability to link authorisation for end-to-end Quality of Service to the service that requires the enhanced QoS.

These three aspects are in principle independent in their operation, although related in their application.

[[Note that in this contribution, the term ‘access’ in the context of GPRS, refers to the whole GPRS network, not just the RAN, up to the Gi interface. Equally, ‘Core Network’ refers to the External Packet Data Network outside Gi.]]

The first item above, Linkage of charging information to the service instance, is key to supporting charging models more complex than a simple ‘per Megabyte’ charge for data transport. It enables two key improvements:

· Charging based on the kind of service that is using the data. For example, voice may be charged at a different rate from video, or file downloads, or instant messaging. This would allow the operator to set time-based rates for different services based on what is appropriate from a commercial perspective, rather than being tied to a common ‘per Megabyte’ charge.

· Charging allocation to different parties. For example, GPRS charges incurred by a ‘called party’ may be allocated instead to a ‘calling party’.

It is this flexiblity to support different charging models which is the key value proposition for operators of Service Based Local Policy.

If the above charging models are adopted, then the other two capabilities above, the ability to authorise resources/QoS based on the service are key to ensuring that ‘service-specific’ charging rates are only obtained for the data actually related to the service.  For example, if only the charging linkage was provided, and there was no resource/QoS authorisation, then a user could establish a PDP Context much larger than that required for the service, and have all the data on this PDP Context charged at the service rate, or to the calling party etc.

3.1 Release 5 Service Based Local Policy

In 3GPP Release 5, Service Based Local Policy is now based on PDP Contexts.

Specifically, in Release 5 the following are supported:

· for access resource authorisation, the ability to authorise a PDP Context based on the IMS session characteristics. This ensures that the PDP Context has only the bandwidth/QoS needed for the service negotiated at the IMS session (SIP/SDP) layer

· for charging correlation, the ability to correlate the GPRS charging records for the PDP Context(s) authorised with the IMS session layer.

For end-to-end QoS authorisation, no capabilities are provided – instead the end-to-end QoS (i.e. DSCP  or RSVP authorisation) may be derived from the authorised access resources at the GGSN (i.e. the PDP Context).

Note that in messaging terms, the authorisation request/response is expressed in terms of IP flow classifiers and a simple bit rate/QoS Class. The message format is therefore somewhat independent of GPRS. However the R5 GGSN procedures tie the mechanism to PDP Contexts.

3.2 Release 6 Service Based Local Policy

This section describes the objectives of the proposal extensions to Service Based Local Policy in Release 6. This description has been generalised compared to previous discussions so as not to assume a technical solution. This is in response to comments that other options than the proposed control of Diffserv should be considered in this work.

The key proposal in Release 6 is that the authorisation and policing aspects of SBLP should be based on individual IP flows, rather than PDP Contexts.

This allows separate authorisation and policing of several IP flows which are multiplexed within a single PDP Context i.e. it decouples SBLP from the QoS mechanisms of the GPRS network. This has the following advantages:

· Facilitates charging based on dynamically identified IP flows

A separate work item in Release 6 is progressing new charging capabilities which would allow charging data to be collected separately for individual IP flows, including those flows identified by the application layer (i.e. flows associated with IMS multimedia sessions).

The charging correlation aspects of SBLP could therefore be extended to correlate the individual IP flow charging information with the session.

As noted above, flexibility in charging models is the key advantage of Service Based Local Policy. Basing this on IP flows extends this flexibility to cases where PDP Contexts are not dedicated to a single IP flow.

The ability to police those flows based on a particular authorised bandwidth is essential to making use of this charging capability. For example, if the operator’s charging policy is that a user making a voice call can have 12.2kbit/s of bandwidth at a lower ‘voice rate’, there must be some way to ensure that the user only gets 12.2kbit/s of bandwidth at that rate, and not more.

· Improving the achievable Quality of Experience for the user.

Support of real-time services over packet-switched cellular radio is not straightforward. There are many choices in terms of QoS parameters, PDP Context combinations and the mapping of these to radio bearers etc. which will affect the eventual Quality of Experience for the user. The maximum QoE will be achieved if application and system designers have maximum freedom to make these choices based only on the resulting QoE. Any restriction on these choices due to other factors can only result in a reduction in the achievable QoE.

It is essential, therefore, that decisions on how best to map the application data flows to PDP Contexts are made only on the basis of whatever gives the best QoE – we should not impose arbitrary restrictions on how applications do this in future and therefore GPRS QoS (i.e. PDP Contexts) should be decoupled from other mechanisms as far as possible.

· Improving access independence of IMS

It is clearer how an IP-flow based mechanism could be extended to other access types, than a PDP Context based mechanism.

· Reduced signalling overhead/UE dependencies

If separate charging policies are to be applied, then the Release 5 solution forces separate PDP Contexts to be established, even if these are not required for QoS/QoE reasons. This introduces a signalling overhead within the UMTS network (since more PDP Contexts are required) and has implications for the node capacities in terms of PDP Contexts/RABs. There is also a dependency on UE capabilities in terms of the number of simultaneous PDP Contexts supported. In addition, application-specific mechanisms are needed to force the UE to establish separate PDP Contexts.

A further aspect is independent authorisation of the end-to-end QoS. As noted in 3.1, in Release 5 authorisation of the access resources implies authorisation of particular end-to-end QoS based on mapping at the GGSN. Independent authorisation would allow flows with the same Traffic Class/THP on the access to be given different end-to-end QoS.

4. Conclusion

Section 3.2 described 3 key objectives for the Release 6 work on Service Based Local Policy

· Decoupling Service Based authorisation and policing from PDP Contexts, to be based on individual IP flows instead.

· Support charging correlation with IP flow based charging capabilities also being developed in Release 6.

· Support authorisation of the end-to-end QoS independently from the access QoS

These are essentially the three objectives outlined at the start of Section 3, but at the level of IP flows, rather than PDP Contexts, and indeed this was the level at which SBLP was intended to operate from the start. These capabilities would:

· Improve the maximum achievable Quality of Experience for the user

· Improve access independence of IMS

· Facilitate charging based on dynamically identified IP flows

· Reduce network overheads/UE dependencies in terms of number of simultaneous PDP Contexts/RABs/RBs

It is proposed to capture the three objectives of SBLP identified at the start of Section 3 in the Release 6 version of 22.228, along with the principle that SBLP should be applied to individual IP flows, rather than just PDP Contexts (if this is agreed in principle, Nortel will prepare an appropriate CR).

































































































