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1 Introduction

There are some clarifications and decisions necessary on the function of “authorise bearer service” for rel6 policy control. These were identified at the SA2#28 and it is proposed to resolve these FFS here.

2 Discussion

2.1 Service info from the AF for authorisation decision

The TR raises the question of whether the PDF can make an authorisation decision at bearer establishement without involvement of the AF for a specific set of flows.

Without some information from the AF about the service, the PDF does not know how to calculate the aggregate authorised resources for the set of flows proposed by the UE.  

Individual flows can have different combinations; they can be aggregated or deliberately separated.

It does not seem feasible to provide the PDF with information which indicates how to calculate the aggregate bandwidth for every possible combination of flows.

Instead, we propose that if and when the initial authorisation is provided from AF to PDF (i.e. session establishement), the AF should indicate whether or not it needs to be consulted when the actual reservation is made by the UE (i.e. bearer establishment). For IMS, the AF might indicate that it does not need to be consulted. Then the PDF just sums up the bandwidths of the flows proposed by the UE.

If the AF indicates that it needs to be contacted, then the PDF contacts the AF when the UE requests resources. In this second case, then we may not need to provide flow details to the PDF at the initial AF<>PDF interaction.

If the UE has asked for more bandwidth than the AF allows, then the PDP context will get downgraded (and the UE will see this in the response to the Activate PDP Context).
2.2 Time influence on authorisation decision

The TR raises the question of whether time can influence the decision on authorisation. As this depends on the service then there is no reason to exclude the factor of time to come into play.

Some services may have a policy whereby the time used is that when the stream is identified in the session, whereas other policies may be to use the time when the bearer is established.

If the decision is time dependent, then the AF can indicate during the initial interaction with the PDF that it should be consulted when the reservation is actually made.
3 Proposal

It is proposed to make the following changes to the text in TR 23.917 “Dynamic Policy control enhancements for end-to-end QoS”, reflecting the above points:
7.4.1 Authorise bearer service

There may be links between the AF and PDF policies to authorise the bearer service.

The AF provides the service determined decision information.

The PDF provides the final policy decision controlling the allocated QoS resources for the authorized media stream to the GGSN.
This is the initial interaction between PDF and AF. If this interaction happens at session establishment, it determines whether or not the PDF should contact the AF when the QoS is actually reserved by the UE.
This function can be invoked between PDF and AF at session establishment and/or at bearer establishment.
The UE decides whether to aggregate or separate flows. The total QoS authorised for a PDP context may depend on which flows the UE decides to multiplex. Depending on the flows and the application, there may be some multiplexing gain (e.g. it may be that some flows never transmit at the same time).
As the AF can request to be contacted at UE resource reservation, it can downgrade the PDP context if the UE has asked for more bandwidth than the AF allows.

In the case the AF does not request to be contacted at UE resource reservation, the PDF authorisation will be based on the addition of bandwidth of flows proposed by the UE.

 
For some services, the authorisation decision may be time dependent (e.g. a different authorisation is applicable at a different time). Further, different services may make  the authorisation decision for the flow at the AF at the time the flow is identified, and others may make this authorisation decision at the AF at the time the bearer is established. In the case the time dependent decision at the AF needs to be made at bearer establishment, the PDF shall contact the AF at UE resource reservation. 
8.3 Authorisation of QoS resources

Editor’s note: This section will describe the authorisation of QoS resources in the general case.
This is the initial interaction between PDF and AF. If this interaction happens at session establishment, it determines whether or not the PDF should contact the AF when the QoS is actually reserved by the UE.
8.3.1 Example of authorisation of QoS resources, P-CSCF is Application Function

One example of usage of the authorisation flow above is at IMS session setup. This scenario is shown below:
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Figure 3: Example Information flow for IMS session set-up

The P-CSCF sends an authorisation request message to the PDF. The message includes SDP information. All possible interactions between P-CSCF and PDF at this stage are not shown in this call flow. 

The PDF uses the information received from the P-CSCF in order to authorize the necessary QoS resources.

An authorisation token is generated by the PDF. The authorisation token is a globally unique value. This authorisation token includes the PDF identifier. The PDF identifier ensures that the GGSN knows which PDF to contact for Go interface flows.

The PDF sends an acknowledgement message to the P-CSCF containing the Authorisation Token.
In this case, the P-CSCF had requested to be instructed at resources setup, so the PDF further interacts with the P-CSCF on bearer establishment.
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