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1 Introduction

This paper proposes to study the case where no IMS is assumed and no SIP signalling is assumed, for authorisation of a service in the release 6 work item “FS on Dynamic Policy control enhancements for end-to-end QoS”.

Currently 23.917 presents rel6 flows for authorisation, but only in the context of SIP and IMS. This contribution proposes to add some text and flows for authorisation of QoS resources in the non IMS case.

The text below is new and is proposed to be introduced to TR 23.917.

2 Information flows

2.1 Authorisation of QoS resources

This function can be invoked between PDF and AF at session establishment and/or at bearer establishment. This means that the initial interaction may be from AF to PDF, or from PDF to AF.

2.1.1 Authorisation of QoS resources, session establishment

If the PDF is contacted at session establishment, it generates a token. This case has the following possible sub-cases



Case 1: AF provides authorised flow details now




Case (a): AF asks to be contacted on bearer establishment




Case (b): AF asks not to be contacted on bearer establishment



Case 2: AF does not provide flow details now

In cases 1(a) and 2, the authorisation of QoS resources will require further interaction at bearer establishment as described in the “Bearer establishment” section.

In case 1(b) the authorisation of QoS resources is completed without further interaction between PDF and AF.
The following flow shows the authorisation of QoS resources at bearer establishment. This step is executed if the AF needs to contact the PDF for the generation of a token. This is the case when the AF is the P-CSCF.
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Figure x:  Authorize QoS Resources, session establishment

1) Session Control message containing media information is received by the Application Function.  

2) The Application Function sends a request for token and media information to the PDF.

3) The PDF shall authorize the required QoS resources for the session and install the IP bearer level policy in its internal database based on information from the Application Function.

4) The PDF reports successful authorisation of the session, to the Application Function. An Authorisation Token shall be included.

5) Upon successful authorization of the session, session control messaging continues, with the supplied Authorisation Token being passed on the UE.  

2.1.2 Authorisation of QoS resources, bearer establishment

At bearer establishment, the PDF contacts the AF for confirmation of reservation, or initial authorisation. This step can be the initial interaction between AF and PDF, or it can follow the interaction that happened at session establishment.
The following flow shows the authorisation of QoS resources flows at bearer establishment.
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Figure x:  Authorize QoS Resources, bearer establishment

1) A COPS-PR REQ is received over the Go interface at the PDF. In the case that this is the initial interaction between PDF and AF, this request does not contain a PDF generated token. If no further information is available, the PDF needs to apply a default mechanism for authorisation of QoS resources upon such request.

2) If information is available about the Application Function for this service, the PDF contacts the AF, and sends an authorisation message to that Application Function.

3) The Application Function sends the session parameters (e.g. QoS, filter information) to the PDF. 

4) The PDF shall authorize the required QoS resources for the session and install the IP bearer level policy in its internal database. This is based on information from the Application Function in the case AF information was received.

5) The PDF sends further Go messaging.
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