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1
Introduction

SA2#27 identified three key issues with the proposed Service Based Local Policy controlled Diffserv functions at the GGSN. These were communicated to CN3 in S2-023131.

This contibution considers the second of these issues, described as follows in the liaison to CN3: 

“Issue 3:
The proposals open the possibility of packets being dropped at the GGSN after they have been successfully carried over the radio interface. There were differing views about whether this was correct behaviour.


There was agreement that the UE must be able to prevent this (as described in Issue 1).”

2
Discussion

One object of Service Based Local Policy is to restrict the resources available to the UE to those required for the service that the UE claims to be using. This allows the operator to charge for the packets at different rates depending on the service.

e.g. if the UE claims to be making a voice call, using AMR, then the operator may charge these packets at a lower rate than, say, a file download. However, the UE is only entitled to 12kbit/s of data at this lower charging rate.

It follows that if the UE deliberately exceeds the policed QoS for the service, then packets should be dropped.

A genuine point of concern is the case where the UE ‘accidentally’ exceeds the policed QoS for the service. i.e. the UE is genuinely performing the service proposed to the network, but for some unforeseen reason it happens to exceed the policied QoS.

As discussed in our contribution on Issue 1, we can compare this situation to the case where the application has a dedicated PDP Context. In the case of real-time applications, then packets will be dropped at the UE if this ‘accidental’ exceeding of the QoS occurs.

The application therefore expects packets to be dropped in this case. There is no user experience issues with respect to these dropped packets. Further, we expect this case to be very rare, since applications will have been designed to work with a dedicated PDP Context.

However, if the charging model has a volume-based component, then a key difference from the dedicated PDP Context case is that in the shared PDP Context case the packet may be carried and be charged.

Therefore, either:

· Policies which drop out-of-profile packets should only be used if there is no volume-based component to the charging model, or

· Information about packets dropped must be captured in billing records
Finally, similar considerations apply to Interactive applications. Again, packet loss is expected by the application, and Interactive applications will generally adapt to the resources available. Time-base charging is probably less appropriate for Interactive applications, and so we can expect there to be a volume-based component.

So, the same bullets as above apply, remembering that, as noted in our contribution on Issue 1, policies which re-mark out-of-profile traffic may be more appropriate for Interactive services.

3
Proposal

It is proposed to clarify the following points in 23.207:

· It follows that if the UE deliberately exceeds the policed QoS for the service, then packets should be dropped, and
· Either:

· Policies which drop out-of-profile packets should only be used if there is no volume-based component to the charging model, or

· Information about packets dropped must be captured in billing records
If these proposals are agreed in principle, Nortel will bring appropriate CRs for consideration at the next meeting.
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