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Introduction

Access Rules and Access Lists are discussed in clauses 7 and 8 of TS 23.141. It seems, however, that the current text contains a number of ambiguities and lacks clarity. 

Access Lists are introduced within Chapter 7.1.2. Nothing is said about the evaluation of the access lists and the possibility to inherit attributes of other access lists. We propose to use a priority mechanism for the access lists, which allows for overwriting of attributes as required by 7.1.2. This also implies that we only need to assign attributes that are new or should be overwritten. We propose to include a chapter 7.1.3 with the title “Access List Evaluation”.

In addition there is n inconsistency in terminology in 23.141.

Proposal
The following modifications are proposed to 23.141.
7.1.3 Access List Evaluation

Every access list evaluation has to deliver all attributes accessible for a watcher. Therefore all lists a watcher is enabled for are evaluated to deliver the corresponding attributes. To control the delivery of attributes with list dependant assignments a priority is assigned for every list. A watcher that is enabled by the principal to access a list with high priority additionally evaluates the content of all other lists with lower priority. This allows to access all attributes of lists with lower priority but does not allow access to lists with the same priority. Attributes with different values in different lists are delivered as values of list with the highest priority the watcher is member of. 

As an example, Figure 8 illustrates the evaluation for a watcher that is member of list1 with priority 3. The watcher gets all attributes of list 1 (complete yellow area) additionally the visible green (list2) and the visible red (list3) area is delivered as presence information. The intersections between the lists symbolize the same attributes (over all lists) but with different status. Due to priority intersections are dominated by the upper list entries.(Prio3 > Prio2 > Prio1).
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Figure 8:  Lists of a presentity that contain presence attributes and have different priorities

All access lists a watcher is enabled for are combined to generate the principal controlled presence information. The inheritance of attributes defined in lists with lower priority reduces the number of list specific attributes to a minimum. Attributes and attribute values only need to be assigned for new attributes and for attribute values that overwrite other lists entries.
-- next change --
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Access rules

Access rules define the watchers who can access the presence information of the presentity. In addition to the watcher identities, the access rules contain the presence information or reference to the presence information that is allowed to be accessed by the listed watchers. The access lists can be logically arranged to be part of the presence server or a separate entity in the network. 

Access lists can be divided into three different categories: personal access lists, general access lists and blocking lists.

Personal and general access lists define which watchers can access which information. Personal access lists explicitly identify watchers, while general access lists relate to groups of watchers whose exact identities are not necessarily known by the presentity e.g. “all watchers” or “all 3GPP watchers”.

Blocking lists define watchers that are not allowed to access any presence information related to the presentity.

A presentity shall be able to manage several personal and general access lists as well as blocking lists. The following example shows (Figure 9) the process of access rule evaluation. 

Example with all access list categories:

High Priority:

Personal List (Family, Friends,…)

Low Priority:

General Lists (Operator(Premium, Standard,…))

Negative List:

Blocking list

Explanation for the numbers within the Figure 9:

1) Is the watcher on the negative list called blocking list? 

YES:
Blocked -> Tell requesting watcher
NO: 
Evaluate personal list
2) Is the watcher on the personal list ? 

YES:
Extract all attributes of the personal list. Evaluate the general access list (to decide membership) and deliver results of both lists to requesting watcher
NO:
Evaluate general list
3) Is the watcher only on the general list?  

YES:
Extract all attributes of the general list and deliver results to requesting watcher
NO:
Watcher is unknown prepare notification
4) Send a notification to the presentity of the pending access request

Notify pending subscription to requesting watcher


.


1. 
2. 
3. 
4. 
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Figure 9:  Access Rules Evaluation Process
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