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1 Introduction

This contribution proposes clarifications to chapter 4 of the S2 WLAN interworking TR 23.934 v0.3.0. Chapter 4.1 in the current TR includes supporting material on various WLAN technologies. It is proposed that this material is moved to an annex. Currently, the TR chapter 4.2 contains a reference model of existing WLAN networks. It is proposed that this section is replaced with a new version that uses the same terminology and figure style as the rest of the TR.  

2 WLAN Networks

Figure 4.1 illustrates WLAN networks from the point of view of 3GPP interworking. The Authentication, Authorization and Accounting (AAA) server is a Diameter or Radius server. The WLAN includes WLAN access points and may include other devices such as routers or intermediate AAA elements. The User Equipment (UE) includes all equipment that is in possession of the end user, such as a computer, WLAN radio interface adapter etc.
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Figure 4.1: WLAN Network Reference Model

As 3GPP-WLAN interworking concentrates on the interfaces between 3GPP elements and the interface between the 3GPP system and the WLAN, the internal operation of the WLAN is out of 3GPP-WLAN interworking scope. However, it is assumed that the WLAN and its external interfaces implement the following functionalities:

· IPv4 and IPv6 support, including IP datagram transport between the UE and Intranet/Internet and any required IP configuration such as IP address allocation

· Transport of user authentication data between the UE and an Authentication, Authorization and Accounting (AAA) server

· Transport of session keys from AAA server to WLAN

· Usage of session keys for user data integrity protection and encryption over the radio interface

· Collection of accounting information on the usage of resources

· Reporting the collected accounting information to the AAA Server

For IEEE 802.11 Wireless LANs, the authentication and security functionality between UE and WLAN is specified in the IEEE 802.11i standard.

3 Proposal

It is proposed that:

· The contents of section 4.1 in TR version 0.3.0 is moved to an annex because it is supporting material

· The contents of Section 2 of this contribution replaces the remaining parts of section 4 in the S2 WLAN TR
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