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<<<First change>>>

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Gb
Interface between 2G-SGSN and BSS

Gs
Interface between MSC and SGSN

Lc
Interface between gateway MLC and gsmSCF (CAMEL interface)

Le
Interface between External User and MLC (external interface)

Lg
Interface between Gateway MLC - VMSC, GMLC - MSC Server, GMLC - SGSN (gateway MLC interface)

Lh
Interface between Gateway MLC and HLR (HLR interface)

Lr
Interface between Gateway MLCs
Um
GERAN Air Interface

Uu
UTRAN Air Interface

<<<Next change / Add new sub-clauses>>>
5.6
Information Flows between LCS Servers

Other types of national specific information flows may be supported in addition to the information flow specified here.

Any of the information flows here indicated may not be externally realized if the information does not flow over an open interface. On the other hand, if a flow goes over an open interface, it shall abide to a well-defined protocol, which will be further specified in other relevant specifications. 

When the LCS server’s associated GMLC uses the Lr interface then this interface shall conform to the protocol as specified in (reference to be added) and the procedures defined in clause 9 of the current specification.

5.6.1
Location Service Request

Via the Location Service Request, the source LCS server communicates with the destination LCS server to request for the location information of one UE within a specified quality of service. There exist two types of location service requests:

-
Location Immediate Request (LIR); and

-
Location Deferred Request (LDR).

The following attributes are identified for Location Service Request information flow:

-
Target UE identity;

-
LCS Client identity;

-
Service identity, if needed;

· Codeword, if needed;

· Requestor identity, if needed;

· Number dialled by the target mobile user or APN-NI, if the request is call or session related ;

· Event, applicable to deferred location requests only;

· Requested Quality of Service information, if needed;

· Type of location, i.e. current location or last known location;

· Priority, if needed;

· Address of serving node

Some of the information may be stored in GMLC and the LCS client does not need to include such information in the location service request.

5.6.2
Location Service Response

The Location Service Response is sent to the source LCS server as the result of the Location Service Request by the destination LCS Server:
-
Immediate Response; or a 

-
Deferred Response, these deferred responses can be either single or periodic.

The following attributes are identified for the Location Service Response information flow:

-
Location indication of UE in geographical coordinates expressed as a shape as defined in TS 23.032 or local coordinate system;

· Acknowledgement for a deferred location request, if needed.

In addition the information attributes of the location service request may be used also in the location service response.

<<<Next change>>>
6.2
Allocation of LCS functions to network elements

Table 6.1 shows a summary of the Functional Groups and Functional Blocks for Location services. Table 6.2 and figure 6.2 show the generic configuration for LCS and the distribution of LCS functional blocks to network elements. Different positioning methods, including network-based, mobile-based, mobile-assisted and network-assisted positioning methods may be used. With this configuration both the network and the mobiles are able to measure the timing of signals and compute the mobile's location estimate. Depending on the applied positioning method it is possible to utilise the corresponding configuration containing all needed entities. For instance, if network-based positioning is applied, the entities that are involved in measuring the mobile's signal and calculating its location estimate are allocated to the network elements of the access stratum. On the other hand, in case mobile-based or network-assisted methods are used these entities should be allocated to the UE.

LCS is logically implemented on the network structure through the addition of one network node, the Mobile Location Center (MLC). It is necessary to name a number of new interfaces. The LCS generic architecture can be combined to produce LCS architecture variants.

Table 6.1: Summary of Functional Groups and Functional Blocks for Location services

	Funct.
Group
	Functional component
	Full name of Functional Block
	Abbrev.

	Loc. Client
	Location Client 

Component
	(External) Location Client Function
	LCF

	
	
	Internal Location Client Function
	LCF 

-internal

	
	
	
	

	LCS Server in PLMN
	Client handling component
	Location Client Control Function
	LCCF

	
	
	Location Client Authorization Function
	LCAF

	
	System handling component
	Location System Control Function
	LSCF

	
	
	Location System Billing Function
	LSBF

	
	
	Location System Operations Function
	LSOF

	
	Subscr. handling component
	Location Subscriber Authorization Function
	LSAF

	
	
	Location Subscriber Privacy function
	LSPF

	
	Positioning component
	Positioning Radio Control Function
	PRCF

	
	
	Positioning Calculation Function
	PCF

	
	
	Positioning Signal Measurement Function
	PSMF

	
	
	Positioning Radio Resource Management
	PRRM


Table 6.2 and figure 6.2 illustrate the allocation of functional entities in the reference configuration of LCS. It is assumed that the CS and PS have either their own independent mobility management or use the joint mobility management through the optional Gs interface.

It is also seen that LCS may take benefit of the Iur interface between RNCs, when uplink radio information and measurement results are collected.

The functional model presented in the figure includes functional entities for both CS and PS related LCS. In addition, it consists of all the entities needed for different positioning methods, i.e. network based, mobile based, mobile assisted, and network assisted positioning, exploiting either uplink or downlink measurements. It is noted that the UE may use e.g. the GPS positioning mechanism, but still demand e.g. auxiliary measurements from the serving network. RAN specific functional entities are specified in TS 25.305 [1] for UTRAN and in TS 43.059 [16] for GERAN.

Table 6.2: Allocation of LCS functional entities to network elements

	
	UE
	RAN
	GMLC
	SGSN
	MSC/MSC Server
	HLR/HSS
	Client

	Location client functions

	LCF
	X
	
	
	X
	X
	
	X

	LCF
Internal
	Ffs
	X
	
	
	
	
	

	Client handling functions

	LCCTF
	
	
	X
	
	
	
	

	LCCF
	
	
	X
	
	
	
	

	LCAF
	
	
	X
	
	
	
	

	System handling functions

	
	
	
	
	
	
	
	

	LSCF
	
	X
	
	X
	X
	
	

	
	
	
	
	
	
	
	

	LSBF
	
	
	X
	X
	X
	
	

	LSOF
	X
	X
	X
	X
	X
	
	

	Subscriber handling functions

	LSAF
	
	
	X, FFS
	X
	X
	
	

	LSPF
	
	
	X, FFS
	X
	X
	X
	

	Positioning functions

	PRCF
	
	X
	
	
	
	
	

	PCF
	X
	X
	
	
	
	
	

	PSMF
	X
	X
	
	
	
	
	

	PRRM
	
	X
	
	
	
	
	

	
	UE
	RAN
	GMLC
	SGSN
	MSC/MSC Server
	
	Client


<<<Next change>>>

6.3.3
Gateway Mobile Location Center, GMLC

The Gateway Mobile Location Center (GMLC) contains functionality required to support LCS. In one PLMN, there may be more than one GMLC.

The GMLC is the first node an external LCS client accesses in a GSM PLMN (i.e. the Le reference point is supported by the GMLC). The GMLC may request routing information from the HLR or HSS via the Lh interface. After performing registration authorization, it sends positioning requests to either VMSC, SGSN or MSC Server and receives final location estimates from the corresponding entity via Lg interface. Information needed for Authorisation, location service requests and location information may be communicated between GMLCs, located in the same or different PLMNs, via the Lr interface. The target UE’s  privacy profile settings shall always be checked in the UE’s home PLMN prior to delivering a location estimate.  In order to allow LR from a GMLC outside the HPLMN while having privacy check in the HPLMN, the Lr interface is needed.

The “Requesting GMLC” is the role of the GMLC, which receives the request from LCS client

The “Visited GMLC” is the GMLC, which is associated with the serving node of the target mobile.

The “Home GMLC” is the one GMLC, which is responsible to control the privacy checking of the target mobile. 

The Requesting GMLC can be the Visited GMLC, which can be the Home GMLC in the same time.

<<<< NOTE The rest of this document has not been discussed nor agreed  >>>

<<<Next change>>>
6.3.5
MSC/VLR

The MSC/VLR contains functionality responsible for UE subscription authorization and managing call-related and non‑call related positioning requests of LCS. The MSC is accessible to the GMLC via the Lg interface. The LCS functions of MSC are related to charging and billing, LCS co-ordination, location request, authorization and operation of the LCS services. If connected to SGSN through the Gs interface, it checks whether the UE is GPRS attached to decide whether to page the UE on the A/Iu or Gs interface.

The MSC/VLR may inform HLR/HSS about the UE’s LCS Capabilities and include the address of its associated  GMLC 
 in the MAP UPDATE LOCATION message, during Registration and Inter MSC Update Location procedures.

<<<Next change>>>
6.3.7
SGSN

The SGSN contains functionality responsible for UE subscription authorization and managing positioning requests of LCS. The SGSN is accessible to the GMLC via the Lg interface. The LCS functions of SGSN are related to charging and billing, LCS co-ordination, location request, authorization and operation of the LCS services. 

The SGSN may inform HLR/HSS about the UE’s LCS Capabilities for GPRS and include the address of its associated  GMLC 
 in the MAP UPDATE GPRS LOCATION message, during Attach and Inter SGSN Routing Area Update procedures. 

The SGSN forwards the circuit-swiched paging request received from the Gs interface to the BSS/RNC.
<<<Next change>>>
9.1
Mobile Terminating Location Request

9.1.1
MT-LR routing procedure in PS and CS domain
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Figure 9.1: General Network Positioning for a MT-LR

1) An external LCS client requests the current location of a target UE from a GMLC. The LCS Client may also request a deferred location request, i.e. based on event. The R-GMLC verifies the identity of the LCS client and its subscription to the LCS service requested and derives the MSISDN or IMSI or PDP address, (NOTE: IP addressing in this context is FFS, one reason is the dynamic IP addressing used in IPv4.) of the target UE to be located and the LCS QoS from either subscription data or data supplied by the LCS client.  The R-GMLC also derives the IP address of the H-GMLC, either from the service request, or from internal tables.  For a call related location request, the R-GMLC obtains and authenticates the called party number of the LCS client.   For a session related location request, the R-GMLC obtains and authenticates the APN-NI of the LCS client.



Editor´s note: 
According to the current version of TS29.002 the PDP address cannot be transferred by using the SEND_ROUTING_INFO_FOR_LCS message, so this is for ffs.


 
 
 
If location is required for more than one UE, or if periodic location is requested, the steps following below may be repeated.
Note: This means that R-GMLC handles the periodicity of location requests as requested by the LCS client both in CS and PS domain, and the H-GMLC must re-authorize every attempt.  This insures that if the target changes his privacy profile during a periodic request, the H-GMLC will be able to reauthorize the subsequent attempts.  

Note: Alternatively, a mechanism could be developed for the H-GMLC to retain knowledge of persistent location attempts (i.e., those that cannot be completed immediately) and force the R-GMLC to cancel the request if the target’s privacy rules changed during the attempt, thus allowing the H-GMLC control over deferred requests, as well. This would be an extremely low running case, however, as it would involve a scenario where a client would track a user through some operator that was not the target’s network operator, and the target changed privacy options during a location attempt.

2)
The location  request may carry also the Service Identity and the Codeword. The R-GMLC may verify that the Service Identity received in the LCS authorization request matches one of the service identities allowed for the LCS client. If the service identity does not match one of the service identities for the LCS client, the R-GMLC shall reject the LCS request.  Otherwise, the R-GMLC can map the received service identity in a corresponding service type.   The codeword handling is performed at the HGMLC.

The Requesting GMLC sends an LCS Authorization Request to the H-GMLC.  This authorization request contains the information needed to allow the home network to perform the privacy checks on behalf of the target, and authorize the location request.  Optimization:  if the R-GMLC recognizes that it is the H-GMLC of the target, this step, as well as the return, is omitted.

. 


3)
The H-GMLC sends a SEND_ROUTING_INFO_FOR_LCS message to the home HLR/HSS of the target UE to be located with the IMSI or MSISDN of the UE.he HLR. (Existing message in R5).

4)   The HLR/HSS responds with the serving node.
 The HLR/HSS verifies the network address of the H-GMLC in order to check that the H-GMLC is authorized to request UE location information and performs the procedure described in 9.1.x.y (1). The HLR/HSS then returns one or several of the network addresses and the LCS capabilities of the current SGSN and/or VMSC/MSC server and whichever of the IMSI and MSISDN was not provided in step (2) for the particular UE. The HLR/HSS may also return the address of the GMLC (Visiting GMLC, V-GMLC) in the PLMN where the MSC/VLR and/or the SGSN locates.
Note: HLR/HSS may prioritize between the MSC/VLR or SGSN address sent to the GMLC. The prioritisation might be based on information received from SGSN and/or MSC/VLR concerning the UE’s capabilities for LCS. Other priority criteria are for further study.


If the HLR receives the indication from the GMLC that the codeword is not applicable, the codeword check is not performed in the HLR.

Moreover, if the HLR supports the Enhanced User Privacy, the HLR shall check if the VMSC and/or the SGSN under which the target subscriber is located supports the enhanced user privacy mechanisms (Service type and Requestor)
, by checking the supported LCS capabilities set. Only the address of a serving node that supports the enhanced user privacy mechanism will be returned to GMLC. If none of the VMSC or SGSN supports the Enhanced User Privacy, then the HLR shall send an error indication to the GMLC. 

NOTE: This handling allows the HPLMN to have the control about the fact that the VPLMN supports the EUP mechanisms, in order to fully protect the user privacy.
5) 
6) The H-GMLC verifies that it stores the privacy profile of the target UE. If the H-GMLC stores the UE’s privacy profile, the H-GMLC performs privacy check on the basis of the privacy profile 
and the capabilities of the serving nodes (MSC/VLR and/or SGSN). In case of negative results the GMLC returns an appropriate error message to the R-GMLC or the LCS client. If pseudo-identities are supported, the H-GMLC shall select a proper pseudo-external identity according to the required type of indication for each the LCS privacy class (i.e. call/session related class or non-related class). Then the GMLC replaces the external identity to the pseudo-external identity.
If the H-GMLC received the address of the V-GMLC from the HLR/HSS, the H-GMLC returns this address in the authorization response  to the R-GMLC. The response shall contain one or several of the network addresses and the LCS capabilities of the current SGSN and/or MSC/VLR, and the IMSI and MSISDN for the target UE. If the H-GMLC did not receive the address of the V-GMLC, the H-GMLC does not forward the location request to the V-GMLC and step 9 is skipped.

If the codeword functionality is supported, the H-GMLC performs the procedure described in 9.1.x.x (1).
If the location request is originated by a Requestor, the Requestor Identity may be added to the LCS authorization request. LCS client should authenticate the Requestor Identity but this is outside the scope of this specification. 
If the V-GMLC supports the Lr interface, the  V-GMLC capability information shall be included in the SEND_ROUTING_INFO_FOR_LCS message.   



7) 6) The Home GMLC returns the Authorizing Response to the Requesting GMLC.  It contains the address of the visited node obtained from the HLR and the address of the VGMLC, based on analysis of the serving node address, (Alternatively, this could also be obtained from the HLR, but this is FFS).  Also included are the rules for performing notification and positioning based on whether the location request were call(session)-related or unrelated. 
8) 



7)
 The R- GMLC generates a location request from the client’s original request and forwards it to the V- GMLC, along with the visited node address.
Optimization: If the Requesting GMLC recognizes that it is also the Visited GMLC, (normal for roaming services) this step may be omitted.
8) .The V-GMLC performs the procedure described in 9.1.x.x (3) and verifies whether the location request from the H-GMLC is allowed or not
.  Positioning occurs per 9.1.2

 Note:In case R-GMLC receives only the MSC/VLR address, the R-GMLC  instead of the H-GMLC may perform this step  to support backward compatibility.  The MT LR proceeds as the CS-MT-LR procedure described in 9.1.2
. In case R-GMLC receives only the SGSN address, the MT LR proceeds as the PS-MT-LR procedure described in 9.1.6. In case the R-GMLC receives several of the following addresses, SGSN, VMSC and/or MSC Server, it has to decide where to send the location request. If the requested MT-LR is known to be associated with a CS call, the CS-MT-LR procedure shall be invoked. If the requested MT-LR is associated with a PS session, the PS-MT-LR procedure only shall be invoked. Otherwise, both CS-MT-LR and PS-MT-LR are applicable. If LCS Client indicated deferred location request, GMLC shall indicate this together with applicable event type (ex. MS available) in requested PS/CS-MT-LR, see 9.1.8.

NOTE:
The order in which these procedures are invoked and whether one or both procedures are used may depend on subscription information for the LCS client, possible priority information returned by the HSS or information already stored in the GMLC (e.g. obtained from previous location requests).
9)
The V-GMLC sends the location service response to the R-GMLC. 

10)
R- GMLC sends the location service response to the LCS client.
If the LCS client requires it, the R-GMLC may first transform the universal location co-ordinates provided by the SGSN or MSC/MSC server into some local geographic system. The GMLC may record billing for both the LCS client and inter-network revenue charges from the SGSN or MSC/MSC server's network.
The detailed CS-MT-LR and PS-MT-LR procedures in step 4 of figure 9.1 are described in 9.1.2 and 9.1.6.

The detailed procedure for deferred PS/CS-MT-LR is described in 9.1.8.
<<<Next change / Add new sub-clauses>>>
9.1.x
9.1.x.x Codeword procedure at GMLC in PS and CS

1) If the GMLC receives neither of the MSC/VLR address and the SGSN address in the location request and the GMLC holds the list of Codewords for the target UE, the GMLC shall verify whether the Codeword received in the LCS request matches one of the target UE’s Codewords. If the GMLC stores the list of Codewords for the target UE and the received Codeword does not match one of the Codewords for the target UE, the GMLC shall reject the LCS request.
2) When a LCS client type is different from “value added” or the GMLC stores the list of codeword for the target UE, an indication shall be sent to the HLR/HSS, in order to inform the HLR/HSS that the codeword is not applicable. Otherwise, the GMLC informs the HLR/HSS that the codeword is applicable.

3) If the codeword is checked at the GMLC, the GMLC decides that the codeword is not forwarded to the next node. If the HLR/HSS indicates the GMLC to forward the codeword or the GMLC is V-GMLC, the GMLC decides that the codeword is forwarded to the next node.

9.1.x.y Codeword procedure at HLR/HSS in PS and CS
If the GMLC did not inform the HLR/HSS that the codeword is not applicable, the HLR/HSS checks whether the target UE user wants to be protected by codeword mechanism or not. If the target UE user wants to be protected by the codeword mechanism and wants that the codeword shall be sent to the UE, then the HLR/HSS shall send to the GMLC the related indication in SEND_ROUTING_INFO_FOR_LCS_ack message. If the target UE user wants to be protected by the codeword mechanism and wants that the codeword shall be checked in the network, then the HLR/HSS shall return an error message to the GMLC. If the target UE user does not want to be protected by the codeword mechanism, the request shall not be rejected by the HLR/HSS. If the HLR/HSS receives the indication from the GMLC that the codeword is not applicable, the request shall not be rejected by the HLR/HSS.

<<<Next change>>>
9.1.8.4
Cancellation of a Deferred Location Request
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Figure 9.6c: Cancellation of a Deferred MT-LR procedure

1)
The LCS Client requests the cancellation of a previously requested Deferred Location Request. The cancellation could be initiated by the GMLC itself for some reasons (e.g. implementation dependent timer in the GMLC expired, or the UE’s Codeword stored in the GMLC was changed and the Deferred Location Request is not allowed any more.). The event type to cancel must be indicated in the Cancellation procedure.

If the previously requested Deferred Location Request was forwarded to other GMLC (H-GMLC or V-GMLC), the cancellation request from the LCS client shall be forwarded to the other GMLC.
2)
The GMLC will indicate this cancellation request in the Provide Subscriber Location toward the SGSN/MSC.

3)
When the SGSN/MSC completes the cancellation procedure, it notifies it to the GMLC in the Provide Subscriber Location Ack (with no location estimate included).

If the cancellation request was forwarded to other GMLC (H-GMLC or V-GMLC), the GMLC (H-GMLC or V-GMLC) informs the GMLC (R-GMLC or H-GMLC) that the cancellation procedure has been successfully completed.

4)
The GMLC informs the LCS Client that the cancellation procedure has been successfully completed.

<<<Next change>>>
10.1.1
LCS Data in the HLR/HSS for an UE Subscriber

The IMSI is the primary key for LCS UE subscription data in the HLR/HSS. This subscription data may be stored in a Multiple Subscriber Profile (MSP), with the HLR/HSS able to hold a number of MSPs per IMSI.

The HLR/HSS may store information  of codeword handling given by the UE subscriber.
LCS UE subscription data includes a privacy exception list containing the privacy classes for which location of the target UE is permitted. Each privacy class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each privacy class (refer to TS 23.011 [22] for an explanation of the notation).

Table 10.1: Logical States for each LCS Privacy Class

	Provisioning State
	Registration State
	Activation State
	HLR Induction State

	(Not Provisioned,
	Not Applicable,
	Not Active,
	Not Induced)

	(Provisioned,
	Not Applicable,
	Active and Operative,
	Not Induced)


For each LCS privacy class, the HLR/HSS shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In addition, the permanent data indicated in Table 10.2 may be stored on a per subscriber (or per subscriber MSP) basis when the logical provisioning state of the associated LCS privacy class is "provisioned". For the meaning of each LCS privacy class, refer to clause 9 and to TS 22.071 [4].
Moreover a list of allowed service types may be stored. The meaning of service types is defined in TS 22.071 [4].

<<<Next change>>>
Table 10.3: LCS Service types stored in the HLR/HSS per UE subscriber

	 Service type indication
	Status
	Additional HLR data when the indication is stored

	Service Types


	O

O

C


	Service types list: a list of one or more service types for which the LCS client is allowed to locate the particular UE. The possible service types are defined in 22.071. The following data may be present for each service type in the list:

· Restriction on the GMLC. Possible values are:

· Identified GMLCs only

· Any GMLC in the home country

·     Indication of one of the following mutually exclusive options:

· Location allowed without notification (default case)

· Location allowed with notification

· Location with notification and privacy verification; location allowed if no response

· Location with notification and privacy verification; location restricted if no response


[In case that UE’s privacy profile is stored and is checked in the GMLC (H-GMLC), pseudo-external identities may be set in the external LCS client list of the HLR privacy exception list shown in Table 10.1. The pseudo-external identity is not the identity of real external LCS client but the identity which is used for notifying SGSN/MSC of the location request class (call/session related or non-related) and the required type of indication for each class. Operator allocates E.164 addresses for the pseudo-external identities. 

Fourteen pseudo-external identities shall be defined. The pseudo-external identities are summarized in the Table 10.4. The pseudo-external identities are registered in SLPP of each UE in advance.  
]

Table 10.4: Pseudo-external identities

	Pseudo-external identity
	Privacy setting for Call/Session related class
	Privacy setting for Call/Session unrelated class

	Pseudo-external identity 1
	N.A.
	Location allowed without notification

	Pseudo-external identity 2
	N.A.
	Location allowed with notification

	Pseudo-external identity 3
	N.A.
	Location with notification and privacy verification; location allowed if no response

	Pseudo-external identity 4
	N.A.
	Location with notification and privacy verification; location restricted if no response

	Pseudo-external identity 5
	Location with notification and privacy verification; location restricted if no response
	Location not allowed 

	Pseudo-external identity 6
	Location with notification and privacy verification; location allowed if no response
	Location not allowed 

	Pseudo-external identity 7
	
	Location with notification and privacy verification; location restricted if no response

	Pseudo-external identity 8
	Location allowed with notification
	Location not allowed 

	Pseudo-external identity 9
	
	Location with notification and privacy verification; location restricted if no response

	Pseudo-external identity 10
	
	Location with notification and privacy verification; location allowed if no response

	Pseudo-external identity 11
	Location allowed without notification
	Location not allowed 

	Pseudo-external identity 12
	
	Location with notification and privacy verification; location restricted if no response

	Pseudo-external identity 13
	
	Location with notification and privacy verification; location allowed if no response

	Pseudo-external identity 14
	
	Location allowed with notification 


LCS UE subscription data may include a mobile originating list containing the LCS mobile originating classes that an UE is permitted to request. Each LCS mobile originating class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each mobile originating class (refer to TS 23.011 [22] for an explanation of the notation).
Table 10.5: Logical States for each Mobile Originating LCS Class

	Provisioning State
	Registration State
	Activation State
	HLR Induction State

	(Not Provisioned,
	Not Applicable,
	Not Active,
	Not Induced)

	(Provisioned,
	Not Applicable,
	Active and Operative,
	Not Induced)


For each LCS Mobile Originating class, the HLR/HSS shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In this version of LCS, there is no additional permanent data in the HLR. The table below shows the defined mobile originating classes. For the meaning of each LCS mobile originating class, refer to clause 8 and to TS 22.071 [4].

Table 10.6: Data stored in the HLR for the LCS Mobile Originating List for an UE
(or UE Subscriber MSP)

	LCS Mobile Originating Class
	Status
	Additional HLR Data when Class is provisioned

	Basic Self Location
	-
	No additional data

	Autonomous Self Location
	-
	No additional data

	Transfer to Third Party
	-
	No additional data


In addition to the privacy exception list, the following other data itemsmay be stored in the UE subscription profile in the HLR to support LCS.

Table 10.7a: Temporary LCS data in the HLR

	Other Data in the HLR
	Status
	Description

	GMLC List
	O
	List of one or more E.164 addresses of the GMLCs from which a location request for an MT-LR is allowed, The addresses are only relevant to an LCS client that is restricted (in the UE privacy exception list) to making call/session related or call/session unrelated location requests.


Table 10.7b: Codeword handling information stored in the HLR

	Other Data in the HLR
	Status
	Description

	Codeword handling information
	O
	Indication of one of the following mutually exclusive options for codeword:

· codeword check is not required
· codeword shall be checked in network.
· codeword shall be sent to UE




<<<Next change>>>
10.3
GMLC

10.3.1
LCS Data in the GMLC for a LCS Client
The GMLC holds data for a set of external LCS clients that may make call related or non-call related
CS-MT-LR/PS-MT-LR requests to this GMLC. The permanent data administered for each LCS client is as follows.

Table10.8: GMLC Permanent Data for a LCS Client

	LCS Client data in GMLC
	Status
	Description

	LCS Client Type
	M
	Identifies the type LCS client from among the following:

-
Emergency Services

-
Value Added Services

-
PLMN Operator Services

-
Lawful Intercept Services

	External identity
	O
	A list of one or more identifiers used to identify an external LCS client. The identity may be used when making an MT-LR and/or MO-LR. The format of the identity is international E.164 addresses. Each external identity shall be associated with a logical client name.

	Authentication data
	M
	Data employed to authenticate the identity of an LCS client – details are outside the scope of the present document

	Call/session related identity
	O
	A list of one or more international E.164 addresses, which are used to make calls by mobile subscribers, or APN-NIs (see NOTE) to identify the client for a call related MT-LR

In case the LCS client was reached via IN or abbreviated number routing (e.g. toll free number or emergency call routing), the E.164 number(s) stored in the GMLC shall be the number(s) that the UE has to dial to reach the LCS Client. In these cases the E.164 number is not to be in international format. The country in which the national specific number(s) is (are) applicable is (are) also stored (or implied) in this case.

Each call related identity may be associated with a specific external identity. Each call/session-related identity shall be associated with a logical client name.

	Internal identity
	O
	Identifies the type PLMN operator services and the following classes are distinguished:
-
LCS client broadcasting location related information

-
O&M LCS client in the HPLMN

-
O&M LCS client in the VPLMN

-
LCS client recording anonymous location information

-
LCS Client supporting a bearer service, teleservice or supplementary service to the target UE
This identity is applicable only to PLMN Operator Services. 

	Client name
	O
	An address string which is a logical name associated with LCS client's external identity (i.e., E.164 address).

	Override capability
	O
	Indication of whether the LCS client possesses the override capability (not applicable to a value added and PLMN operator service)

	Authorized UE List
	O
	A list of MSISDNs or groups of MSISDN for which the LCS client may issue a non-call related MT-LR. Separate lists of MSISDNs and groups of MSISDN may be associated with each distinct external or non-call related client identity.

	Priority
	M
	The priority of the LCS client – to be treated as either the default priority when priority is not negotiated between the LCS server and client or the highest allowed priority when priority is negotiated

	QoS parameters
	M
	The default QoS requirements for the LCS client, comprising: 

-
Accuracy

-
Response time

Separate default QoS parameters may be maintained for each distinct LCS client identity (external, non-call related, call related) 

	Allowed LCS Request Types
	M
	Indicates which of the following are allowed:

-
Non-call related CS-MT-LR/PS-MT-LR

-
Call/session related CS-MT-LR/PS-MT-LR

-
Specification or negotiation of priority

-
Specification or negotiation of QoS parameters

-
Request of current location

-
Request of current or last known location

	Local Co-ordinate System
	O
	Definition of the co-ordinate system(s) in which a location estimate shall be provided – details are outside the scope of the present document

	Access Barring List(s)
	O
	List(s) of MSISDNs or groups of MSISDN for which a location request is barred

	Service Identities
	O
	List of service identities allowed for the LCS client.


NOTE:
The LCS Client is identified with E.164 number or APN-NI. APN-NI is specified in TS 23.003. 

10.3.2
LCS Data in the GMLC for an UE Subscriber

The GMLC (H-GMLC) may store LCS UE subscription data. 

The IMSI is the primary key for LCS UE subscription data in the GMLC. This subscription data may be stored in a Multiple Subscriber Profile (MSP), with the HLR/HSS able to hold a number of MSPs per IMSI.

The GMLC may store a list of Codewords given by the UE subscriber, to be provided by the LCS client in order not to get the location request rejected.
LCS UE subscription data includes a privacy exception list containing the privacy classes for which location of the target UE is permitted. Each privacy class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each privacy class (refer to TS 23.011 [22] for an explanation of the notation).

Table 10.9: Logical States for each LCS Privacy Class

	Provisioning State
	Registration State
	Activation State
	HLR Induction State

	(Not Provisioned,
	Not Applicable,
	Not Active,
	Not Induced)

	(Provisioned,
	Not Applicable,
	Active and Operative,
	Not Induced)


For each LCS privacy class, the GMLC shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In addition, the permanent data indicated in Table 10.10 may be stored on a per subscriber (or per subscriber MSP) basis when the logical provisioning state of the associated LCS privacy class is "provisioned". For the meaning of each LCS privacy class, refer to clause 9 and to TS 22.071 [4].
Moreover a list of allowed service types may be stored. The meaning of service types is defined in TS 22.071 [4].

<<<Next change / add new tables >>>
Table 10.10: LCS data stored in the GMLC privacy exception list for an UE Subscriber
(or UE Subscriber MSP)

	LCS Privacy Class
	Status
	Additional GMLC Data when Class is provisioned

	Universal Class
	-
	No additional data

	Call/session Related Class
	M

O

C

O

C


	Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list: 

· Location not allowed

· Location allowed without notification (default case)

· Location allowed with notification

· Location with notification and privacy verification; location allowed if no response

· Location with notification and privacy verification; location restricted if no response


External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:

· International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE

· Restriction on the GMLC. Possible values are:

· Identified GMLCs only

· Any GMLC in the home country

· Indication of one of the following mutually exclusive options:

· Location allowed without notification (default case)

· Location allowed with notification

· Location with notification and privacy verification; location allowed if no response

· Location with notification and privacy verification; location restricted if no response

	Call/session Unrelated Class
	M

O

C

O

C


	Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list:

· Location not allowed (default case)

· Location allowed with notification

· Location with notification and privacy verification; location allowed if no response

· Location with notification and privacy verification; location restricted if no response

External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:

· International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE

· Restriction on the GMLC. Possible values are:

· Identified GMLCs only

· Any GMLC in the home country

· Indication of one of the following mutually exclusive options:

· Location allowed without notification (default case)

· Location allowed with notification

· Location with notification and privacy verification; location allowed if no response

· Location with notification and privacy verification; location restricted if no response

	PLMN Operator Class
	O
	LCS client list: a list of one or more generic classes of LCS client that are allowed to locate the particular UE. The following classes are distinguished:

· LCS client broadcasting location related information

· O&M LCS client in the HPLMN

· O&M LCS client in the VPLMN

· LCS client recording anonymous location information

· LCS Client supporting a bearer service, teleservice or supplementary service to the target UE



Table 10.11: LCS Service types stored in the GMLC per UE subscriber

	 Service type indication
	Status
	Additional HLR data when the indication is stored

	Service Types


	O
	Indication of one of the following mutually exclusive options for any service type not in the service type list:

· Location not allowed (default case)

· Location allowed with notification

· Location with notification and privacy verification; location allowed if no response

· Location with notification and privacy verification; location restricted if no response

Service types list: a list of one or more service types for which the LCS client is allowed to locate the particular UE. The possible service types are defined in 22.071.

· Restriction on the GMLC. Possible values are:

· Identified GMLCs only

· Any GMLC in the home country

· Indication of one of the following mutually exclusive options:

· Location allowed without notification (default case)

· Location allowed with notification

· Location with notification and privacy verification; location allowed if no response

Location with notification and privacy verification; location restricted if no response




In case that UE’s privacy profile is stored and is checked in the GMLC (H-GMLC), the GMLC shall store the same pseudo-external identity table with HLR, which is shown in Table 10.4. 

<<<End of changes >>>
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�PAGE \# "'Page: '#'�'"  ��Should “(Service type and Requestor)” be replaced by “(Service type, requestor and codeword)”? This could be needed in case the target subscriber wants to have codeword notification on the UE.


John Watson (response): Agree, this would be useful


Ken (response): The term, “Rel-5 Enhanced User Privacy”, should be used. Related CR was agreed for Rel-5 and I will input mirror CR for Rel-6. The mirror CR may be better to be merged with this CR. 





�PAGE \# "'Page: '#'�'"  �� Should the H-GMLC also know the V-GMLC address in order to skip sending SRI?


John Watson (response):  Agree 


�PAGE \# "'Page: '#'�'"  �� In my understanding, if the codeword is supported, the H-GMLC should perform the procedure in 9.1.x.x(1) – not the one in  9.1.x.x(2) and send a proper indication to the HLR/HSS that the codeword check has been performed.


John Watson (response): Yes I think you are right


�PAGE \# "'Page: '#'�'"  ��Why are privacy checks based on SLPP performed by the HGMLC after sending SRI? If privacy checks are not successful there would be no need at all to send SRI, and this would save signaling. The only thing that can be checked upon reception of SRI_ack is the VPLMN capability, if needed.


John Watson (response):  Are any VPLMN capability characteristics taken into consideration during the enhanced user privacy checks? If not then I agree that we could save on signaling.


Ken (response): The intension of privacy check in this step is to check VPLMN capability (i.e. call/session related class handling and notification/verification handling) as you pointed out. 
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John Watson (response): Agree, this would be useful


Ken (response): The term, “Rel-5 Enhanced User Privacy”, should be used. Related CR was agreed for Rel-5 and I will input mirror CR for Rel-6. The mirror CR may be better to be merged with this CR. 





�PAGE \# "'Page: '#'�'"  ��Why are privacy checks based on SLPP performed by the HGMLC after sending SRI? If privacy checks are not successful there would be no need at all to send SRI, and this would save signaling. The only thing that can be checked upon reception of SRI_ack is the VPLMN capability, if needed.


John Watson (response):  Are any VPLMN capability characteristics taken into consideration during the enhanced user privacy checks? If not then I agree that we could save on signaling.


Ken (response): The intension of privacy check in this step is to check VPLMN capability (i.e. call/session related class handling and notification/verification handling) as you pointed out. 





�PAGE \# "'Page: '#'�'"  ��In which case the V-GMLC can decide that the request is not allowed?


John Watson (response):  Yes


Ken (response): It is the same with the authentication at VMSC in 9.1.2.1 step 3. There is a sentence “If the GMLC is located in another PLMN or another country, the VMSC/MSC server first authenticates that a location request is allowed from this PLMN or from this country.





�PAGE \# "'Page: '#'�'"  ��In which case the V-GMLC can decide that the request is not allowed?


John Watson (response):  Yes


Ken (response): It is the same with the authentication at VMSC in 9.1.2.1 step 3. There is a sentence “If the GMLC is located in another PLMN or another country, the VMSC/MSC server first authenticates that a location request is allowed from this PLMN or from this country.





�PAGE \# "'Page: '#'�'"  �� Does this mean that privacy checks are performed once again in the MSC/VLR (SGSN)? As the assumption is that privacy checks have been performed in the HPLMN, a rel-6 serving node could skip those, provided that a proper indication is received; they could be needed just for backward compatibility, is this correct?


John Watson (response): Yes, as per my earlier comment, a rel-6 node could skip this provided that unauthorized information is not being sent to an external network;  i.e. this is only needed for backward compatibility.


Ken (response): It is for backward compatibility and for privacy checks based on call/session related class and notification/verification for the target UE. 





�PAGE \# "'Page: '#'�'"  ��Depending on the SLPP, it may be necessary to check the location estimate against possible restrictions based on location and time, before sending the location response to the R-GMLC.


John Watson (response): Yes I think that this should be specified as it applies to any immediate, periodic or deferred location request. 


Ken (response): Yes. The corresponding CR for stage 1 (S1-020864) was approved in SA Plenary. Therefore we should add some text in this step. 





�PAGE \# "'Page: '#'�'"  ��The use of pseudo-external identity could be not needed in a rel-6 environment; probably it’s needed just to ensure backward compatibility. Question: does it need to be standardized? Isn’t it just data handling in the HPLMN (H-GMLC and HLR/HSS)? 


Ken (response): These tables may not be needed. But some sentence in step 7 may be needed to allow H-GMLC to replace the real external identity by the pseudo-external identity. 





Moreover the use of pseudo-external identities implies that the VPLMN performs the privacy class selection rule; in order to do that, even a rel-6 MSC/SGSN has to check the call/session related class information (e.g. dialed number). Being this part of the privacy check procedure, it seems now to be against rel-6 service requirements (privacy checks shall be performed in the HPLMN). The alternative approach in rel-6 could be that the VPLMN sends call/session information to the HPLMN in the location response to check them before delivering the location estimate to the requesting entity. I’m going to propose a LS from SA2 to SA1 to clarify this issue.


John Watson (response): Good idea, clarification would be useful.
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John Watson (response):  Yes it depends on the LCS architecture. The H-GMLC is responsible for checking the current privacy settings in the HLR/HSS, PPR or wherever the information is stored.


Ken (response): Yes, it is open issue. It shall be “H-GMLC”, “PPR”, “ether H-GMLC or PPR” or any place in HPLMN. 
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