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Introduction

Option A) will be aligned to working assumptions made on IuFlex which removes some for further study issues.

An MBMS SGSN context is described.

The (re-)allocation of cipher keys is added to the procedures.

The deactivation procedures are added.

The descriptions for “external interfaces”, “roaming”, “security”  and “charging” are added.

7.1 Option A) 

This architecture option differentiates between the procedure for MBMS multicast service activation and the procedure for MBMS RAB set-up. The MBMS multicast activation procedure adds an individual UE to all contexts, which describe an MBMS multicast service within the network (the UE joins the multicast group). And this procedure establishes shared MBMS data links within the Core Network between GSNs and BM-SC on demand. The MBMS multicast activation procedure is performed for an individual UE. It has no impact whether data transfer to the multicast group is ongoing or not.

MBMS RABs are not established by the MBMS multicast activation procedure.  The MBMS RABs are established for the multicast group and not for individual UEs by the MBMS RAB set-up procedure when MBMS multicast data is available for transfer.

This architecture option establishes data transfer resources only for RNCs and SGSNs that have users of the related MBMS multicast service. This corresponds to options 2) and 4) discussed in clause “MBMS Data Transfer in the Core Network”.

The approach that solves Iu-Flex issues corresponds to options 2) and 4) discussed in clause “Intra Domain Connection of RAN Nodes to Multiple CN Nodes (Iu-Flex)”.

7.1.1
MBMS Multicast Service Activation

The activation procedure registers the user in the network to enable the reception of data from a specific MBMS multicast service. The activation is a signalling procedure between the UE and the network. It establishes the MBMS data transfer path within the network between SGSN(s) and BM-SC. The MBMS multicast service activation does not establish any RABs for the data transfer. The procedure is similar to the PDP context activation.

The activation of an MBMS multicast service without user interaction uses the same procedure. The mechanism which initiates this procedure in this case is FFS (e.g. a request from the network or triggered by data on the SIM after GPRS attach).
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Figure 1. The activation of an MBMS multicast service

1. The UE sends an Activate MBMS Context Request to the SGSN. The IP multicast address identifies the MBMS multicast service, which the UE wants to join. An APN indicates a specific GGSN or BM-SC. 
2. Security Functions may be performed, e.g. to authenticate the UE.

3. The SGSN checks whether the requested MBMS multicast service identified by the IP multicast address and APN requires a specific subscription or whether a general subscription (e.g. GPRS subscription) allows the activation of the requested service. If it is the first UE activating this specific MBMS multicast service on this SGSN the SGSN requests the creation of an MBMS context on the GGSN and the establishment of a GTP tunnel between the SGSN and the GGSN.
4. If it is the first GTP tunnel for this specific MBMS multicast service on the GGSN the GGSN joins the IP multicast for the requested multicast IP address on the backbone to connect with the MBMS data source (BM-SC).
5. The GGSN confirms the establishment of the MBMS context if performed according to step 4).
6. The SGSN creates a user specific MBMS PDP context, which stores the user parameters of the activated MBMS multicast service. And the SGSN adds the user to an SGSN MBMS context that stores all parameters of the MBMS multicast service. The SGSN sends an Activate MBMS Context Accept to the UE with the parameters TMGI, “recent MBMS key” and “next MBMS key”. The TMGI is used to page all UEs that have activated the MBMS multicast service. The “recent MBMS key” allows for decryption of any MBMS data transfer until the next key change. The “next MBMS key” is used after the next key change.
7.1.2
MBMS Broadcast Service activation

The MBMS broadcast service activation is local on the UE and local in the network. The user enables on the UE the reception of data from a specific MBMS broadcast service. This activation on the UE does not establish any data transfer resources. 
The activation procedure in the network is comparable to the multicast activation. An SGSN MBMS context is configured that stores all parameters of the MBMS service. These parameters may be the multicast IP address of the service, the APN, the service area and the QoS for the data transfer. The connections within the network are set-up when the SGSN re-starts or when an MBMS broadcast service (SGSN MBMS context) is set-up by O&M. The activation procedure establishes the MBMS data transfer path within the network between SGSN(s) and BM-SC. The MBMS broadcast service activation in the network does not establish any RABs for the data transfer.
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Figure 2. The activation of an MBMS broadcast service

1. At a SGSN re-start or when a new MBMS broadcast service is set-up the SGSN requests the creation of an MBMS context on the GGSN and the establishment of a GTP tunnel between the SGSN and the GGSN.
2. If it is the first GTP tunnel for this specific MBMS multicast service the GGSN joins the IP multicast for the requested multicast IP address on the backbone to connect with the MBMS data source (BM-SC or other).
3. The GGSN confirms the establishment of the MBMS context.
7.1.3
MBMS RAB set-up

The MBMS RAB set-up procedure establishes the RABs for a specific MBMS service when MBMS data have to be transferred. The procedure is used for MBMS broadcast and MBMS multicast data transfer.
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Figure 3. MBMS RAB set-up

1. The BM-SC (or another MBMS data source) sends MBMS data for a specific MBMS service that are received by the SGSN.

2. The SGSN sends an MBMS Notification to any RAN node that serves the MBMS service area. The MBMS notification indicates the TMGI and the MBMS service area.

3. Each RAN node sends an MBMS Notification to the UEs within the MBMS service area.

4. Each RAN sends one or multiple MBMS Service Request messages to the SGSN. A RAN node may need multiple MBMS Iu bearers to cover the MBMS service area, e.g. for RAN node internal load sharing. The MBMS Service Request messages are sent regardless whether there are any UEs in the area of the RAN node or not. 
5. The SGSN sends per received MBMS Service Request an MBMS RAB Request message to the RAN node(s). The message indicates the QoS parameters required for the RAB.

6. The RAN node sends per MBMS RAB Request an MBMS RAB Response to the SGSN that establishes the MBMS Iu bearers between the RAN node and the SGSN.

7. The UEs which have activated this MBMS service and which receive the MBMS Notification send an MBMS Radio Request message to the RAN. A back-off mechanism to prevent too many request messages is FFS.

8. The RAN establishes MBMS radio bearers and indicates the related radio bearer parameters by MBMS Radio Assignment messages in the cells where MBMS Radio Request messages were received.

9. When the MBMS Iu bearer between the RAN node(s) and the SGSN is established the SGSN starts to duplicate and to send received MBMS data on all established MBMS RABs. The RAN node(s) duplicate and send these data on the MBMS radio bearers.

10. When the SGSN receives no more MBMS data it may release the MBMS RAB. This causes the RAN to release the MBMS radio bearers.
7.1.3.1 MBMS RAB set-up with Iu-Flex

By means of Iu-Flex multiple SGSN may serve the same radio coverage area. The MBMS RAB set-up procedure results in notifications from multiple SGSN to the same RNC. The RNC detects that multiple SGSNs have MBMS data for the same MBMS multicast service, e.g. from the same TMGI or from another information element. The RNC establishes RABs with all SGSNs and transfers only a part of the received MBMS data on the MBMS radio bearers to avoid duplication at the radio transfer. All SGSNs receive the same MBMS data and collect charging information for the user with activated MBMS multicast services.

All SGSNs may allocate the same TMGI for the same MBMS multicast service to allow the RNC to detect multiple MBMS Notifications for the same MBMS multicast service. Alternatively, another information element in the notification may be used for that purpose, e.g. the IP multicast address of the MBMS service. Different cipher keys from different SGSNs should be avoided as this would require transferring the same data multiple times on the radio interface encrypted by different keys.
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Figure 4: MBMS RAB set-up with IuFlex

1. The BM-SC sends MBMS data that are received by all SGSNs that serve the same pool-area.

2. Each of the SGSNs sends an MBMS Notification to the RNCs indicating the TMGI and the MBMS service area.
3. The RNC detects that multiple SGSNs send the same notification. The RNC sends an MBMS Notification to the UEs within the MBMS service area.

4. The RNC sends an MBMS Service Request messages to each of the SGSNs.

5. Each SGSN sends an MBMS RAB Request message to the RNC. The message indicates the QoS parameters required for the RAB.

6. The RNC sends an MBMS RAB Response to the SGSN, which establishes the MBMS Iu bearer between the RNC and the SGSN.

7. The UEs which have activated this MBMS service and which receive the MBMS Notification send an MBMS Radio Request message to the network. A back-off mechanism may prevent too many MBMS Radio Request messages, FFS.

8. The RNC establishes MBMS radio bearers and indicates the related radio bearer parameters by MBMS Radio Assignment messages in the cells where MBMS Radio Request messages were received.

9. When the MBMS Iu bearer(s) between the RNC and the SGSN are established each SGSN starts to duplicate and to send received MBMS data on all established RABs. The RAN duplicates and sends these data on the MBMS radio bearer(s).

7.1.4 Service Continuity and Mobility

7.1.4.1
MBMS SGSN change procedure

This procedure is performed when a UE in GMM IDLE changes the SGSN, i.e. there are no RABs and no signalling connections with the SGSN. The RABs for MBMS services are not exclusive for individual UEs. A signalling connection for an UE with MBMS services only is not intended as this is against the multicast concept. UEs, which have only active MBMS services, are therefore in GMM IDLE. These UEs perform the Routeing Area update with MBMS extensions as described below. The procedure is performed regardless whether MBMS data transfer is ongoing or not. The handling of potential ptp PDP contexts is not affected. The described procedure shows not all details of the Routeing Area update procedure. The MBMS specific additions to the Routeing Area update procedure are in bold.
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Figure 5. Mobility between SGSNs

1. The UE moves from the service area of the old SGSN to the service area of the new SGSN. The UE sends a Routeing Area Update Request to the new SGSN. The RAN shall add an identity of the area where the message was received before passing the message to the SGSN.

2. The new SGSN sends SGSN Context Request to the old SGSN to get the MM, the PDP and the MBMS PDP contexts for the UE. The old SGSN sends all UE contexts with the SGSN Context Response to the new SGSN.

3. Security functions may be executed, e.g. authenticating the UE.

4. The new SGSN sends an SGSN Context Acknowledge message to the old SGSN to indicate that is has taken over the control for that UE.

5. All procedures to provide the subscription and security data in the new SGSN and to register the new SGSN at the HLR are performed. The old SGSN removes the user from the SGSN MBMS context(s) for any MBMS multicast service.
6. The new SGSN validates the UE's presence. If due to roaming restrictions the UE is not allowed to be attached in the SGSN, or if subscription checking fails, the new SGSN rejects the routeing area update with an appropriate cause. If all checks are successful, the new SGSN constructs MM, PDP and MBMS contexts for the UE. The new SGSN adds the user to the SGSN MBMS context(s) for each MBMS multicast service the user has activated. If it is the first UE with this specific MBMS multicast service on this SGSN the SGSN requests the creation of an MBMS context on the GGSN and the establishment of a GTP tunnel between the SGSN and the GGSN.
7. The GGSN confirms the establishment of the MBMS context if performed according to step 6.

8. The new SGSN responds to the UE with Routeing Area Update Accept. One or more TMGIs may be allocated to the UE for MBMS. In addition the parameters “recent MBMS key” and “next MBMS key” may be sent to the UE.
9. The UE acknowledges the new parameters by returning a Routeing Area Update Complete.

7.1.4.2
MBMS relocation and handover

This procedure is performed when a UE in GMM CONNECTED changes the SGSN, i.e. there is a signalling connections with the SGSN. The RABs of ptp services are transferred by relocation/handover. MBMS RABs are not exclusive for individual UEs. Active MBMS services of the UE are transferred to the new SGSN by the context transfer which is embedded in the relocation/handover procedures. The procedure is performed regardless whether MBMS data transfer is ongoing or not. The described procedure shows not all details of the relocation procedure. Only the relocation procedure is described. The handover procedure has similar extensions for MBMS. The MBMS specific additions to the relocation procedure are in bold.
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Figure 6.: SRNS Relocation Procedure

1)
The source SRNC decides to perform/initiate SRNS relocation.

2)
The source SRNC sends a Relocation Required message (Relocation Type, Cause, Source ID, Target ID, Source RNC to target RNC transparent container) to the old SGSN. The source SRNC shall set the Relocation Type to "UE not involved". The Source SRNC to Target RNC Transparent Container includes the necessary information for Relocation co-ordination, security functionality and RRC protocol context information (including MS Capabilities).

3)
The old SGSN determines from the Target ID if the SRNS Relocation is an intra-SGSN SRNS relocation or an inter-SGSN SRNS relocation. In case of inter-SGSN SRNS relocation, the old SGSN initiates the relocation resource allocation procedure by sending a Forward Relocation Request message (IMSI, Tunnel Endpoint Identifier Signalling, MM Context, PDP Context, MBMS PDP context, Target Identification, UTRAN transparent container, RANAP Cause) to the new SGSN. The Forward Relocation Request message is applicable only in the case of inter-SGSN SRNS relocation. 

4)
The new SGSN sends a Relocation Request message (Permanent NAS UE Identity, Cause, CN Domain Indicator, Source-RNC to target RNC transparent container, RABs to be setup) to the target RNC. Only the Iu Bearers of the RABs are setup between the target RNC and the new-SGSN as the existing Radio Bearers will be reallocated between the MS and the target RNC when the target RNC takes the role of the serving RNC. 

5)
When resources for the transmission of user data between the target RNC and the new SGSN have been allocated and the new SGSN is ready for relocation of SRNS, the Forward Relocation Response message (Cause, RANAP Cause, and RAB Setup Information) is sent from the new SGSN to old SGSN. This message indicates that the target RNC is ready to receive from source SRNC the forwarded downlink PDUs, i.e. the relocation resource allocation procedure is terminated successfully. The Forward Relocation Response message is applicable only in case of inter-SGSN SRNS relocation.

6)
The old SGSN continues the relocation of SRNS by sending a Relocation Command message (RABs to be released, and RABs subject to data forwarding) to the source SRNC. The old SGSN decides the RABs to be subject for data forwarding based on QoS, and those RABs shall be contained in RABs subject to data forwarding.

7)
The source SRNC may, according to the QoS profile, begin the forwarding of data for the RABs to be subject for data forwarding.

8)
Before sending the Relocation Commit the uplink and downlink data transfer in the source, SRNC shall be suspended for RABs, which require delivery order. The source RNC shall start the data-forwarding timer. When the source SRNC is ready, the source SRNC shall trigger the execution of relocation of SRNS by sending a Relocation Commit message (SRNS Contexts) to the target RNC over the Iur interface.

9)
The target RNC shall send a Relocation Detect message to the new SGSN when the relocation execution trigger is received. For SRNS relocation type "UE not involved", the relocation execution trigger is the reception of the Relocation Commit message from the Iur interface. When the Relocation Detect message is sent, the target RNC shall start SRNC operation.

10)
The target SRNC sends a UTRAN Mobility Information message. This message contains UE information elements and CN information elements. The UE information elements include among others new SRNC identity and S‑RNTI. The CN information elements contain among others Location Area Identification and Routeing Area Identification. The procedure shall be co-ordinated in all Iu signalling connections existing for the MS.

11)
Upon receipt of the Relocation Detect message, the CN may switch the user plane from source RNC to target SRNC. If the SRNS Relocation is an inter SGSN SRNS relocation, the new SGSN sends Update PDP Context Request messages to the GGSNs concerned. The GGSNs update their PDP context fields and return an Update PDP Context Response. If the SRNS Relocation is an inter SGSN SRNS relocation, the new SGSN adds the user to the SGSN MBMS context(s) for each MBMS multicast service the user has activated.If it is the first UE with this specific MBMS multicast service on this SGSN the SGSN requests the creation of an MBMS context on the GGSN and the establishment of a GTP tunnel between the SGSN and the GGSN.
12)
When the target SRNC receives the UTRAN Mobility Information Confirm message, i.e. the new SRNC—ID + S‑RNTI are successfully exchanged with the MS by the radio protocols, the target SRNC shall initiate the Relocation Complete procedure by sending the Relocation Complete message to the new SGSN. The purpose of the Relocation Complete procedure is to indicate by the target SRNC the completion of the relocation of the SRNS to the CN.

13)
Upon receiving the Relocation Complete message or if it is an inter-SGSN SRNS relocation; the Forward Relocation Complete message, the old SGSN sends an Iu Release Command message to the source RNC. When the RNC data-forwarding timer has expired the source RNC responds with an Iu Release Complete.

14)
After the MS has finished the RNTI reallocation procedure and if the new Routeing Area Identification is different from the old one, the MS initiates the Routeing Area Update procedure. See subclause "Location Management Procedures (Iu mode  only)". The old SGSN removes the user from the SGSN MBMS context(s) for any MBMS multicast service. Note that it is only a subset of the RA update procedure that is performed, since the MS is in PMM‑CONNECTED mode. New TMGI(s) may be allocated to the UE for MBMS services. In addition the parameters “recent MBMS key” and “next MBMS key” may be sent to the UE.
7.1.5 Service Deletion
UE Initiated MBMS Multicast Deactivation Procedure
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Figure 7: UE Initiated PDP Context Deactivation Procedure for Iu mode

1) The UE sends a Deactivate MBMS Context Request message to the SGSN.
2) The SGSN deletes the MBMS PDP context and removes the user from the SGSN MBMS context. If there are no more users of that MBMS multicast service on the SGSN the SGSN sends a Delete PDP Context Request message to the GGSN. The GGSN releases the related GTP tunnel and returns a Delete MBMS Context Response message to the SGSN.
3) The SGSN returns a Deactivate MBMS Context Accept message to the UE.

At GPRS detach, all PDP and MBMS PDP contexts for the UE are implicitly deactivated.

Network-initiated MBMS Multicast Deactivation Procedure
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Figure 76: SGSN-initiated MBMS Context Deactivation Procedure

1) The SGSN deletes the PDP MBMS context and removes the user from the SGSN MBMS context. If there are no more users of that MBMS multicast service on the SGSN the SGSN sends a Delete MBMS Context Request message to the GGSN. The GGSN releases the related GTP tunnel and returns a Delete MBMS Context Response message to the SGSN.
2)
The SGSN sends a Deactivate MBMS Context Request message to the UE. The UE removes the PDP MBMS context(s) and returns a Deactivate MBMS Context Accept message to the SGSN.

7.1.6
Interfaces to External Media Sources
Media sources that transfer data on IP multicast may connect to the GGSN for delivery of MBMS data via MBMS multicast or broadcast to UEs. The data format has to be conform to the application on the UE. If these media sources are not located within the PLMN a firewall typically restricts IP addresses and QoS.

Other media sources may connect with the BM-SC to provide content. This interface is not standardised. For example, a web-interface may allow internal and external media sources to submit MBMS data. The data format is not restricted; the BM-SC converts the data format according to the needs of application on the UE. The BM-SC provides access control, authentication and charging of the service requester (content provider). 
7.1.7
Roaming
MBMS broadcast services are defined and provided only within the coverage area of one PLMN. Any UE may receive MBMS broadcast services of the visited PLMN regardless whether it is the UE’s home-PLMN or whether the UE roams in the PLMN. 
The procedures described above support also MBMS service provision in case of roaming. MBMS multicast services may be delivered by the home-PLMN to UEs roaming in other PLMNs. In this case the UE uses the MBMS APN of its home-PLMN. The SGSN of the visited PLMN establishes a GTP tunnel with a GGSN in the home-PLMN. The visited PLMN allows such services for roamers based on O&M and based on HLR subscription.

The visited PLMN may provide its MBMS multicast services to UEs of other PLMNs, which roam in the visited PLMN. For this purpose the UEs use the MBMS APN of the visited PLMN. The visited PLMN has to accept a general MBMS subscription, as it is unlikely that the home PLMN registers subscriptions for MBMS services of other PLMNs in its HLR.

7.1.8
Security
The MBMS multicast data transmission to the UEs has to be secured for two reasons. The multicast group may want privacy for its data. And, encryption shall prevent unauthorised (uncharged) reception of MBMS data. Both is reached by encryption of MBMS data. The mechanism to allocate the cipher keys to the receivers requires input from SA3. Frequent cipher key reallocations may be required especially for large receiver groups. 
To prevent unauthorised reception the receivers have to be authenticated and their service usage has to be authorised. The UMTS authentication procedure authenticates the receivers. UMTS subscription, especially GPRS subscription, allows to authorise the usage of MBMS multicast services. Authentication and authorisation are also required to generate charging records for individual receivers. 
Typically a content provider is liable for the provided content and for the charge of the service provision. For these reasons the MB-SC authenticates and authorises the content providers of MBMS multicast and broadcast services. Furthermore, the integrity of the content data has to be guaranteed. Authentication and authorisation are also required to generate charging records for the content providers. The security mechanisms towards content providers will probably not be standardised.
7.1.9
Charging

The functions to authenticate and authorise MBMS multicast receivers are allocated on the SGSN. This allows the SGSN to generate charging records for the each MBMS multicast receiver. The records are comparable to the charging records generated for the usage of point to point bearer services. 

The BM-SC authenticates and authorises MBMS multicast and broadcast content providers. Therefore, the BM-SC generates charging records for each content provider. The content is similar to that of the receiver charging records. It may contain the sent data volume, service usage times, related QoS. In addition the content provider charging records may contain the service area.
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