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	1
	5
	S2-022217
	BARG156
	LS to 3GPP SA2 and 3GPP SA5 on roaming awareness of service platforms
	
	
	
	
	
	The preferred retail charging principle for MMS is to charge this as an integrated service based on the call records created at the MMS relay/server, whereas the underlying bearer should not be charged directly to the end user.

For MMs sent/received when roaming, however, the corresponding charges shall differ from charges for domestic usage (and are likely to depend on the serving network). I.e. it will be necessary to identify the serving network in the MMS call record. 

Accordingly we ask you to add a secure identification of the serving network to the MMS call record. Ideally such identification would comprise of the MCC (Mobile Country Code) and MNC (Mobile Network Code) of the serving network. 

Taking into account that many new services will be implemented on additional service platforms we anticipate that the same issue to identify the serving network will arise and service platforms need to become “roaming aware”.

This means that the infrastructure of the network needs to support that an identification of the serving network is passed on to the service platform at each interface from the network. We ask you to add a unique identification of the serving network to the GGSN call record as well.   
	
	Noted

	
	1
	5
	S2-022218
	GP-021882
	LS Response to a Liaison on “Maximum and Minimum IP Packet Size” for REL-4 and REL-5.
	
	
	
	
	
	GERAN provides answers to SA4 LS. Copied to SA2.

Question 1: What is the maximum size of IP-packets guaranteed to be transported by the GERAN ?

Question 2: Are there any minimum and / or maximum sizes for IP-packets in GERAN, be-sides the 1500 octet limit in TS23.107?
Answer to Q1 and Q2: There is in principle no limit to the IP packet size. The SNDCP layer will segment the IP packets if the limit of 1500 octets is exceeded. Therefore GERAN need not to expect upper layer PDUs larger than that, although the RLC protocol is defined in such way that it could, theoretically, handle upper layer PDUs of arbitrary length.

Question 3: Can you advise us on the fragmentation schemes used and the appropriate limits of each layer of fragmentation?

Answer to Q3: In general, upper layer PDUs will be segmented by the RLC protocol down to a size suitable for the radio interface. In practice, this means a RLC data unit size between 20 and 74 octets. The upper layer PDUs are re-assembled by the receiving RLC entity to the original size. Based on the QoS parameters GERAN will select to use RLC in acknowledged or unacknowledged mode.
	
	Noted

RAN3 response to SA4 is in S2-022242.

	
	1
	5
	S2-022219
	GP-022075
	Reply LS on Subscriber and Equipment Trace Impacts
	
	
	
	
	
	TSG GERAN had a look at the TR 32.421 attached to the incoming LS on trace.

Use cases

· The report contains a list of use cases, which would require very detailed traces probably tracing the complete call including call setup. For instance the IMEI is normally not used in the BSC. TSG GERAN feels that this might lead to significant impact on the system.

TSG GERAN is not convinced that for the examples given in Annex B4, e.g. checking radio coverage, operators would use trace management. Methods do exist and it is not clear how trace management could improve this. TSG GERAN would like to get a clarification of what is meant by providing a trace on/from the Um interface?

Answers to the questions raised:

1) Would CN1/CN4/GERAN/RAN3 agree on specifying any needed enhancements (see the list above) in co-operation with SA5 SWGD within Release 6 timeframe?

As stated above would TSG GERAN would like to see a feasibility assessment in terms of cost and complexity especially taking legacy systems into account before a decision an specifying enhancements can be taken.

2) The attached draft TS 32.421 “Trace Concepts and Requirements” contains high-level requirements for trace. When would CN1/CN4/GERAN/RAN3 need the detailed requirements for the enhancements from SA5 SWGD to be able to meet the Release 6 timeframe?

As soon as possible in order to get an understanding of what kind of traces and in which resolution are needed. TSG GERAN would like to point out that traces might turn out to be useless if they do not contain the information needed for a certain purpose.

3) If enhancements would be done in CN1/CN4/GERAN/RAN3, would CN1/CN4/GERAN/RAN3 kindly provide identification of the related work item(s) to SA5 SWGD.

See first point.

TSG GERAN would also like to point out – taking the amount of interfaces into account – that SA2 as architecture responsible TSG should be included in the discussions.
	
	Noted

	
	1
	5
	S2-022220
	N1-021757
	LS on the wildcarding of source IP addresses and port numbers in the PCF for the packet classifier
	
	
	
	
	
	Sent to CN3 and copied to SA2.

CN1 comments on the CN3 liaison statement concerning the identification of source IP address information available in the PCF in order to apply as a packet classifier over the Go interface.

SA2 has already answered the LS from CN3 and has proposed a solution in SA2-022045/N1-021539. Namely SA2 is considering that terminals shall use the same 64 bits IPv6 address prefix of the source address for outgoing packets as the prefix of the destination address supplied for incoming packets.

CN1 agrees that the solution proposed by SA2 limits the potential for fraud. However, CN1 has also identified some limitations in the proposed solution:

First, the limitation proposed by SA2 cannot be enforced on non-3GPP hosts (or on 3GPP hosts using non-GPRS access, e.g. WLAN). This means that a non-3GPP host using different 64 bits IPV6 prefixes for the source (i.e. outgoing packets) and destination (i.e. incoming packets) IP addresses would not be able to exchange media with a 3GPP UE.

Additionally there may be scenarios where different 3GPP UEs share the same 64 bits IPv6 address prefix. This would be for example the case of several UEs behind a mobile router (they all use the 64 bits IPv6 address prefix allocated to the mobile router by the 3GPP network). In this case the 64 bits IPv6 address prefix does not identify a specific UE. So the fraud potential is not completely eliminated (although it is reduced).
	
	Open

(Source: Northstream)

CN3’s response is in S2-022232.

	
	1
	5
	S2-022221
	N1-021764
	LS on Indication of successful establishment of Signalling PDP context
	
	
	
	
	
	CN1 thank SA2 on their LS indicating the problem when a pre-Rel-5 SGSN will not pass the signalling flag, set by the UE in either Secondary PDP context activation or PDP context modification, to the GGSN.

CN1 would like to inform SA2 that a solution for this problem, where the GGSN sends an indication of successful dedicated signalling PDP context establishment to the UE, has been agreed in this meeting. The related CR to 24.008 is attached for information.
	
	Noted

	
	1
	5
	S2-022222
	N1-021782
	LS on Media grouping
	
	
	
	
	
	CN1 would like to inform about the status for the requirements described in 23.228 v.5.5.0 clause 4.2.5.1.

From the referenced clause, it is the understanding of CN1 that separate media streams may be indicated from P-CSCF based on local policy. CN1 has evaluated the requirements and considered the following solutions:

1. Additions to SDP as described in draft-camarillo-mmusic-separate-streams-00.txt (additions to draft-ietf-mmusic-fid-06.txt currently close to being finalized in IETF).

2. Additions to SIP by e.g. a new p-header.

Both alternatives above require work in IETF, and CN1 has seen alternative 1 as the way forward and submitted draft-camarillo-mmusic-separate-streams-00.txt to IETF. The draft has got some comments but is not adopted as a working group item yet. The timeframe for this draft to possibly reach RFC status is not easy to predict, but it is the opinion of CN1 that the draft will at least need 6 months more to receive RFC status even if 3GPP puts effort into getting the document priority within IETF.

Actions:

To SA / CN groups: 


Question 1.

It is a concern of CN1 that the functionality described above will cause a delay for finalising Rel-5 on time. Shall CN1 continue with the current working assumption and assume that draft-camarillo-mmusic-separate-streams-00.txt will reach RFC status in Rel-5 timeframe? 

To SA2 group:


Question 2.

Does SA2 see other possible solutions to fulfil the requirement that does not cause additions to IETF and can be completed within the Rel-5 timeframe?

Question 3.

In case SA2 decides to move the requirement to indicate separate media streams as described in subclause 4.2.5.1 of 23.228 to Rel-6, CN1 would like to get guidance in how to proceed with this issue. Should CN1 continue the work as described in draft-camarillo-mmusic-separate-streams-00.txt for introduction in Rel-6?
	
	Open 

(Source: Ericsson)

	
	1
	5
	S2-022223
	N1-021832
	Reply LS on dimensioning for IMS services
	
	
	
	
	
	Copied to SA2.

CN1 has evaluated the liaisons from SA2/CN4 and the proposal to set a minimum for the maximum number of initial filter criteria and other parameters that are sent over the Cx interface, and CN1 believes that there is no need to include either a maximum or minimum number of parameters in the specifications.

As a comparison, SIP does not have a limit in the maximum number of occurrence of certain headers (e.g., Via, Route, Record-Route). Therefore, the node has to be ready to receive a message containing any number of such a headers and therefore needs to use dynamic memory allocation mechanisms.

CN1 also agrees that limiting some of the number of parameters in the Cx interface will limit the creation of services and CN1 does not understand what problem this limitation solves, and therefore, believes that such limitations are unnecessary.
	
	Noted

	
	1
	5
	S2-022224
	N1-021834
	LS on Request for DNS server address by SM procedure
	
	
	
	
	
	There is currently no support for dynamic configuration of Domain Name System (DNS) server IPv6 addresses in a UE not supporting the DHCPv6 protocol, as the necessary internet-drafts are not ready.

As a “back-up” solution to the internet-drafts that most likely will be late for Rel-5, a mechanism is introduced in CN1 and CN3 specifications to allow the possibility of dynamic configuration of Domain Name System (DNS) server IPv6 addresses via the Session Management procedures. 

The solution proposes to use the PCO-IE to request the IPv6 address for DNS servers. This will be a generic solution for 3GPP and described in 27.060 and 29.061.

The coding within the PCO-IE is outlined in 24.008.

As IMS may use the IPv6 address for DNS servers, this solution is also mentioned in 24.229.

ACTION: CN1 asks SA2 to consider the outlined solution and respond to CN1 if the solution cannot be accepted in Rel-5. The package with the above mentioned CRs are agreed in CN1 and CN3 and will be submitted to CN#17 for final approval if SA2 does not have any objections.
	
	Open

(Source: Ericsson)

	
	1
	5
	S2-022225
	N1-021849
	Liaison Statement  on Multiple Codecs
	
	
	
	
	
	Copied to SA2.

CN1 comments on the SA5 liaison statement regarding the impacts of having more than one codec per media component available after the offer/answer exchange(s) of the SDP session description.

CN1 would like to clarify the codec agreement procedure during a session setup:

· during the first offer/answer, if both terminals support multiple codecs, there might be no possibility to communicate the preferred codec for the session with the other terminal.

· during the second offer/answer, both terminals have the possibility to reduce the number of codecs used for that session. The result could be only one codec or multiple codecs to be used for the session. If multiple codecs have been agreed to be used for the session, then both terminals are free to switch between the agreed codecs during the session, without any further signalling needed.

· CN1 can confirm that for an IMS session to be set up, at least two offer/answer exchanges are necessary, so that terminals have the possibility to indicate the wish to use one or multiple codecs for the session

In case multiple codecs for the session are agreed, and the codecs have different bandwidth requirement, the PCF will authorise the highest bandwidth. If, during the media session, the codec with the highest bandwidth requirement is used, then the bandwidth authorised for the session is fully used. If one of the terminals switches – for whatever reason – to another codec, then the authorised bandwidth will not be fully used, but the terminal will be always eligible to switch back to the codec with the highest bandwidth requirement and make use again of the full authorised bandwidth.
	
	Noted

	
	1
	5
	S2-022226
	N1-021850
	LS reply on Subscriber or Equipment Trace Impacts
	
	
	
	
	
	CN1 sees no need to introduce an activation/deactivation procedure for tracing on a SIP level, due to the following reasons:

-
all SIP signalling related to a user is already signalled between P- and S-CSCF, therefore both entities hold all information relevant for tracing;

-
non-integrity protected messages (besides REGISTER) are rejected by the P-CSCF and not sent further on to S-CSCF. CN1 regards that this case should be subject to tracing, but sees no requirement that the S-CSCF needs to activate tracing for such a failure procedure which is local to the visited netowrk.

-
other failure cases at the P-CSCF (e.g. message is incorrectly integrity protected) are handled on the IPSec layer, i.e. the SIP layer does not get aware of e.g. message discarding. CN1 sees no requirement to introduce a tracing mechanism at the IPSec layer;

-
as S- and P-CSCF are aware of all SIP signalling going on, CN1 thinks that an entity should not be able to put the SIP related tracing task to a remote entity.

If SA5 is of the opinion that such a mechanism is still needed, then CN1 asks SA5 to give a more detailed list of requirements, especially 

-
to indicate which data needs to be traced at the different entities;

-
to give more guidance e.g. by message flow diagrams;

-
to indicate more clearly when such a request for activation/deactivation can take place

Furthermore CN1 wants to indicate that if such a mechanism needs to be introduced in SIP, this will involve also IETF work: 

-
if the activate/deactivate indication can be transported in already existing call flows (without adding further message flows), then a new SIP header is needed;

-
if this indication must be transported independently of existing call flows than it needs to be evaluated if this indication can be sent by an existing SIP message - currently there seems to be no appropriate message in SIP. Defining a new SIP message involves a lot of effort and has not a good chance to be accepted by IETF.
	
	Noted

	
	1
	5
	S2-022227
	N1-021851
	LS on persistent dialogs for unregistered users
	
	
	
	
	
	CN1 discussed the scenario where a user (A) subscribes to another users (B) presence information, whilst B is not registered. The SUBSCRIBE request will be handled as a request to an unregistered user by the I-CSCF of B's home network and a so-called default S-CSCF (def-S-CSCF-B) will be assigned for B. The default S-CSCF will record-route to the SUBSCRIBE request and then send it on to the Presence Server of user B, which terminates the dialog and serves as a notifier for the presence service.

After establishing the dialog, the def-S-CSCF-B and also the P-CSCF of user A will store the route for the dialog. Note that there is no possibility in SIP, which allows changing the route of an established dialog.

It is very likely that for nearly each (unregistered) IMS user a subscription to this users presence information will be active. This means that default-S-CSCFs will be assigned for every unregistered IMS user. 

CN1 now sees a possible problem when user B finally registers to the network. Based on the current CN4 specifications, the initial REGISTER request from user B will be sent to the I-CSCF of user B's home network, which then queries the HSS. Within the HSS, the address of the default-S-CSCF will be stored and will be sent to the I-CSCF, which then will route the initial REGISTER request to the default-S-CSCF.

23.228 specifies that the I-CSCF shall assign a S-CSCF for user B upon initial registration. This is done e.g. for load balancing reasons. If a default S-CSCF has already been assigned, the I-CSCF will not be able to assign a new S-CSCF. 

As it is very likely that for most unregistered users a default-S-CSCF will be assigned, SA2 is asked if the above described procedures still fulfil the load balancing / S-CSCF assignment requirements stated by SA2.

ACTION: CN1 kindly asks SA2 to discuss the above outlined problems and give further guidance to CN1 on how S-CSCF selection works in the above described scenarios.
	
	Open

(Source: Siemens)

	
	1
	5
	S2-022228
	N1-021852
	S-CSCF filtering responses to forked requests
	
	
	
	
	
	CN1 discussed the requirements for handling responses to forked requests. The scenario discussed is that a Release-5 IMS UE originates a call by sending an INVITE which then is routed outside the IMS domain. If the request gets forked outside the IMS domain, an undefined number of responses from different users will be sent towards the caller. Neither the calling user nor the calling users home network are currently able to influence the number of responses sent to the UE.

Concerns were raised during the meeting that this may result, in certain cases, in a significant additional amount of signalling messages sent via the air interface to the UE. Several companies proposed to add some filtering functionality at the S-CSCF or other entity, so that forked responses could be filtered when the number of them exceeds a certain configurable limit.

Such an additional functionality, currently outside the scope of 23.228 in R5, could be left as a design option, but it was regarded as interesting to introduce at least a statement in 24.229 in order to give further guidance to implementers and operators.

ACTION 1: CN1 kindly asks SA2 whether SA2 considers such a filtering functionality as a subject of standardisation for R5, or can be left as a design feature. 

ACTION 2: CN1 kindly asks SA2 for guidance whether such a possible filtering functionality should be part of the S-CSCF, P-CSCF or AS.

ACTION 3: CN1 kindly asks SA2 to consider the possibility to add an additional requirement to Rel-5 IMS that allows the S-CSCF of the calling user to filter the responses that are received due to a forked request, when that number exceeds a certain configurable number.
	
	Open 

(Source: Siemens)

	
	1
	5
	S2-022229
	N1-021853
	LS on inclusion of CCF/ECF addresses on Sh interface
	
	
	
	
	
	CN1 would appreciate getting SA2 view on the architectural impact of the change described in S5-024245, as its implementation has ripple effects on CN1, CN4 and SA5.

The change proposed to CN1’s specifications, based on SA5’s liaison and related CRs presented to CN1 is that ECF & CCF addresses may be carried via Sh, and not anymore via ISC. A concern was raised from some companies that this effectively makes Sh interface support mandatory for charging purposes.

However TS 23.228 clause 4.2.4a states “The “application server” (SIP Application Server and/or the OSA service capability server and/or IM-SSF) may communicate to the HSS. The Sh and Si interfaces are used for this purpose.”

ACTION: To clarify if the support of CCF/ECF addresses is required on Sh interface and if the ability to carry Charging Addresses should also be removed from ISC interface.
	
	Open 

(Source: Dynamicsoft)

S2-022263 includes the original LS from the SA5 this is a response to.

	
	1
	5
	S2-022230
	N3-020660
	Response to LS “Statement on Requested QoS in case of Streaming and Conversational [S2-022061]”
	
	
	
	
	
	CN3 thanks SA2 for their liaison statement N3-020561 (S2-022061) regarding requested QoS in case of Streaming or Conversational.

This LS is sent to inform SA2 that CN3 endorse the mentioned arguments for changing the standards to 

· overcome the problems that may occur if ‘subscribed’ is requested for the Traffic Class and 

· ensure that the requested Guaranteed and Maximum Bit Rate are explicitly set when Traffic Class Streaming or Conversational is chosen.

Attached are the corresponding Change Requests to TS 27.060 for R99, Rel-4 & Rel-5.
	
	Noted

	
	1
	5
	S2-022231
	N3-020666
	Response Liaison Statement on Multiple Codecs
	
	
	
	
	
	CN3 response to the Multiple Codecs topic:

Question 1. Is it a limitation of the resource reservation mechanism being used (e.g. an IETF protocol), that makes it unable to provide to the P-CSCF information on the codec and bit-rate chosen by the UE and the actual selected bandwidth allocated?

CN3 assumes that this question refers to the signalling at the Go interface. Whilst CN3 does not see any possibility to provide information on the codec because the GGSN does not have any detailed information on the payload of the IP flows, CN3 does see that signalling at the Go interface may be used to identify the actual allocated bitrate. The Go interface would in principle be able to transport the desired information but additional functionality and information elements in the Go PIB would be required. However, CN3 has not received direction for this function from SA2. Since CN3 follows directions from SA2, CN3 kindly requests SA2 to analyse and reply to the LS from SA5, and determine appropriate actions/response.

Question 2. Could the secondary offer/answer interaction (which would reduce the codecs per media component to one) be made outright mandatory (or at least mandatory – operator configurable), thus avoiding the resulting implications identified by CN3?

This question relates to SIP signalling in the responsibility of CN1 and SA2, and therefore CN3 would like to ask these WGs to answer this question.

Question 3. Would SA5 be correct in the understanding that, as a result, an IMS user would be charged for a higher QoS (albeit, as authorized) than what the user received?

This question needs to be answered taking into account the question 1 and 2, and also an overall architectural perspective. CN3 would therefore like to ask SA2 to provide an answer.

ACTION: CN3 asks CN1 and SA2 to answer those of the above questions which fall in the responsibilities of these groups.
	
	Open 

(Source : Siemens)

	
	1
	5
	S2-022232
	N3-020738
	Proposed solutions for the identification of source IP address information over the Go interface
	
	
	
	
	
	CN3 has discussed the issue on the impacts of Mobile IPv6 and SBLP identified by SA2. CN3 conclude that the support of MobileIPv6 impacts both SBLP and TFT filter settings and is thus seen as a bigger issue to handle than just Mobile Ipv6 to SBLP. Given that Mobile IPv6 is still a draft within IETF with no clear sign when it will reach RFC status and hence there are no MobileIPv6 products in the market CN3 concludes that Mobile IPv6 should be studied as a general complete solution. CN3 therefore do not object to the essence of the CR proposed by SA2 for 23.207 on the grounds of adverse interaction with Mobile IPv6. 

CN3 has also discussed the issues that CN1 has identified for the identification of source IP addresses of the non 3GPP end users, the fact that in the case where several UEs are behind a mobile router the IPv6 address prefix does not identify a specific UE and that the solution proposed by SA2 does not completely solve the misuse problem. 

CN3 has thus developed on the SA2 solution stating that the mechanism identified by SA2 is an operator option. Furthermore CN3 is of the understanding that the developments in the identification of source address within SDP has just started within the IETF. Whilst it is agreed that it is currently unclear when this SDP feature will be available, CN3 has included the ability for the PCF to use this information in the proposal put forward for CN3 specifications to enable the PCF to use this information when it becomes available.

Currently CN3 faces an administrative issue concerning the support of source address identification over the Go interface. Whilst it is agreed that this is an issue to resolve in the open items for 29.207 the stage 2 specification related to Go currently does not include the mechanism proposed. Thus the CN3 stage 3 CR concerning this issue has only been provisionally agreed within CN3 on the basis that SA2 introduces this feature in its documentation. CN3 includes the provisionally accepted CR for 29.207 and a proposed modification of the CR sent by SA2 for 23.207

ACTION: CN3 asks SA2 to consider the proposed CR to 23.207 CR 40 rev 2 for Release 5 (changes from the original SA2 CR (rev 1) are highlighted in blue). The provisionally accepted CR for CN3 specification 29.207 CR 22rev 1 (N3-020731) is attached for information.

Given the deadlines for the inclusion of this functionality for Release 5 and the need to clarify the solution in the next CN plenary in September, CN3 asks SA2 to give an official response to CN3 of the outcome of the SA2 CR to 23.207.
	
	Open

(Source: AWS)

	
	1
	5
	S2-022233
	N4-020999
	LS on use of IP as transport for the Inter-GMLC Interface
	
	
	
	
	
	TSG CN4 would like to thank GSMA SerG and TSG SA2 for their analysis and recommendations regarding the use of IP as the transport layer for the interGMLC (Lr roaming) interface, and has taken note of the requirements on the Lr interface identified by GSMA SerG and by TSG SA2.

TSG CN4 agreed on the following:

·
The protocol for the Lr interface shall be IP based

·
The protocol for the Lr interface shall be based on the MLP protocol developed by LIF for the Le interface given the high degree of commonality between the information to be transferred over the Le interface and the information to be transferred over the Lr interface

·
The MLP protocol cannot be adopted in its current status for the Lr interface, but needs minor adaptations 

·
TSG CN4 is willing to delegate the development of the protocol for the Lr interface to OMA (the successor of LIF) on condition that the protocol development is completed on time for use in Rel-6

·
TSG CN4 would like to ask OMA to report to each TSG CN plenary meeting the state of development of the protocol for the Lr interface in order to ensure that the protocol definition is completed on time for use in Rel-6.
	
	Noted

	
	1
	5
	S2-022234
	N4-021019
	LS in reply to the LS on Setting of PDP Context Identifier after inter-SGSN RAU from GTPv0-only SGSN (S2-022052)
	
	
	
	
	
	CN4 thanks SA2 for the LS on Setting of PDP Context Identifier after inter-SGSN RAU from GTPv0-only SGSN.

CN4 have discussed the interworking problem after the inter-SGSN RAU procedure when the old SGSN is a R97/R98 SGSN, and therefore supports GTPV0 only. 

CN4 is providing the following clarification for SA2 consideration.

1. What is a PDP Context Identifier used for?

For each subscriber the HLR keeps a specific PDP Context ID value, which identifies each PDP Context entry. PDP Context ID is used for various purposes. Those purposes are defined in 3GPP TS 29.002.

One example of the PDP Context Identifier usage would be case, when there is a change in GPRS subscriber data. Then the HLR shall include only the new and/or modified PDP contexts into the GPRS Subscription data IE.

2. Why PDP Context Identifier is transferred in GTPv1, but not in GTPv0 ?

Deficiency in GTPv0 results in that the old SGSN cannot pass the ‘PDP Context Identifier’ IE to the next SGSN in the SGSN Context Response message. Therefore, the next, new SGSN would get a set of PDP contexts without PDP Context IDs. 

3. What kind of problems the above discussed deficiency causes to the system?

When PDP Context IDs are missing in an SGSN, the SGSN faces the following problems:

·
‘Insert Subscriber Data’ message is received from the HLR. HLR may request certain operations on contexts with certain PDP IDs

·
Once sending the SGSN Context Response message over GTPv1, the SGSN must set a value for a PDP Context Identifier octet in each the PDP Context IE.

The latter problem is the most severe one.

4. SA2 proposal to use value 255 to indicate PDP Context Identifier is not known.

In order to overcome the deficiency, either GTPv0, or GTPv1 should be modified. There are two reasons why the changes to GTPv0 are unacceptable:

·
Adding a new IE into the PDP Context IE would make the change backward incompatible

·
Such a backward incompatible change is absolutely too late for GTPv0

Using a specific value in a GTPv1 message is a minor and fully backward compatible change.

CN4 believes that reserving a PDP Context ID value of (1111 1111)2  for the cases when SGSN fails to determine the PDP Context ID would be a reasonable solution.

CN4 has approved respective CRs to R99 (CR 330, N4-021061), Rel4 (CR 331, N4-021062) and Rel5 (CR 332, N4-021063) TS 29.060 that mandates the usage of this value. 

5. Which specifications should be clarified?

The problem is common for both types of the new SGSN:

·
When the new SGSN supports GTPv0 only, then only the received e.g. ‘Insert Subscriber Data’ message could cause problems.

·
When the new SGSN may support both GTPv0 and GTPv1, then both above identified problems would be the case.

The latter case falls under the GTPv0/GTPv1 interworking category. Therefore, CN4 believes that the solution should be defined as well in subclause 11.1.1 of the 3GPP TS 23.060, which defines “Interactions Between GTPv0 (R97) and GTPv1 (R99)”.

ACTION: CN4 kindly asks SA2 to consider the problem in regards with the GTPv0/GTPv1 interworking.
	
	Open

(Source: Nokia)

	
	1
	5
	S2-022235
	N4-021097
	LS in reply to the Response to Liaison Statement on Support of IPv6 on Iu
	
	
	
	
	
	During the discussions related to the LS (S2-022003), CN4 found preferable to transfer user data by GTP on both the Iu interface and the Gn interface with the same IP version, in accordance with S2 guidance. 

Subclause 12.7 ’Iu Interface (Iu mode)’ in the TS 23.060v5.2.0 reads:

“Two different options exist for the transport of signalling and user data over Iu: the ATM transport option and the IP transport option. The different protocol stacks applicable to the Iu interface are described in 3GPP TS 25.412 for the control plane and 3GPP TS 25.414 for the user plane.”

RAN3 decision to mandate IPv6 on all new interfaces in the RAN is reflected in the subclause 6.1.3 ‘IP Transport Option’ in the TS 25.414v5.1.0, which reads:

“An IP RNC/CN-node shall support IPv6. The support of IPv4 is optional.

NOTE:
This does not preclude single implementation and use of IPv4.

IP dual stack support is recommended for the potential transition period from IPv4 to IPv6 in the transport network.”

That is, an RNC IP address shall be of IPv6 type, and only optionally of IPv4 type.

Subclause 14.11.1 ‘GSN Address’ in the TS 23.060v5.2.0 reads:

“Each SGSN and GGSN shall have one or more IP addresses of type IPv4, and optionally of type IPv6, for inter-communication over the backbone network. When an SGSN or a GGSN supports IPv6 in the backbone network, then it shall also support IPv4.”

That is, a GSN IP address shall be of IPv4 type, and only optionally of IPv6 type. That obviously is the opposite priority, than an RNC has. 

The LS in S2-022003 reads:

“When IPv6 is supported in the backbone network, then IPv4 shall also be supported. The problem and arguments in this respect are equally applicable to the Iu interface where RNCs of different releases, and hence with different IP version capabilities, may have to communicate with each other. As a consequence, SA2 agreed that when the IP transport option is used on Iu, then IPv4 and IPv6 shall be supported.

Hence, the deployment of IPv6 makes the dual stack support mandatory.

CN4 kindly asks SA2 to confirm the following is current S2 understanding after reading the LS (S2-022003),

1) when ATM transport option is used, V4 is mandatory and V6 shall be optional

2) when IP transport option is used dual stack is mandatory.

ACTIONS: CN4 kindly asks SA2 to consider the questions for clarification above, so that we can update GTP specification accordingly to a clearer understanding of S2 views.
	
	Open 

(Source: Nokia)

	
	1
	5
	S2-022236
	N4-021098
	LS on Shared Networks
	
	
	
	
	
	CN4 confirm that the RAN3 assumption (below) is correct:

“The understanding in TSG RAN WG3 is that the underlying assumption in TSG CN WG4 is that all the Subscriber Access Information (for instance, to which SNA the Subscriber is allowed to access) is located in the Anchor MSC and, during a Handover in CS Domain involving 2 MSCs, it is passed over to the Non-Anchor MSC over the E-interface.”

In response to the action for CN4 outlined in LS S2-022054 and LS R3-021816 asking for modifications of the relevant TS’s, CN4 could unfortunately not agree on a single solution to transport the SNA Access Information from anchor MSC to non anchor MSC for an inter-MSC Handover.

The discussion point has been whether the SNA Access Information should be transferred from anchor MSC to non anchor MSC as MAP parameter of the MAP operation Prepare Handover, or as a BSSMAP parameter to be carried in the BSSMAP Handover Request message encapsulated in the MAP operation Prepare Handover for the Inter MSC GSM to GSM, UMTS to GSM and GSM to UMTS Handover.

The majority view expressed at CN4 was that the transport at BSSMAP level is preferred, but this preference needs to be confirmed by GERAN. 

The first alternative solution, transport at MAP level, can be completed by modifications to only CN4 specifications. The second alternative solution, transport at BSSMAP level, requires modifications to CN4 specifications and to specifications in the remit of GERAN. However, in the wish to provide a solution in the required time frame, CN4 has agreed to produce two sets of CR’s to the relevant specifications.

It’s CN4 assessment that no further work is necessary on CN4 specifications.
	
	Noted

	
	1
	5
	S2-022237
	N4-021107
	LS on Subscribed Media Parameter
	
	
	
	
	
	CN4 has specified the Core Network Service Authorisation parameter, stored in the HSS, which identifies the media subscribed by a subscriber. This parameter can contain several instances of Subscribed Media. It is part of the subscriber data transferred from HSS to S-CSCF.

An instance of Subscribed Media is defined by the four following parameters, which are available in the SDP part of the SIP message:

-
Media: type of the media (corresponds to the "m" parameter of the SDP field).

-
Direction-tag: down link, up link or both (included in the "a" parameter of the SDP field).

-
Codec: list of codecs authorised for this media (included in the "a" parameter of the SDP field).

· MaxBandwidth: maximum bandwidth authorized for the media (corresponds to the "b" parameter of the SDP field).

Note that only the media type is mandatory and that the three other parameters are optional.

The CN4 meeting understanding regarding the check done by the S-CSCF is the following:

1/ the S-CSCF checks incoming or outgoing SIP messages based on subscription information. Therefore the subscribed medias shall be downloaded from the HSS.

2/ The S-CSCF compares the SDP parameters of the request with the ones of the profile. If any SDP parameter doesn't match the criteria, the S-CSCF can remove it from the SDP field (e.g. if there is several instances of codec for the same media) or the media itself.

Our assumption is based on the stage 2 and stage 3 specifications, and especially on the TS 24.229, chapter 6 "Application usage of SDP".

ACTION: CN4 kindly ask SA2 to handle the following actions:

1/ Validate the CN4 understanding that S-CSCF needs to receive from the HSS the above mentioned parameters (i.e. media type, direction, codec(s) and bandwidth).

2/ Update, if needed, the TS 23.228 in order to reflect the check done by the S-CSCF.

3/ Identify any need to correlate the subscribed QoS parameter of the PS subscriber profile stored in the HLR and the Subscribed Medias of the IMS profile stored in the HSS.
	
	Open

(Source: Orange)

	
	1
	5
	S2-022238
	N5-020564
	LS back to SA1 and SA2 on enhanced user privacy and new security requirements for LCS.
	
	
	
	
	
	After looking into the security and privacy aspects of the TS22.071 and the further items put forward between SA3 and SA1, CN5 believes that OSA already today is able to satisfy most of the aspects:

1. Client Authentication. Before Clients get access to Servers (Service Capability Features), authentication needs to take place between Clients and the OSA Framework. The OSA authentication mechanisms recently have been reviewed by SA3 and CN5 made improvements based on SA3’s suggestions.

2. Client and Requestor Authorisation. Once Clients are authenticated, they can request to instantiate a Service Capability Feature (e.g. User Location or Presence and Availability Management). The OSA Framework will then contact the Service Capability Server and also forward the necessary Service Level Agreement data. In this Service Level Agreement data it could for instance be specified that the client is only allowed to query locations of specific subscribers, or that only specific requestors are authorised to request locations of specific users. The SCS then instantiates an SCF instance specifically for the client. During runtime this SCF instance will check that all Service Level Agreement aspects are guaranteed.

3. Privacy control. The Presence and Availability Management SCF (see TS29.198-14, v5.0.0) furthermore also allows subscribers to set their preferences. This could include information about which requestors are allowed to obtain presence and availability information about the subscriber.

However, we suggest that according to the workflow, SA1 (OSA adhoc) further studies whether new requirements on OSA are needed in order to fullfill all aspects related to security and privacy for LCS. Of course, CN5 is happy to assist SA1 in this matter.
	
	Forward to LCS

	
	1
	5
	S2-022239
	N5-020565
	LS- on Joint Meeting SA5/CN5/T2 on MMS charging
	
	
	
	
	
	CN5 believe that the solutions CN5 is and has been working on, play a role to provide Value Added Service Provider (VASP) solutions for MMS: CN5 is responsible for the stage 3 of the OSA APIs and within the solution set they have support for authentication, authorisation, messaging and content based charging.

Therefore, in case discussions around cases as described above are within the current scope of the joint session at the SA5#30 meeting, OSA experts from CN5 are happy to participate in this session. If this is not within the scope of the joint session at the SA5#30 meeting, CN5 proposes that another joint session on VASP solutions for MMS will be organised in the timeframe around September. CN5 is furthermore willing to organise such a session
	
	Noted

	
	1
	5
	S2-022240
	R2-021741
	LS on SIP Signalling requirements
	
	
	
	
	
	Following a request from SA2, RAN2 has discussed the support for SIP signalling when specifying the RABs for IMS calls. The question was whether the existing QoS attributes were sufficient or not.

Several companies expressed their opinion that the existing QoS attributes are not sufficient for SIP signalling. It was assumed that the SIP signalling would use the Interactive Class with some additional attribute(s). The additional attribute(s) would be generically indicating that a signalling QoS is required (i.e. low bit rate and highly reliable).

Since no consensus could be reached on the actual attribute(s), RAN2 would like to ask RAN3 to investigate the additional attribute(s) required and to reply directly to SA2.
	
	Noted

S2-022243 from RAN3 is on the same topic.

	
	1
	5
	S2-022241
	R2-021749
	LS on requirements to receive MBMS broadcasts.
	
	
	
	
	
	During RAN WG2 #30 the MBMS availability requirement contained in 22.146 v5.2.0 was debated. In particular, it was discussed whether it was appropriate that protocol states (i.e.PMM idle) were included into a high-level service requirement.

In 23.846 v0.5.1 states that "It shall be possible for UE's to receive MBMS when the terminal is attached". RAN WG2 would like SA2 to clarify this requirement so that RAN WG2 can define the resulting requirements on the RAN.

Also, what would be the reason to mandate support for PMM Idle, e.g. as opposed to PMM-connected – RRC URA_PCH or RRC CELL_PCH? Was the intention to speak of mobiles with no PtP activity, or explicitly of PMM-Idle i.e. exclude architectures only based on PMM-connected state? In the latter case, clarification would be welcome on what aspects of PMM-Idle are foreseen as necessary.

ACTION: RAN2 asks SA2 group to:

·
Clarify what SA2 means by the requirement to receive MBMS when the terminal is attached.
	
	Forward to MBMS

	
	1
	5
	S2-022242
	R3-021813
	Liaison on “Maximum and Minimum IP Packet Size” for REL-4 and REL-5
	
	
	
	
	
	Copied to SA2.

Question: What is the maximum size of IP-packets guaranteed to be transported by the RAN/GERAN and CN? 

The size limitation is two-fold: possible limitation over Iu-ps, and possible limitation over Iur/Iub.

Iu-ps interface:

IP fragmentation at lower TNL IP layer is not recommended at least with IPv4 because it deteriorates router performances and this may have an impact on transfer delay.  With that assumption, the size of IP packets over the Iu-ps interface is limited by e.g. Ethernet at L2, where the MTU is 1500 bytes. The MTU for IPv6 is also limited to 1500 bytes according to RFC2460.

The overheads introduced by lower layers i.e. GTP/UDP/lower-IP are shown below for the worst case:

-
GTP main header = 12 octets

-
GTP extension headers can be added to the main GTP header and chained together. The length of the GTP Extension header is a variable length of 4 octets. The only extension header used with data transfer over Iu in UMTS is PDCP PDU Number = 4 octets. The other extension headers (Suspend Request and Suspend Response are used with GSM/GERAN). 

-
UDP header: 8 octets

-
IPv4 lower layer header: 20 octets (without optional Ipv4 fields)

-
IPv6 lower layer header: 40 octets (without optional Ipv6 Headers)

Total maximum additional header over Iu-ps is 12 + 4 + 8 + 40 = 64 octets without the inclusion of upper IP headers. The MTU at upper IP layer (header included) is therefore 1500 - 64 = 1436 octets.

A safe value would be 1400 octets.

Iur/Iub interfaces

There seems to be no limitations to PDCP SDUs  neither to RLC SDUs, but this needs to be confirmed by RAN2.
	
	Noted.

	
	1
	5
	S2-022243
	R3-021815
	LS on Requirement to support IMS signalling in UTRAN
	
	
	
	
	
	In the last two RAN3 meetings (RAN3#29 and RAN3#30) some companies have raised their concerns whether the current information provided by CN node to RAN node is enough to support IMS signalling with appropriate QoS. Another concern was whether the current mechanisms in UTRAN are enough to support IMS services (e.g. the possibility to have several RABs linked to the RAB carrying IMS signalling connection). 

ACTION: RAN3 asks SA2 to clarify the requirements for IMS signalling in UTRAN in terms of QoS and whether SA2 sees RAB linking necessary. To avoid a long communication via LSes, RAN3 would be glad to be informed if the existing QoS attributes for RAB provided via RANAP to RNC are sufficient to support IMS signalling in a proper way and if additional information should be added to RAB.
	
	Open

(Source: Nokia)

	
	1
	5
	S2-022244
	R3-021816
	LS on Shared Networks – Outcome of RAN3 #30
	
	
	
	
	
	The following agreements have been reached on Shared Networks in RAN3 #30:

-
The Shared Network solution will be based on the SNA concept.

-
The solution will allow LAs to be in several SNAs (also known as Overlapping SNAs).

-
The solution will use only PLMN-specific SNAs (Universal SNAs are for further study).

-
The solution will make use of Information Exchange procedures over Iu (similar to those defined for Rel-4 over Iur) to allow the MSC/VLR to provide the RNC with the SNA definitions for the locally known LAs (either from cells controlled by the RNC or from directly neighbouring cells).

The solution is described in detail in the attached TR R3.012, see Sections 6.6 and 6.8. 

TSG RAN WG3 has started the work on drafting the CRs to 25.401, 25.423 and 25.413, in order to have them ready for approval at RAN #17. 

ACTION: Based on the above agreement and the information in the attached TR, decide on the need for CRs for TSses within the scope of your WG required for the proper introduction of Shared Networks in Connected Mode for Release 5 specifications.
	
	Open

(Source: Ericsson)

	
	1
	5
	S2-022245
	S1-021195
	Liaison Statement on draft Push stage 1 for information
	
	
	
	
	
	SA1 provide the current draft of the Push stage 1 [TS 22.174 v1.0.0] for the information to the SA and, at the same time, for some other working groups as well. 

ACTION: SA1 is please to provide a copy of the draft Push stage 1 for your information. SA1 does not request any action at this time. SA1 will be please to receive any comments, should the group wish to provide them to SA1
	
	Noted

	
	1
	5
	S2-022246
	S1-021207
	Response to Liaison Statement on GUP Work Item Description and DDF
	
	
	
	
	
	
	
	Handled in SA2#25 as S2-021860.

	
	1
	5
	S2-022247
	S1-021209
	Reply to Liaison Statement on GUP work progress
	
	
	
	
	
	
	
	Handled in SA2#25 as S2-021861.

	
	1
	5
	S2-022248
	S1-021497
	Clarification of privacy requirements
	
	
	
	
	
	SA1 LCS has considered the SA2 LS on handling of privacy checks for Network Induced Location Requests (NI-LR) and concluded the following.

All LRs shall be done with a privacy check except for the following:

- LRs relating to lawful interception

- LRs from the serving network related to anonymous tracking for statistical and O&M purposes

- LRs from the home network as requested by the home network operator for its own internal purposes

- LRs related to emergency calls

SA1 asks SA2 and Serg to comment on the above.
	
	Forward to LCS

	
	1
	5
	S2-022249
	S1-021508
	Reply to LS on LBS scenarios
	
	
	
	
	
	TSG-SA1 thank GSMA SerG LBS subgroup for their “LS to 3GPP SA1, 3GPP SA2 and LIF on LBS Scenarios”. SA1 also thanks SA2 for its reply to GSMA Serg LBS.

The 3GPP LCS Stage 1 specification (TS 22.071 Rel-6) will satisfy the privacy requirements of the LBS scenarios. SA1 LCS sub-working group has agreed CRs to enhance TS 22.071 Rel-6 to include anonymity requirements for LCS requestor and target UE. These are in documents S1-021490 and S1-021493, which are pending approval by 3GPP.

SA1 is thinking about broadening the scope of 3GPP privacy requirements possibly beyond LCS to enable more generic support for subscriber privacy in mobile services.
	
	Forward to LCS

	
	1
	5
	S2-022250
	S1-021534
	Response to LS on accuracy classes
	
	
	
	
	
	Copied to SA2.

SA1 thank SerG for the information provided regarding accuracy classes in document.

SA1 shares the opinion of SerG on dangers deriving from the definition of accuracy classes as a function only of the terminal. SA1 is also of the opinion that it is important to guarantee that conformance tests are defined for positioning technologies so that there is a reasonable level of confidence that terminals from different manufacturers yield roughly the same accuracy if presented with the same initial conditions. 

Concerning the following excerpt from your reply:

“However, when the application requests a location measurement we would like to have the option to specify the actual accuracy required and to receive from the location server the accuracy delivered. The individual operator can then choose how to use this information and how it should be presented to the end user.”

SA1 would like to know if it is the understanding of SerG that such options require further standardisation efforts in 3GPP, or should be left to the operators (and possibly terminal manufacturers) to devise proprietary solutions. In the mean time SA1 is considering what the impact on the LCS stage 1 specification would be.
	
	Forward to LCS

	
	1
	5
	S2-022251
	S3-020403
	Reply LS on Push Security
	
	
	
	
	
	Copied to SA2.

SA3 have performed a review of the new version (22.174v0.7.1) and have included some revision-marked comments. It should be noted that SA3’s comments are based on the current definition of Push Service contained in the Stage 1 document. If any further changes are made to this definition then SA3 would like the opportunity to review the document again and provide new comments. Furthermore, SA3 would like to indicate that some security concerns might not become apparent until the architecture for the Push Service is further elaborated. Therefore it is requested that SA3 are kept involved during the definition of the Push Service in SA1 and SA2.
	
	Noted

	
	1
	5
	S2-022252
	S3-020445
	Security aspects of A/Gb evolution
	
	
	
	
	
	Copied to SA2.

On the question of whether LLC ciphering for Gb mode GERAN may be moved to the access network, SA3 have agreed that it is acceptable to move ciphering to the BSC based on the principle that it was deemed acceptable to move PS ciphering to the BSC for Iu mode GERAN and to the RNC for Iu mode UTRAN.

Regarding the other possibilities for upgrading security for A/Gb mode GERAN, SA3 have concluded that it is desirable to upgrade security towards the level provided in Iu mode GERAN and Iu mode UTRAN. However, it is recognized that some compromises may need to be made based on the feasibility of the various upgrade options.

SA3 would like to provide some guidelines on the relative priorities of the various options for upgrading security to use as part of the feasibility study in GERAN. Unfortunately it was not possible to prepare these guidelines at SA3#24. Furthermore, SA3 do not have a meeting scheduled prior to GERAN#11 when it is understood that the feasibility study is to be finalized. Therefore, SA3 have agreed to conduct an email discussion, in which participation from GERAN experts is welcomed, with the aim of providing input to GERAN#11. The official SA3 position on A/Gb mode security upgrade options will then be confirmed at the next SA3 meeting in October.

The email discussion will start on 15 July 2002 on the SA3 e-mail list. 
	
	Noted

S2-021995 (Gb/A interface feasibility study) is pending from the previous meeting. 

	
	1
	5
	S2-022253
	S3-020447
	LS on architecture and requirements for subscriber certificates
	
	
	
	
	
	SA3 thanks both SA2 and T2 for their reply LSs and their effort on identifying potential use cases for subscriber certificates. 

SA3 is currently working on the following open issues under this work item:

1.
Further elaboration of different usage cases and, in particular, the need of so-called “proof of possession” property in each case;

2.
Compatibility with PKI solutions developed in other relevant standard fora, e.g. MCOM of ETSI, WAP Forum and IETF;

3.
Comparison with conventional “global PKI” approach;

4.
Implications on Lawful Interception;

5.
Review of different architectural solutions to support issuing of certificates;

6.
Trust issues; in particular, issues related to business relationships and resolution of disputes.

SA3 will inform SA1, SA2 and T2 about conclusions on these issues.

The following answers are provided for the specific questions asked by SA2:

1. Justification of the proposal to request the subscriber certificate via the link specific access (e.g. SGSN) instead of choosing access independent method (e.g. based on IP) for requesting subscriber certificates.
Answer:   Related to the issue 5 above, SA3 has discussed four alternatives on how to connect cellular network to the Certification Authority (CA): 

-
from SGSN

-
from GGSN

-
from IMS

-
from a new “gateway” type element.

The proposal to choose the first alternative was presented earlier because then the procedure of issuing certificates can be integrity protected in a straightforward manner. However, SA3 acknowledges that similar level of protection may be achieved also in the other cases. Furthermore, other aspects such as the possibility to issue certificates by an access independent method have to be taken into account when final decision is made. SA3 kindly asks help from SA2 in this matter also in the future.

2.
How roaming subscribers could be supported?

A: This question relates to study item 6 in the list above. Clearly, the technical solution depends on the selection between different architecture options. Also, SA3 is looking for advice from SA1 on the issue highlighted by SA2 in their LS to SA1 and SA3.

3.
Security requirements related to the issuing and usage of subscriber certificates.

A: The certificate request/response messages must be authenticated and integrity-protected. The protection mechanisms for these request/response messages shall, where desirable, utilize the 3GPP security architecture. Further requirements may be defined as the result of the work on the areas listed above.
	
	Noted.

	
	1
	5
	S2-022254
	S3-020449
	Response to Liaison statement on the MBMS security
	
	
	
	
	
	SA3 understands that the design of a security architecture for MBMS is a very complex issue that requires a thorough analysis. SA3 have defined a Work Item to cover the topic of MBMS security (see attached Work Item Description as agreed at the SA3#24 meeting). This Work Item will result in a new TS 33.xyz to describe the MBMS security architecture.

SA3 cannot therefore give definitive answers at this stage to the list of questions asked in SA2's liaison but these questions are being considered by SA3. Initial discussions have also shown that requirements for Lawful Interception need to be considered, which will be done in cooperation with the SA3 LI subgroup.
	
	Forward to MBMS

	
	1
	5
	S2-022255
	S3-020452
	LS on 3GPP System to WLAN Inter working architecture (TR 23.934)
	
	
	
	
	
	SA3 now have a Work Item on WLAN interworking and will be considering the security aspects in more detail at the next meeting. SA3 will take the responsibility for the specification of the security aspects of WLAN interworking.

However, TR 23.934 V 0.3.0 was briefly reviewed at the SA3#24 meeting in Helsinki, and SA3 would like to make the following comments: 

1.
Which of the scenarios, as defined in the SA1 Feasibility study, does the TR apply to, and what are timescales for the completion of the architecture work for the other scenarios?

2.
SA3 believe that an important requirement will be to state that the level of security protection shall be equivalent to that specified for UTRAN

3.
Are the AP and Access Server implemented in the same node?   If these can be separated, what is the protocol used between them? 

4.
The authentication methods described seem to rule out the use of an application layer user authentication mechanism, using the 2G/3G Network, such as SMS of credentials to the user - is this intentional ?

5.
Is it intended that the solution can be used across Bluetooth and Hiperlan bearers?

6.
Care is needed with the use of the term UE e.g. the UE (potentially equipped with UICC card) in section 6.1.1.3 as it is SA3 understanding that the definition of UE includes the UICC.

7.
SA3 will use the material in the TR as the basis for their TS on Wireless Local Area Network (WLAN) Interworking Security and a draft is attached together with a copy of the WID for the SA3 security work.
	
	Forward to WLAN

	
	1
	5
	S2-022256
	S4-020445
	Liaison Statement on Interworking of AMR-WB with G.722.2
	
	
	
	
	
	SA1 response clarifies quite well that no transcoding is required between AMR-WB and other WB speech codecs such as G.722 and G.722.1.

It is furthermore assumed that “G.722.2: no transcoding is needed for interworking since G.722.2 reuses the AMR-WB speech coding algorithm”. This assumption was correct as long as the telephony application that uses AMR-WB standard for speech coding includes all the codec modes that it specifies. Recently SA and GERAN have agreed upon reducing the set of possible ACS (Active Codec Set) configurations for WB telephony services.

This increases the risk of the need for transcoding between G.722.2 and AMR-WB based telephony service in UMTS and GSM networks. This risk is still difficult to evaluate since to our knowledge there’s no WB telephony service in the fix network, based on G.722.2, defined yet.

Actions to SA1, SA2, CN4, GERAN:

To not discard, yet, in their assumptions the need for transcoding in WB speech telephony services.
	
	Noted

	
	1
	5
	S2-022257
	S4-020478
	Response LS to “Liaison statement on DTMF”
	
	
	
	
	
	SA4 ask CN1 to clarify the scenario considered for which the transport of DTMF digits is necessary from IMS terminals to the IM Sub-system and not to other IMS terminals. 

SA4 assumed that the scenario is the following: an IMS terminal is in call with an interactive server located in the PSTN. In that case the IMS part of the call terminates in a gateway that is the interface between the IMS and the PSTN. This Gateway has to perform transcoding of the speech and insertion of the DTMF in speech signal. The DTMF tones (including the necessary pauses) must replace the speech signal in order to allow legacy DTMF receivers to work properly.

If the scenario SA4 assumed is correct, then the following comments have to be taken into account by CN1:

1) If DTMF digits are replacing speech frames in the RTP stream (one RTP stream):

·
Impact on the Gateway: the gateway detects DTMF packets and reconstructs the DTMF tones that will replace the speech signal, regardless whether speech packets were received or not. 

·
Impacts on DTMF transparency: RAN2 indicates in their response (R2-020795) that the RNC will not be able to discriminate speech and DTMF on the radio and consequently, QoS level will be identical for speech and DTMF. One solution for better QoS for DTMF is to use Channel coding in the DTMF payload as well as repetition of the RTP packets to account for IP and UDP header errors.

·
Impacts on SA4 specifications: a new DTMF payload has to be introduced in 3GPP specifications. A generic solution is preferred to a solution for each speech codec (i.e. no changes to TS 26.101).

2) If a separate RTP stream is used for DTMF digits:

·
Impact on the Gateway: the gateway detects DTMF packets and reconstructs the DTMF tones in place of the speech. See above.

·
Impacts on DTMF transparency: depends on the mapping over PDP contexts: 

o
Mapping the 2 RTP streams onto one PDP context: on one hand it may save some resources in the network. On the other hand as it will not be possible to setup a different QoS for speech and DTMF digits. Transparency is unlikely to be guaranteed.

o
Mapping the RTP streams onto separate PDP contexts: despite several drawbacks identified by CN1 in their discussions, the main advantage to this is the possibility to guarantee the DTMF transparency by using different QoS parameters. 

·
Impacts on SA4 specifications: This solution would be generic and not require changes to any codec defined in SA4 specifications. The impact is foreseen to be small.

Finally, out of the 4 questions asked by CN1, the one that is within SA4 scope of work is the following: “Will changes be required to TS 26.101 to define a new AMR frame type be needed to indicate DTMF in order to work with Unequal Error Protection?”. SA4 is reluctant to support a non generic solution that requires changes for every single codec. Furthermore it is believed that DTMF tones need a different QoS than speech (see above). Some more information is needed to conclude on the impacts on SA4 specifications.
	
	Noted

	
	1
	5
	S2-022258
	S4-020482
	Liaison Statement on QoS parameters Maximum bit rate/Guaranteed bit rate
	
	
	
	
	
	A CR (S4-02401) has been presented during SA4 #22 on the TS 26.102 “AMR speech codec; Interface to Iu, Uu and Nb;” which introduces the following text:

“When the MSC requests for a RAB to be assigned, it shall always define the one speech mode SDU with the lowest rate in the selected active codec set and the SCR SDU (SID) as non-rate-controllable. Other potential SDU formats for higher speech rates shall be defined as rate controllable. The lowest speech mode therefore defines the guaranteed bit rate for maximum rate control.”

During the discussion two points of view were expressed, one interpreting the guaranteed bit rate, in the context of the UMTS AMR, as being the highest codec mode and the other one at the opposite as being the lowest codec rate. The second interpretation seems to be the right one according to the 3GPP specifications (TS 23.107 & TS 25.413).

Concerns are expressed regarding the variation of QoS, especially in term of FER and delay, that can appear when switching from one codec mode to the other one if at least one of these two does not correspond to the guaranteed bit rate.

SA4 believes that the same QoS should be guaranteed for all the speech RABs as described in the TS 26.102. If this QoS cannot be either maintained any longer or provided for one of these RABs this shall be then notified to the NAS application (e.g. AMR codec) by the Rate Control request as soon as possible. As response to the RC request the application shall lower as soon as possible its source bit-rate to the highest allowed rate (Maximum Rate Control). This behaviour is similar to GERAN link adaptation for AMR.

ACTION: To confirm that in the current context of UMTS AMR the guaranteed bit rate corresponds to the lowest speech codec mode of the AMR ACS (Active Codec Set).
	
	Open

(Source: Nortel)

	
	1
	5
	S2-022259
	S4-020484
	Draft Working Item Description PSS Rel-6 and LS response to LS pon PSS
	
	
	
	
	
	A new Draft Work Item description for PSS in Rel-6 is sent to with this LS.  SA4 wants to finalize the PSS Rel-6 WID at SA4#23 30.9-4.10. and ask for comments before this date.

2. Answer to SA2 comments

SA4 recognize SA2's responsibility for architectural aspects of the streaming service.  SA4 furthermore welcomes the efforts done by SA2 to coordinate the architectural requirements regarding PSS between the other features in Rel-6. SA4 is looking forward to a close co-operation with SA2 on the architectural aspects of streaming

The answers to the questions in the SA2 answer follow:

Q1. Is the “rough prioritization order” only made with respect to the work that SA4 has to carry out for R6 or is it also intended to cover the corresponding work to be done in other 3GPP working groups?

The “rough prioritization order” is the SA4 prioritization order. It is not meant to cover the 3GPP overall prioritization or the prioritization done in other groups.

Q2.  What aspects are included in the “pre-transport adaptation”?

SA4 hopes that the new Draft WID for PSS Rel-6 is clearer in this respect. “Pre-transport adaptation” refers to service adaptation due to capability exchange and/or user preferences. 

Q3. What is the scope of the “PSS QoS Metrics” and “Implications of IPv6” items?

“PSS QoS Metrics” is renamed “Real time monitoring of application level QoS” in the Draft WID for PSS Rel-6.  Stream quality is inherently difficult to quantify, and is influenced by many factors such as network conditions, codecs, terminal capabilities, and the perception of the end-user. Despite this complexity, a great deal can be discovered from simple standardized performance data collected in the terminal that could be used for stream quality analysis regardless of the terminal or server platform.  Its usage is not defined as this is an operator issue and is beyond the scope of standardization but principally it would be utilized for gauging customer satisfaction and network performance in delivering streaming services.

“Implications of IPv6” is removed from the Draft WID for PSS Rel-6. The intention of that bullet point was more of ordinary release maintenance. There is a risk that the protocols and formats used in PSS Rel-4 and Rel-5 are not IPv6 “clean”. The intention is to make them so, but SA4 does not regard this as being a part of the new WID. 

Answer to SA5 comments: Charging is now added to the Draft WID for PSS Rel-6. (See S2-022261 on the same subject.)

ACTION: To review the attached draft WID and provide comments, if any.
	
	Open

(Source: Ericsson)

	
	1
	5
	S2-022260
	S4-020486
	Updated response to LS (N3-020119, S4-020198) on Procedure for specifying UMTS QoS Parameters per Application (R2-020793)
	
	
	
	
	
	Copied to SA2.

Q1. What are the Guaranteed Bit Rate which is recommended to be used in the tests for both type of application (streaming and conversational)?

It is not possible to give a firm answer on the question on guaranteed bitrate for streaming applications but an indication is that up to 50-56 kbit/s user data on a 64 kbit /s bearer (as described in TS 34.108, Rel99) seems reasonable. However the exact number is depending on the implementation strategy in UTRAN and radio environment.  The “up to 50-56 kbit/s” user data can be used for a single media (video or audio) or for joint transport of more than one media type.  Higher bitrates as well as combinations of more then one streaming bearer are also under consideration in SA4 (but then new streaming bearers, and combinations of them, needs to be introduced in TS 34.108). Use cases with detailed bearer requirements will be described in the technical re-port TR 26.937. The aim is to distribute a draft version of TR 26.937 after SA4#23 (30.9-4.10 2002).

SA4 is not ready to give an answer about guaranteed bitrate for Conversational applications yet.

Q3. When does SA4 intend to remove the remaining TBC?

The table in Annex J of TS 26.234 is modified and all TBCs are removed. Please, check the table.  More work is needed for the conversational application and an updated response could be expected after SA4#23.  

Q4. Is there a need to test these applications with and/or without simultaneous interactive bearer to transport associated SIP signaling?

The combination of a streaming bearer and an interactive bearer is a very important test case. Streaming does not use SIP signaling, but the interactive bearer will be used for RTSP signaling as well as transport of some media types like SVG and MIDI. However it is also possible to use a single streaming bearer to transport all parts of a presentation. Both possibilities should thus be seen as important and tested. 

The signaling part of the conversational application is handled by SA2. However SA4 assumes that the use of SIP signaling, over a suitable bearer, in combination with the conversational bearer is an important use case. SA2 should be able to inform if the architecture allows SIP signaling, and other non-conversational data, over the conversational bearer.

Annex J from TS 26.234 gives recommendation for the mapping rules needed by the PSS applications to request the appropriate QoS from the UMTS network (see Table J.1).
	
	Noted

	
	1
	5
	S2-022261
	S5-024235
	LS reply on Packet Switched Streaming (PSS) in Rel-6 Work Programme
	
	
	
	
	
	SA5 asks SA4 to include Charging as an affected function for the proposed features in PSS WID for Rel-6.
	
	Noted

	
	1
	5
	S2-022262
	S5-024238
	LS reply to "Distribution of IMS Charging ID (ICID) from PCF/P-CSCF to GGSN"
	
	
	
	
	
	SA5 further provide answers to the questions raised by CN3:

1.
The format of ICID is specified to be an OCTET STRING.  The ICID is made up of a 32-bit running count, followed by the IP-address of the node that generates the ICID. (Details of encoding and ordering of the octets can be found in the attachment/will be provided after next SA5-meeting)

2.
ICID is needed in the post-processing of GPRS CDRs in order to perform pre-sorting of GPRS CDRs belonging to the same IMS session. For this purpose it is not sufficient to mark the GPRS CDRs with a simple flag when the Go-interface has been used. 

3.
SA5 is aware of the discussions related to multiplexing of several IMS sessions on one PSP context. However, it is SA5’s understanding that according to lately approved CRs in SA2, multiple IMS sessions for one PDP context should not be allowed; at least not in Rel-5.

Please note that the current specification of ICID supports both IPv4 and IPv6, but SA5 requests guidance whether or not the support of IPv4 in IMS is required. Specifications TS 23.221 (only IPv6 supported) and TS 24.229 (both IPv4 and IPv6 supported) seem to be contradicting on this issue.

ACTION: SA5 kindly requests clarification whether or not the support of IPv4 in IMS, particularly for the ICID, is required.
	
	Open

(Source: Ericsson)

	
	1
	5
	S2-022263
	S5-024245
	LS on inclusion of CCF/ECF addresses on Sh interface
	
	
	
	
	
	Copied to SA2.

See S2-022229.
	
	Noted

	
	1
	5
	S2-022265
	ITU-R
	LS on the proposed Revision of Rec. ITU-R M.1079 on QoS currently under discussion within ITU-R WP8F.
	
	
	
	
	
	At the last meeting of ITU-R WP 8F input were received toward the Revision of Recommendation ITU-R M.1079 (‘Performance and quality of service requirements for IMT-2000’). As a result, a preliminary Draft Revision of the Recommendation was developed (and it is attached to the LS as Annex 1). In addition, it was decided to carry forward other input material to the next meeting of ITU-R WP 8F (Geneva, 25th September - 2nd October 2002); this material is contained in Annex 2.

Since Recommendation ITU-R M.1079 was originally developed also taking into account some relevant sections of TS22.105 and TS23.107, 3GPP was required to comment on the current activities within ITU-R WP8F toward the Revision of this Recommendation.

ITU-R Ad Hoc bring this issue to the attention of SA1 and SA2, since they have technical responsibility on these topics. SA1 and SA2 are kindly invited to send back any relevant comment to ITU-R Ad Hoc who will compile a draft proposed response to be submitted for approval to TSG RAN and TSG SA in September for subsequent submission to the next meeting of ITU-R WP 8F, when the Revision of Recommendation ITU-R M.2079 is expected to be finalised.
	
	Open

(Source: ITU-R Ad-hoc contact person, TILAB)
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