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1. Introduction

In the last SA2 presence drafting meeting an open item list was conducted to find out items to be covered before stage 2 can be considered complete. One important item, namely watcher information was forgot from the list. This contribution presents the need for watcher information and proposes a modification to the TS 23.141 to cover watcher related information. 

2. Watcher Information

Current 3GPP TS 23.141 mentions the watcher information only in the informative part. However, it is necessary for the presentity to be able to know who has fetched, has subscriber or is currently subscribing his presence information. The watcher information is needed by presentity to be able to have a full control of his presence information. Following actions need to be supported:

· Presentity shall be able fetch history of the watcher(s) including the public ID(s) of the watcher(s). The history information shall also contain the time of fetch or length of subscription. The presentity shall be able to request the length of the history information but IMS service provider shall be able to define the maximum time period over which history information is collected and stored.

· Presentity shall be able to subscribe the watcher information. The subscription enables the presentity to be notified every time there is a change in the watcher information. Presentity shall also be able to define filters for watcher information to limit the amount of possible notifications.  IMS service provider shall be able to apply local policies when notifications to watcher information subscribers should be sent.

· Presentity shall be able to filter the wather information e.g. to enable only subscription of defined watchers.

3. Proposed changes

4.2

Reference points

4.2.1
Reference point Presence User Agent – Presence Server (Peu)

This interface shall allow a presentity’s presence information to be supplied to the Presence Server. [3] provides guidelines for such an interface. The transport on this interface shall not impose any limitations on the size of the presence information.

Peu shall provide mechanisms for the Presence User Agent to manage access rules.  

Peu shall provide mechanisms for the Presence User Agent to supply only a certain subset of the presentity's presence information to the Presence Server. It shall also be possible for the Presence User Agent to supply the complete presence document over Peu.
Peu shall provide mechanisms for the Presence User Agent to request and obtain watcher information. 
In order to provide all the functionalities required on this interface, a combination of multiple protocols may be used.
5 Functional Entities To Support Presence Service

Editors note: This chapter describes the Presence Service specific functionalities of existing network elements and possible new network elements.

5.1 Presence Server

The Presence Server resides in the presentity's home network.

The Presence Server shall manage presence information that is uploaded by the Presence User/Network/External agents, and is responsible for combining the presence-related information for a certain presentity from the information it receives from multiple sources into a single presence document. 

The mechanisms of combining the presence related information will be defined based on presence attributes, and according to certain policy defined in the Presence Server. The Presence Server is not required to interpret all information, the information that the Presence Server is not able to interpret shall be handled in a transparent manner.
The Presence Server shall also allow users to fetch and subscribe for receiving either the full set of presence information of a presentity, or only certain tuples within. The Presence Server shall be able to generate partial notifications to a watcher, these partial notifications only contain those tuples of the presentity which have been modified since the latest notification sent to the watcher about this presentity. 

The Presence Server shall support internetwork operability mechanisms to allow for an interoperable Presence Service across multiple operators' networks and domains (e.g. external Internet). Mechanisms for locating the Presence Server shall be developed, especially with respect to these internetwork operability aspects. 

The Presence Server shall support SIP-based communications with the Presentity Presence Proxy. In the IMS the Presence Server is seen as a SIP Application Server, and is located using SIP URLs, standard SIP and existing IMS mechanisms (SIP routing, HSS query, ISC filtering, etc…). 

The Presence Server shall support authorization and security mechanisms, at least the following levels of authorization are foreseen:

· Providing presence information to any Watcher application that requests it

· Provide presence information to only those Watcher applications in an “allowed” list

The Presence Server may also support authorization and security mechanisms that is based on asking permission from the Presence User agent on a case-by-case basis.
The presence server shall collect watcher information to enable presentity to obtain information of the watchers that are or have been requesting, fetching or subscribing presentity's presence information. Service provider shall be able to define the maximum time period over which information is collected and stored. The watcher information shall include:

-
identity of the watcher (unless anonymity was requested);
In case of anonymous watcher, the identity of the watcher shall not be provided to the presentity. The presentity shall be able to determine that an anonymous watcher has requested, fetched or subscribed presence information of the presentity including related information as specified in this list without revealing the watchers identity.

-
time of the request, fetch or subscription;

-
length of the subscription; and

-
state of the request or subscription.

The presence server shall be able to support the presentity obtaining the above watcher information. The presence server shall be able to receive watcher information fetches and subscriptions from the presentity. These watcher information fetch and subscribe requests shall be able to contain filters which define

-
what watchers the presentity is interested in;
Possible categories are:
-
all watchers;
-
defined watchers;
-
new, unauthorised watchers; and
-
defined and new, unauthorised watchers.

-
what information the presentity is interested in; and

The information is all or part of the watcher information list as defined above. 

-
the length of the watcher information history collection period that the presentity is interested in.

In response to watcher information fetches, the presence server shall be able to provide requested watcher information to the presentity. In response to watcher information subscriptions, the presence server shall provide notification to the presentity of the current state of the subscribed watcher information. When there are subsequent changes in the subscribed watcher information, notifications of the changes in watcher information are sent to the presentity.
The Presence Server may support rate-limiting or filtering of the presence notifications based on local policy in order to minimize network load.

The Presence Server could be extended to a generic State Agent, supporting subscriptions and notifications regarding other types of events than presence as well. An example for such event is the combined presence of a whole buddy list.
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