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Introduction

This contribution presents the SIP based presence publishing mechanism. Presence publishing mechanism is still an open issue in IETF, however, current presence publishing issues are covered in [14]. According to [14], SIP will/can be used for presence publishing and therefore some basic mechanisms are stable enough to be presented here. Some open items on the topic are: presence composition model and partial publishing. These features may be covered in future contributions.

IETF SIMPLE working group has decided that it will standardize presence publishing based on SIP to utilize its routing mechanism. A new method has been introduced: SIP PUBLISH [14]. This method can be used by the network to route publishing messages to correct Presence Servers. PUBLISH is treated as a normal non-INVITE message which is not capable of establishing a dialog between UE and Presence Server.

· Following functionalities must be supported:

· Presence User Agents shall be able generate SIP PUBLISH messages which contain published presence information

· PUBLISH method shall be supported in network filtering rules.

Presence servers shall be able to accept SIP PUBLISH messages and generate responses to them.
Proposal 

According to the considerations above, we propose the following amendments to TS 23.141:

***************************** First set of changes ******************************************
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***************************** Second set of changes ******************************************

4.2.1
Reference point Presence User Agent – Presence Server (Peu)

This interface shall allow a presentity’s presence information to be supplied to the Presence Server. [3] provides guidelines for such an interface. The transport on this interface shall not impose any limitations on the size of the presence information.

Peu shall provide mechanisms for the Presence User Agent to manage access rules.  

Peu shall provide mechanisms for the Presence User Agent to supply only a certain subset of the presentity's presence information to the Presence Server. It shall also be possible for the Presence User Agent to supply the complete presence document over Peu.

Peu shall support SIP-based communications according to [14], however, in order to provide all the functionalities required on this interface, a combination of multiple protocols may be used.

***************************** Third set of changes ******************************************

5 Functional Entities To Support Presence Service

5.1 Editors note: This chapter describes the Presence Service specific functionalities of existing network elements and possible new network elements.

5.2 Presence Server

The Presence Server resides in the presentity's home network.

The Presence Server shall be able to receive and manage presence information that is uploaded by the Presence User/Network/External agents, and is responsible for combining the presence-related information for a certain presentity from the information it receives from multiple sources into a single presence document. 

The mechanisms of combining the presence related information will be defined based on presence attributes, and according to certain policy defined in the Presence Server. The Presence Server is not required to interpret all information, the information that the Presence Server is not able to interpret shall be handled in a transparent manner.
The Presence Server shall also allow users to fetch and subscribe for receiving either the full set of presence information of a presentity, or only certain tuples within. The Presence Server shall be able to generate partial notifications to a watcher, these partial notifications only contain those tuples of the presentity which have been modified since the latest notification sent to the watcher about this presentity. 

The Presence Server shall support SIP-based communications for uploading presence information according to [14].

The Presence Server shall support internetwork operability mechanisms to allow for an interoperable Presence Service across multiple operators' networks and domains (e.g. external Internet). Mechanisms for locating the Presence Server shall be developed, especially with respect to these internetwork operability aspects. 

The Presence Server shall support SIP-based communications with the Presentity Presence Proxy. In the IMS the Presence Server is seen as a SIP Application Server, and is located using SIP URLs, standard SIP and existing IMS mechanisms (SIP routing, HSS query, ISC filtering, etc…). 

· The Presence Server shall support authorization and security mechanisms, at least the following levels of authorization are foreseen:

· Providing presence information to any Watcher application that requests it

· Provide presence information to only those Watcher applications in an “allowed” list

The Presence Server may also support authorization and security mechanisms that is based on asking permission from the Presence User agent on a case-by-case basis.

The Presence Server may support rate-limiting or filtering of the presence notifications based on local policy in order to minimize network load.

The Presence Server could be extended to a generic State Agent, supporting subscriptions and notifications regarding other types of events than presence as well. An example for such event is the combined presence of a whole buddy list.

***************************** Fourth set of changes ******************************************
A.1.3.4

Updating presence information by terminals with Peu interface support
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1. Figure 13: Updating presence information via the Peu interface

2. The PUA residing in the UE generates a PressUpdateMsg message which contains the new presence information. The means for the PUA to compose this presence information is outside the scope of this specification.

3. P-CSCF forwards the message to the user’s S-CSCF.

4. S-CSCF forwards message to the correct Presence Server based on ISC filtering rules.

5. Presence Server authorizes the presence update, and checks what information the message contains. The Presence Server then processes the updated presence information according to the client's request. The Presence Server sends a MsgAck response back to UE.

6. S-CSCF forwards the response back to the P-CSCF

7. P-CSCF forwards the response back to the UE.









