3GPP TSG-SA2 Meeting #26 
S2-022158

Toronto, Canada, 19-23 August, 2002

Title:



Public User Identity Portability
Source:

Nortel Networks
Agenda Item:

9.3

1. Introduction

The assumption is this document is that public user identity (PUI) portability refers to the mechanism required to allow a user, who originally subscribed with one operator to continue using the same public user identity after porting to another operator.  For example, a user, Joe Bloggs, initially buys a subscription from operator A, and choses a public user identity of joe.bloggs@surname.com.  Subsequently, Joe Bloggs decides to port his subscription to operator B because operator B offers different services.  However, Joe Bloggs wishes to retain his original public user identity of joe.bloggs@surname.com.

2. Public User Identity Portability Technical Requirements

The mobile number portability solutions defined in GSM and UMTS require a significant administrative overhead and can result in signalling and bearer inefficiency.  This is in part due the introduction of the technical solution after GSM had been widely deployed and the requirement to be backward compatible.  With the IM Subsystem there is greater opportunity to maximize the efficiency of the PUI portability solution and learn from the operational experience gained from Mobile Number Portability (MNP).

As a general principle the routeing of session signalling and bearer traffic via the donor network (original owner of the PUI) shall be avoided.  The routeing of session signalling via the donor network not only gives away critical competitive information about the activities of the user in the new network but also incurs a processing overhead in the donor network. Similarly, the routeing of bearer traffic via donor network results in a processing overhead in the donor network but also represents a bearer inefficiency.

3. Public User Identity Portability Technical Solution

3.1 Registration of ported IMS subscribers

The registration of ported IMS subscribers shall not impact the registration of non-ported IMS subscribers.

Private User Identity can not be used so the home network must be determined from the subscriber identity (PUI) provided in the SIP Register message.

TS 23.228 subclause 5.2.2.3 says: “A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name.”  Assuming the name-address resolution mechanism is based on DNS then the DNS query should include the full public user identity.  RFCs 1034 and 1035 contain the detailed DNS mechanisms. The <name>@<domain> maps to <name>.<domain>. This will allow full resolution of the public user identity to the “correct” home network and hence avoid routeing the SIP Register through the donor network.  Instead only the DNS query enters the donor network and since the query contains no competitive information then it doesn’t represent a commercial risk.
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As an optimisation and to avoid time consuming DNS queries for every subsequent SIP message it would make sense to store the “correct” home network that is associated with the PUI as part of the state information at the P-CSCF.

3.2 Routeing of session signalling between IMS subscribers

Based on the above mechanism, it is assumed that all SIP messages from the UE will arrive at a S-CSCF in the home network without routeing via the donor network.  Once at the S-CSCF in the home network it shall be the responsibility of the S-CSCF to determine the correct destination network again through the use of DNS and ENUM (where appropriate).
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3.3 Routeing of session signalling from outside the IMS

Finally, DNS can again be used to ensure that session signalling from outside the 3GPP IMS is routed to the correct network operator.
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4. Conclusion

As demonstrated above DNS may be used to provide Public User Identity portability mechanism. This mechanism avoids routeing session signalling or bearer traffic via the donor network. Furthermore, since the domain space is distributed among the operators, each operator is only responsible for resolution and referral for its own domain space. 

3GPP already uses DNS for user-specific queries when we use ENUM to map from an E.164 number to a SIP URI. Given that in practice, handset keyboard limitations may mean E.164 numbers remain popular even in a pure IMS context, user-specific DNS usage is a frequent mechanism as per the rel5 IMS specs. Further, there are commercially available DNS servers that can be relied upon, even if they need to be arranged in a private DNS network for 3GPP operators.
5. Proposal

It is proposed to agree on the requirement that routeing of session signalling and bearer traffic via the donor network (original owner of the PUI) shall be avoided.

It is proposed to agree that a generic mechanism should be preferred to a 3GPP-specific solution, since the problem is a general one (not specific to 3GPP).

It is also proposed to investigate DNS for a PUI portability mechanism. DNS itself is flexible and powerful and there are possible innovative uses of DNS. Mail support and ENUM are two examples of precedents for innovative use of the base service that the existing DNS capability provides.
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