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1
Introduction

Contribution S2-02xxxx identified seven questions which need to be answered to progress the work in Access Independence for IMS. This contribution addresses questions 4 and 5:

Q4: Which of the following capabilities are required to be provided by any/all access system(s) to the IMS client on a UE:

4.1

Delivery of IP datagrams to/from the application

4.2

Request and confirmation of particular QoS for a flow of IP datagrams over the access link

4.3

Association of an RSVP Policy Element (containing the Authorisation Token) with a QoS request for a group of IP flows

4.4

Association of a list of Flow Ids with a QoS request for a group of IP flows

4.5

Indication that a particular IP flow contains SIP signalling for IMS

4.6

Discovery of the P-CSCF address

Q5: Should the IMS client in the UE be access-specific ?

2
Capabilities required of an access system for IMS

2.1
Support of IP

It is assumed that IMS support will only be attempted with access systems which support IP.

2.2
Quality of Service

Whilst some form of Quality of Service support will most likely be required within any access system which is to be used for IMS, it should be considered whether this always needs to take the form of a per IP flow resource reservation.

It is possible to conceive of access systems in which a Diffserv-style per-packet indication of the QoS requirement is sufficient to provide real-time QoS, without the need for pre-reservation of resources in the network.

However, it is clear that explicit reservations are required for some systems, particularly cellular radio systems.

It is proposed therefore, that both Diffserv-style and Intserv-style QoS modes are supported by the IMS – that is that IMS should be adapted to operate in both environments.

The assumption would then be that any Access network supporting IMS supports either Intserv-style resource reservations, or Diffserv-style per packet indications for QoS.

2.3
RSVP Policy Elements

These are used in Release 5 to carry the Authorisation Token for Service Based Local Policy. Policy elements are a fairly general concept. They appear within RSVP and the IETF framework for policy. Where Service Based Local Policy is used, some means is required to associate resource reservations from the UE with the session layer, and this is done by means of the Authorisation Token.

It is therefore necessary to require that every access for which SBLP is appropriate supports carriage of the Authorisation Token. It should be noted that if RSVP, or its potential successors, are used to perform resource reservations (or in associated with another protocol performing the reservation) within the access network, then support of Policy Elements is alrwady provided.

An alternative might be to enhance each access system specifically to carry the IMS Authorisation Token. However, it is likely not even in 3GPP’s scope to modify certain access systems in this way.

It is proposed that for any access system where:

· Intserv-style resource reservations are used, and

· Service Based Local Policy is applicable

then support of RSVP Policy Elements shall be required in order to support IMS on this access.

2.4
Flow Ids

These are used in Release 5 to identify the media flows that a client proposes to carry over a particular reservation.

As noted in S2-021694, presented at SA2#25, there is presently no equivalent to Flow Ids in the Internet Protocol suite. There are two options for dealing with this item:

1. Define a mechanism for carrying this information within resource reservations

This could relatively easily be achieved, for example, by standardising a Policy Element type for carriage of this information.

2. Notice that the information is in fact redundant if the flow definitions (5-tuples) are available.

Most mechanisms for IP resource reservation require specification of the IP packet flows which are to be supported. This information, in the form of 5-tuples, provides all the information necessary to determine the application flows which will be carried on the reservation.

It is therefore proposed that where the access system resource reservation mechanisms support carriage of the IP packet flow definitions (5-tuples), then support of Flow Ids is unnecessary.

2.5
Indication of SIP signalling

This indication is used to allow special policies to be applied to the resource reservation used for SIP signalling.

It is proposed that for future access types, SIP signalling is treated as no different from any other data. If there is a need to provide special policy for the signalling, then the mechanisms used to provide special policy for other data (e.g. media) are simply reused.

This may imply a requirement for a mechanism to indicate the application which is requesting establishment of a resource reservation. However, this can already be achieved using an appropriate Policy Element.

2.6
Discovery of P-CSCF address

This can be achieved using DHCP, and so it is proposed that this is unnecessary for other access systems.

3
Should the IMS client be access-specific ?

In the absence of a defined functional split within the UE, then the IMS Client is a monolithic entity which interacts with the access system in an undefined, access-specific manner. This would make the IMS client an access-specific entity.

There are considerable advantages to keeping the IMS client access-independent, not least access to a much wider pool of application developers. This would allow any SIP client to be modified relatively easily to become an IMS client, without the need to tailor it to a specific access. It may be essential to the success of IMS that there is an open and vibrant market in IMS clients.

Given that SIP has been developed largely within the IT community, it is unlikely that many SIP client developers have the inclination or expertise to tailor their clients for specific cellular access systems. However, they may enhance their clients to operate within a more general ‘QoS constrained’ environment based on the emergence of a standard API for such environments.

It is likely that such an API will emerge from ongoing QoS signalling work within the IETF (NSIS group). It is important that the 3GPP IMS is not excluded from using this when it is defined.

To this end, it is proposed that attention should be payed to the functional split between the IMS Client and the underlying access system. This implies at least a functional definition of the (access-independent) interface between the two. Note that this may consist only of a high-level description of the capabilities supported by this interface – it need not at this stage consist of a detailed API.

This approach ensures that the possibility of access-independent IMS clients remains open.

If this approach is not followed, then the availability of IMS clients will be limited to those specifically tailored for particular access types. This means that IMS service offerings will compare unfavourably with potential 3rd party SIP-based service offerings which bypass IMS.

4
Proposal

It is proposed to answer Questions 4 and 5 as follows:

Q4: Which of the following capabilities are required to be provided by any/all access system(s) to the IMS client on a UE:

4.1

Delivery of IP datagrams to/from the application: Yes
4.2

Request and confirmation of particular QoS for a flow of IP datagrams over the access link: Yes
4.3

Association of an RSVP Policy Element (containing the Authorisation Token) with a QoS request for a group of IP flows: Yes
4.4

Association of a list of Flow Ids with a QoS request for a group of IP flows: No, only the equivalent of the RSVP filterspec (5-tuple) is required.
4.5

Indication that a particular IP flow contains SIP signalling for IMS: No.

4.6

Discovery of the P-CSCF address: No.

Q5: Should the IMS client in the UE be access-specific ? No. The IMS client should be access independent and the functional capabilities of the interface is uses to the access system should be defined.
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