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1
Introduction

Contribution S2-022154 identified seven questions to be answered in the process of making IMS access independence. This contribution addresses the first three of these, namely:

Q1: Is Service Based Local Policy required for other access types than GPRS ?

Q2: If the answer to Q1 is ‘yes’, will the R6 version of the Go interface be considered ‘access independent’ or ‘GPRS-specific’

Q3: If the answer to Q2 is ‘GPRS specific’, where is the functional split between Access Independent and Access Specific functions within the PCF ?

2
Support of Service Based Local Policy for other access types

Service Based Local Policy performs two functions:

· Correlation of access resource usage with an application level session instance. This allows charging for the resources used for a particular session to be based on features of the session, rather than simply resource usage. For example, the resources used at the called party could be charged to the calling party.

· Network control of the QoS authorised for resources to be linked to a session instance

Note that SBLP does not guarantee that resources authorised to be linked to an IMS session are actually used for the purpose claimed at the application layer, although it does make abuse more difficult.

Service Based Local Policy is therefore necessary to enable support of the required IMS charging models, wherever access resources are charged for based on usage.

It is therefore proposed that SBLP be supported for other access types than GPRS. This answers Question 1.

3
Service Based Local Policy interface to access network

In Release 5, the interface between IMS and the access network for Service Based Local Policy is the Go interface, based on the IETF COPS protocol.

This interface is defined in terms of the IP packet flows which are required/authorised for a session i.e. there are no elements within this interface which are specific to GPRS access.

As described in S2-022154, the Go interface could either be re-used for other access types requiring SBLP, or new interfaces could be defined depending on the characteristics of the access system.

However, COPS-PR is a generic protocol for communication of policy related to IP flows and the QoS associated with them. Since this is all that is required for SBLP, there seems no reason to introduce new interfaces unless it is to adapt to similar interfaces already available for a given access type.

In the case of 3GPP2 access specifically, use of the existing Go interface would certainly require coordination with 3GPP2 – two approaches are possible:

(a) 3GPP2 defines their own variant of Go as part of their own work to support IMS or and IMS-like system within 3GPP2

(b) 3GPP and 3GPP2 jointly define a Release 6 version of the Go interface which can be used to control both GGSNs and PDSNs.

It should be noted that the COPS-PR protocol includes a highly flexible negotiation mechanism in which the COPS-PR client informs the server as to exactly which objects/capabilities are supported. It should therefore be possible to define a single interface protocol which can support various client devices.
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