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Introduction

Since TR 23.841 was written in Technical Report style and then copied for TS 23.141 the wording in the text is not in the format of Technical Specification.

Proposal

It is proposed to change following wordings in the 23.141:

********************************** First set of changes ************************************************

4.3 Support of OSA Presence Service Capability Server in the Presence Architecture

An OSA API may be provided to allow external application to access presence service features, details of which are found in [TS 23.127].

From the Presence Server point of view, the OSA Presence SCS should then act like a presentity or a watcher. The application should then be able to register as presentity and/or watcher, to supply presence information, to request presence information, to be notified of subsequent changes, to request watcher information, to manage access rules. 
5 Functional Entities To Support Presence Service

Editors note: This chapter describes the Presence Service specific functionalities of existing network elements and possible new network elements.

5.1 Presence Server

The Presence Server shall reside in the presentity's home network.

The Presence Server shall manage presence information that is uploaded by the Presence User/Network/External agents, and shall be responsible for combining the presence-related information for a certain presentity from the information it receives from multiple sources into a single presence document. 

The mechanisms of combining the presence related information shall be defined based on presence attributes, and according to certain policy defined in the Presence Server. The Presence Server is not required to interpret all information, the information that the Presence Server is not able to interpret shall be handled in a transparent manner.
The Presence Server shall also allow users to fetch and subscribe for receiving either the full set of presence information of a presentity, or only certain tuples within. The Presence Server shall be able to generate partial notifications to a watcher, these partial notifications only contain those tuples of the presentity which have been modified since the latest notification sent to the watcher about this presentity. 

The Presence Server shall support internetwork operability mechanisms to allow for an interoperable Presence Service across multiple operators' networks and domains (e.g. external Internet). Mechanisms for locating the Presence Server shall be developed, especially with respect to these internetwork operability aspects. 

The Presence Server shall support SIP-based communications with the Presentity Presence Proxy. In the IMS the Presence Server is seen as a SIP Application Server, and is located using SIP URLs, standard SIP and existing IMS mechanisms (SIP routing, HSS query, ISC filtering, etc…). 

The Presence Server shall support authorization and security mechanisms, at least the following levels of authorization are foreseen:

· Providing presence information to any Watcher application that requests it

· Provide presence information to only those Watcher applications in an “allowed” list

The Presence Server may also support authorization and security mechanisms that is based on asking permission from the Presence User agent on a case-by-case basis.

The Presence Server may support rate-limiting or filtering of the presence notifications based on local policy in order to minimize network load.

The Presence Server could be extended to a generic State Agent, supporting subscriptions and notifications regarding other types of events than presence as well. An example for such event is the combined presence of a whole buddy list.

5.2 Presence Agent Elements

The Agent elements in the Presence Architecture are functionally distinct from the Presence Server functional element.  The generic function of the Agent elements is to make presence information available to the Presence Server element in standardized formats across standardized interfaces.

5.2.1 Presence User Agent

The Presence User Agent element shall provide the following functionality:

· The Presence User Agent shall collect Presence information associated with a Presentity representing a Principal.

· The Presence User Agent shall assemble the Presence information in the format defined for the Peu interface.

· The Presence User Agent shall send the Presence information to the Presence Server element over the Peu interface.

· The Presence User Agent shall be capable of managing the Access Rules.

· The Presence User Agent shall handle any necessary interworking required to support terminals that do not support the Peu reference point.

From a conceptual view, the Presence User Agent (PUA) element resides between the presence server and the user’s equipment as illustrated in the reference architecture in figure 1. In reality, a Presence User Agent may be located in the user’s terminal or within a network entity. 
Where the PUA is located in a terminal, the terminal shall support the Peu interface to the presence server as illustrated in Figure 2 below. 
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Figure 2. Terminal based Presence User Agent

Where the PUA is located within the network, the particular network entity shall support the Peu interface to the presence server as illustrated in Figure 3. In such a case an additional functionality may be required to resolve the location of the presence server associated with the presentity. 

In this case, the interface between the terminal and the Presence User agent is outside of the scope of standardisation of the presence service.
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Figure 3. Network based Presence User Agent

5.2.2 Network Agent

The Network Agent element shall provide the following functionality:

· The Network Agent shall receive Presence information from network elements within the Operator’s network.

· The Network Agent shall associate Presence information with the appropriate Subscriber/Presentity combination.

· The Network Agent shall convert the Presence information into the format standardized for the Pen interface.

· The Network Agent shall send the Presence information across the Pen interface.

· The Network Agent may Push Presence information to the Presence Server alternatively some network elements may be queried, signaled, or provisioned to deliver Presence information.  For those elements that require querying or signaling, the Presence Server makes a request to the Network Agent directing it to acquire the Presence information.  The Network Agent then issues the appropriate commands to the element.  

5.5.2.1 
Suppliers of Presence Information

The Network Agent may receive Presence information from one or more of the following 2G/3G network elements over the specified interface:

	Network Element supplying Presence Information
	Reference Point

	HSS/HLR
	Ph

	S-CSCF
	Pi

	MSC/MSC Server
	Pc

	SGSN
	Pg

	GGSN
	Pk

	GMLC
	Pl


5.2.3 External Agent

The External Agent element shall provide the following functionality:

· The External Agent shall supply Presence information from external networks.

· The External Agent shall send the Presence information across the Pex interface according to the format standardized for the Pex interface.

· The External Agent shall handle the interworking and security issues involved in interfacing to external networks.

Examples of Presence Information that the External Agent may supply, include:

· Third party services (e.g. calendar applications, corporate systems) 

· Internet Presence Services 

· Other Presence Services

5.3 Presence Proxies

Editors note: this would benefit from an introduction.

5.3.1
Watcher Presence Proxy

When a Watcher application intends to access some presence information of a presentity, it first needs to find the Presence Server containing this information. 

The Watcher Presence Proxy shall provide the following functionality:

· Address resolution and identification of target networks associated with a presentity;

· Authentication of watchers;

· Interworking between presence protocols for watcher requests;

· Generation of accounting information for watcher requests

5.3.2 Presentity Presence Proxy

The Presentity Presence Proxy shall provide the following functionality:

· Determination of the identity of the presence server associated with a particular presentity;

· Generation of accounting information for updates to presence information.

The Presentity and or the Watcher Presence Proxies may also be responsible for providing network configuration hiding. This is for further study.

The more exact functionalities of the Watcher and Presentity Presence proxy depends on the relative location and trust relations of the Watcher application and the Presence Server as detailed in section 6.2.1 and 6.2.2.
********************************** Second set of changes ******************************************

6.2
Presence Proxies in IMS

6.2.1
Watcher Presence Proxy in the IMS 

The P-CSCF and S-CSCF (shall) can implement the functionalities of the Watcher Presence Proxy:
· The S-CSCF is responsible for authentication according to procedures described in [5].

· The charging and accounting procedures are conducted as per procedures defined by [6], [7].

· The security mechanisms between the Watcher and the Presentity Presence proxy is defined by [8].

6.2.2
Presentity Presence Proxy in the IMS 

:

The procedures for locating, routing to and accessing the Presence Server of the presentity shall be as defined in [9] and [10]. These procedures shall also be used for routing and accessing the Presence Server of a presentity that is associated with an unregistered UE.

********************************** Third set of changes *********************************************

6.4
Presence Server located in the IMS, Watcher application located in the external Internet

For a Presence Server located within IMS, the functionalities of the Presentity Presence Proxy shall be as described in Section 6.2.2.

For a Watcher application located in the external Internet, the Watcher Presence Proxy may reside in a network capable of executing security functionalities as per procedures defined in [8]. 

The interworking with Watcher Applications located in the external Internet not supporting the standard Pw interface is out of the scope of this Tr.  

6.5
Presence Server located in the external Internet, Watcher application located in the IMS

For a Watcher Application located within IMS, the functionalities of the Watcher Presence Proxy shall be as described in Section 6.2.1. Depending on the mechanisms and protocols supported by the external Presence Server, the Watcher Presence Proxy may implement additional functionalities, e.g. mapping.

The interworking with Presence Servers located in the external Internet not supporting the standard Pw interface is out of the scope of this Tr.
********************************** Fourth set of changes *********************************************

7.1.2
Presence Structure to Support Multiple Values for Attributes

Attributes shall be mapped to separate tuples, which have unique identifiers. If the presentity wants to show different presence information concerning one attribute to different watchers the presentity shall create more than one tuple that contain the same attribute with different value. The association of tuples to different watchers and watcher groups shall be based on the access rules. The presentity controls the value of the attribute by modifying the corresponding tuple. Figure 7 illustrates how different values for different watchers are provided utilising access rules. 

NOTE: The figure 7 is illustrative only and it shall not mandate or limit the server implementation options. 
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Figure 7: Illustration how access lists are utilised to present different values of the same attribute to different watchers

7.2
Presence Information Model

Editors note: This information is currently also in the stage 1 specification and in some phase the information has to be deleted either from the stage 1 or stage 2 specification. 

Presence information related to a particular communications means and contact address shall be carried in a presence tuple dedicated to that particular communications means and contact address.

Generic presence information that is not directly applicable to a particular communications means and contact address shall be conveyed in a way that conforms to the IETF presence model e.g. RFC 2778, RFC 2779 (to ensure interoperability) and preferably does not require multiple instantances of this information to be sent.

Generic information may be mapped to the tuples specific to each communication means and contact address. In that case the information shall be equal in each tuple. The stage 3 description should use a mechanism which conforms to the IETF presence model. 

8

Access rules
Access rules shall define the watchers who can access the presence information of the presentity. In addition to the watcher identities, the access rules shall contain the presence information or reference to the presence information that is allowed to be accessed by the listed watchers. The access lists can be logically arranged to be part of the presence server or a separate entity in the network. 

Access lists can be divided into three different categories: personal access lists, public access lists and blocking lists.

Personal and general access lists shall define which watchers can access which information. Personal access lists shall explicitly identify watchers, while general access lists relate to groups of watchers whose exact identities are not necessarily known by the presentity e.g. “all watchers” or “all 3GPP watchers”.

Blocking lists shall define watchers that are not allowed to access any presence information related to the presentity.

A presentity shall be able to manage several personal and general access lists as well as blocking lists.

The three access list categories shall be evaluated in the following order: blocking lists, personal access lists and general access lists.

The following shows an example where the presentity has defined a single access list for each category.

 In this particular example, once the hit is found the evaluation is halted and presence information according to access is delivered.

1. Is the watcher on the blocking list? 

2. Is the watcher on the personal access list?

3. Is the watcher on the general access list (created e.g. by service provider containing all watchers)?

4. Send a notification to the presentity of pending access request.
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 Figure 8. Example of access list evaluation order for presence service
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