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 AUTONUMLGL  Introduction

This document provides MBMS Relocation and Handover procedure for the option F in TR 23.846. It is proposed to create a section 7.5.7 Service Continuity and Mobility and add the subsection 7.5.7.2 MBMS inter SGSN routing area update to the TR.
 AUTONUMLGL  Proposed signaling flow for MBMS Inter SGSN Routing Area Update
7.5.7 Service Continuity and Mobility

7.5.7.2 MBMS Inter SGSN Routing Area Update

A routing are update takes place when an attached MS detects that it has entered a new RA or when the periodic RA update timer has expired. The procedure in figure 1 is performed when UE is in PMM IDLE state.  The MBMS specific extensions are provided in bold. The RA procedure is performed regardless whether there is MBMS data transfer or not. Note that some details are left out of the procedure. 


1) The source SRNC decides to perform/initiate SRNS relocation. At this point both uplink and downlink (for MBMS data downlink only) user data flows via the following tunnel(s): Radio Bearer between MS and source SRNC (data flows via the target RNC, which acts as a drift RNC); GTP-U tunnel(s) between source SRNC and old-SGSN; GTP-U tunnel(s) between old-SGSN and GGSN.

2) The new SGSN sends a SGSN Context Request to the old SGSN to get the MM, the PDP and the MBMS contexts for the UE. The old SGSN sends all UE contexts with the SGSN Context Response to the new SGSN.
3)
Security functions may be executed. These procedures are defined in clause "Security Function". If the security functions do not authenticate the MS correctly, the routeing area update shall be rejected, and the new SGSN shall send a reject indication to the old SGSN. The old SGSN shall continue as if the SGSN Context Request was never received.

4)
The new SGSN sends an SGSN Context Acknowledge message to the old SGSN.
5) The new SGSN checks each individual MBMS service indicated by the MBMS contexts of the UE. The SGSN requests for the UE the creation of an MBMS context on the GGSN. If no user plane has been already established for this specific MBMS multicast service a GTP tunnel between the SGSN and the GGSN is established. If GTP tunnels between SGSN and GGSN already exist for a MBMS service, the GTP user plane between SGSN and GGSN is shared among UEs for this service.
6) The GGSN confirms the MBMS context setup by sending a Create MBMS Context Confirm message.
7,8,9,10)
Procedures to provide subscription and security data to the new SGSN and registration of the new SGSN in HLR is performed. 
11) The new SGSN sends to the UE a Routing Area Update Accept message. 

12) The UE responses by sending a Routing Area Update Complete Message.

 AUTONUMLGL  Proposal

Proposal is to add the signaling flow and description in section 3 of this document to the Option E and option F, section 7.5.7/7.6.7, 7.5.7/7.6.7 Service Continuity and Mobility and the subclause 7.5.7.1/7.6.7.1 MBMS Inter SGSN Routing Area Update, of the MBMS architecture document TR 23.846.
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Fig 1. Inter SGSN Routing Area Update
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