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1.
Introduction

TS 23.228 and  TS 23.218 clearly specifies that Application Servers may originate requests however it is not clearly stated when Filter Criteria should be evaluated when the S-CSCF receives an initial request from an Application Server.  In addition it is possible that an Application Server may originate an initial request on behalf of an IMS subscriber that is not currently registered and in this case it is possible that the S-CSCF contains no filter criteria and so has to download the filter criteria from the HSS.


2.
Discussion
There are a number of situations where an Application Server may act as an originating UA with the Asserted Identity set to one of the Public Identities of the UE.

Some examples include:

Where a subscriber is using some legacy means WAP, SMS etc to interwork with some SIP functionality and using an Application Server in his home network that interworks to SIP and is terminating the request to a subscriber/or server of another network, (terminating processing would be done in the other network). Here the asserted Identity by the Application Server should be that of the subscriber that presumably has an IMS subscription. This is a possible scenario in the Presence Architecture.

There are also a number of messaging and voice mail scenarios where there might be delayed delivery, where the subscriber wishes a message (or phone call from a voice mail service) to be delivered at a much later time. At that time, the subscriber may no longer be registered. Again the asserted Identity by the Application Server should be that of the subscriber that has an IMS subscription.

Another case is a third party call control application that makes a call on behalf of a subscriber (for example, voice activated conferencing services).  Again the asserted Identity by the Application Server should be that of the subscriber that has the IMS subscription.

If an AS originated request has an Asserted Identity that matches filter criteria for originating services then that filter criteria should be evaluated so that other related services may be triggered.

Therefore we need to evaluate the initial filter criteria on initial requests from Application Servers for originating requests where the Asserted Identity by the Application Server references Originating Initial Filter Criteria stored in the HSS so that other Application Servers can be contacted. However since the Application Server will not perform a registration we need the S-CSCF to be able to download the initial filter criteria for originations for that asserted identity upon receiving an initial request from an AS if it does not have it already stored locally.

The same is true for the Application Server originated request triggering of terminating services. If an Application Server originates a request with the Request-URI set to a Public Identity that the S-CSCF has filter criteria for then the AS that correspond to that filter criteria should be contacted.

The SIP Publish method will have both the Asserted-Identity, and Request-URI set to the Public Identity of the IMS subscriber even if a Presence Network Agent publishes presence information from say the MSC and filter criteria needs to be able to be set up to route to the Presence Server for either originating or terminating case. 

The current situation is a major problem in the specifications since it is not totally clear when filter criteria should be run for Application Server originated requests (either terminating or originating). If originating requests from an Application Server do cause filter criteria to be evaluated then the only time there is a problem currently is if the subscriber is not registered and the S-CSCF does not currently contain Originating filter criteria. Since we introduced the S-CSCF caching the subscriber profile and filter criteria as an optimization the application will probably work 99% of the time with most S-CSCF implementations but not all the time and not with all implementations. 

It is necessary that the S-CSCF knows and trusts that the request came from a trusted AS for any AS originated request regardless of the identity.

 3.
Proposal
It is therefore proposed clarify in TS 23.218 that if a S-CSCF receives a request originated by an Application Server then Filter criteria should be downloaded and evaluated if an IMS subscription exists for the Public User Identity in the Originating Asserted address or in the requested terminating address. A CR to 23.228 is provided to implement this.

