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Introduction

IMS allows its users to have multiple service profiles in their user profile to access IMS services. While the initial concept of a service profile and the relationship between a service profile and IMPUs has been introduced for Release 5, there is still no precise definition for a user and service profile in Stage 2 standards documentation. Stage 3 document (29.228) however has made an attempt to define a user and service profile using UML models in its informational annexes. This contribution discusses the  use of current stage 2 stage 3 work to define service profile for Release 6 in stage 2 documents. It is a continuation of a previous contribution on service profiles also presented by AWS in the SA2#25 meeting (tdoc S2-021659).
Discussion

The concept of service profiles and IMPUs is first introduced in Release 5 in 23.228 (see figure taken from 23.228 v 5.41 below)  
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Figure 4.5: Relationship of the private user identity and public user identities

The current concept within TS 23.228 states that one or many public Identifiers (IMPU) are used to uniquely identify a single profile where “Each Public user identity is only associated with a single Service Profile.”

TS29.228 describes a user Profile consisting of: 

· One or many service profiles
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Figure B.1.1: User Profile(taken from annex B of TS29.228v5.0.0)
TS29.228 also describes a Service Profile consisting of: 

· one or many public identification classes (i.e. IMPUs associated with the service profile).  

· zero or one core network service authorisation (still being developed but in theory used to force Core network level limitations i.e. the number of simultaneous multimedia session possible). 

· zero to many initial filter criteria.

The network service authorisation and the initial filter criteria associated with the service profile are applicable to all public identity instances. The filter criteria is SIP based.
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Figure B.2.1: Service Profile (taken from annex B of TS29.228v5.0.0)
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Figure B.2.1.1: Public Identification( taken from annex B of TS29.228v5.0.0)
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Figure B.2.2.1.1: Initial Filter Criteria (taken from annex B of TS29.228v5.0.0)
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Figure B.2.3.1: Trigger Point (taken from annex B of TS29.228v5.0.0)
Details of these figures describing the UML model can be found in Annex B (informative) of 29.228.

Annex D (informative) of 29.228 also describes the high level format of user and service profiles as follows,
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Figure C.1: Example of in-line format of user profile

29.228 does not provide any guidelines on why more than one service profile would be needed other than the following sentence in annex D,

“If more than one service profile is created, for example to assign a different set of filters to public identifiers 1 and 2 and public identity 3, the information will be packaged in the following way:” 
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Figure C.2: Example of in-line format of user profile
Taking into consideration both the stage 2 and stage 3 document, the service profile currently can be defined as:

“A service profile is defined as the set of initial filter criteria ( based solely on Sip messages), that  a subscriber is able to make  use of  based on his activated public IDs. 

A service profile consists of one or many user identities however each user identity is only associated with a single service profile. 

All filtering criteria identified for a service profile shall be applicable unifromaly to all activated public identities of that service profile” 

Such a description of a service profile however will result in the following restrictions,

· The only documented reason for having multiple service profiles would be to have different set of Sip filters. Stage 2 as well stage 3 however at this point indicate that two service profiles can not share the same public identity. While there is a clear need to have different filter criterias (based on eg. user location, time of day, date etc.), it is also clear that the users will not like to have several public identies merely for this purpose – infact most users may prefer to have a single public identity that they would like  to use with different filter criteria based on information like location and time. 

· Initial filter criteria data structure, as defined in 29.228 (and shown in Fig 2.2.1.1 and 2.3.1 above) is SIP message flow centric and therefore does not provide for a possibility of using information like user location, time, date etc. for a decision on how to treat an incoming call. This is a significant lack of functionality for some of the common use cases of a typical user of IMS. For example a user may want to route calls from certain callees based on whether he is in his office ( based on time of day or location information). It will not be possible to do that based on the current filter definition. 

· While restrictions in the current definitions of service profile in 23.228 does not allow the same IMPU to be used in two different service profiles, it is also not currently possible to apply separate filtering criteria to different IMPUs within the same service profile. Depending upon how Service Profile gets used, such a uniform filter criteria can turn out to be vary restrictive. 

· Current descriptions in 23.228 and 29.228 only identify a service profile according to data base management and filter execution - they do not include the billing/service relationship. For example an operator wishes to offer personal and business accounts using the same IMPU. According to the descriptions in 23.228 and 29.228 the distinction can only be carried out via the filter criteria within a single service profile. What is unclear, however, is how the system reports this usage for a particular account i.e. how does the system inform the billing mechanisms that within service profile “A” the user has used its billing account for “business”.  

Proposal 

 
· A definition for service profile is required in stage 2 documents. The scope of use of a service profile needs to be identified e.g. will it be used for routing calls based on filter criteria. A definition based on current Release 5 stage 2 and stage 3 documents will provide very limited functionality. Therefore it is suggested that SA2 defines stage 2 “service profile” definition and its scope of usage, that addresses these concerns.  It is also proposed to seek SA1 opinion on the definition and scope of usage. Some of the possible questions to seek answer for can be, 

· What does a service profile actually represent and what will be its usage ? Can it be described as follows,

“A service profile is defined as a set of services and service features a subscriber is able to access / activate based on his/her activated public IDs, time, date, location etc. 

A service profile will have one or many user identities 

Filtering criteria identified for a service profile shall be applicable on a per public user identity of that service profile

Filtering criteria will allow for non SIP information e.g. location, time, date etc to be used for decion making

Editors note: The identification of the billing indication and the filtered criteria within a service profile is FFS”
· Can IMPUs be activated/ deactivated within a service profile ?

· In what circumstances would a user have two or more service profiles ?

· Is there any indication of service profile for billing records ? 

· Interaction of Presence Services and Service profile information and its use in call routing needs to be studied. It is proposed that SA2 discusses this issue and also seeks opinion from other groups (e.g. SA1, CN1). 
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