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Documents proposed to be presented for approval in SA2 in Plenary:

Work items: S2-021378:LCS and 1469:GMLC interface. 

Outgoing LS: 1466 to SA3, 1399 to GSMA, 1468 to LIF

CR to 23.002: S2-01394

Documents proposed to be approved by SA2 in Plenary without presentation:

Outgoing LS: S2-021374 to SA1, 1467 to GSMA

CRs to LCS specifications 03.71, 23.171 and 23.271: 

· Corrections in S2-021182, 1183, 1379, 1391, 1381, 1382, 1397, 1216 (removing LIF version number in reference), 
· Support for user privacy in Rel-5: S2-021398, 1204, 1475, 1266, 1388
Documents agreed to be included in version 2.1.0 of TR 23.871:
S1-021396, 1470, 1143, 1471, 1472, 1473, 1474

The editor will input the agreed changes in the tdocs listed above in TR 23.871 version 2.1.0, in tdoc S2-021476, which is for e-mail approval (not yet available). 

Documents for e-mail approval:

TR 23.871: S2-021476

GMLC interface: 1155, 1156

CR to 23.271 Rel-5: 1265
Documents for e-mail discussion now and conclusions in the next meeting:

GMLC interface: S2-021157, 1212, 1178

John Watson, Vodafone, who is the WI Raporteur, will convene the e-mail discussions of the GMLC-GMLC contributions.
1.  Opening of the meeting and approval of the agenda

The agreed agenda for the meeting is in Annex 1 of this document. 

The participants of the meeting are listed in Annex 2.

2. Allocation of documents to agenda items

The documents handled in the SA2 LCS drafting session are listed in Annex 3. The allocation of documents to agenda items is shown in the Agenda in Annex 1.

3. Incoming Liason Statements

See also tdoc S2-021066: Review and proposed handling of incoming LSs at SA2#24

	S2-021091
	S3-020128
	Reply to LS on “Privacy Override Indicator”
	Noted


There will be a joint meeting between SA1 and SA3 in May.

	S2-021104
	Serg LBS 006/02
	LS to SA1, SA2 and LIF on LBS Scenarios
	Response LS in 1399.


The scenarios described by GSM A seem to include also some non-standardized elements. No scenario includes for example an MS subscription with a content provider.

	S2-021105
	Serg LBS 005/02
	LS to 3GPP SA1 & SA2 on Privacy Control for LBS CDR and TAP Records
	Response LS in 1467


The LS states that as a basic principle, the privacy check should always be performed by the home operator of the user whose location is being requested. 

According to current specifications in pre-Rel-6 the subscriber defines her privacy settings per LCS client in the SLPP of its own HLR. The VMSC in the visited network gets the privacy setting information from HLR and performs the privacy check. In Rel-6 it is being investigated to do privacy checking in home PLMN. 

It was noted that the text in the LS does not refer to or describe problems related to CDR or TAP records.
	S2-020739
	S1-020666
	Liaison statement on Release 99 changes to 22.071 to correct a privacy breach loophole
	Response LS in 

S2-021374.


This LS was received already in the previous meeting, but was not handled there due to lack of time.

The LS refers to some privacy breach loophole, but the SA2 LCS session was not able to identify or describe any such loopholes. HLR can authorize the visited GMLC to get MSC address, but it does not authorize the LCS client. The visited MSC authorizes the location request based on information received from HLR. 

	S2-021090
	S3-020145
	Reply LS on “Enhanced user privacy for location services ”
	Response in 1466


The interface between the requestor and the LCS client was seen to be outside the scope of standardization, e.g. comparable to the interface between the bank and the account owner. 

	S2-021282
	S1-020860
	Response LS to SA3 on new security requirements for LCS
	Response in 1466


The codeword is used for requestor authorization not for its authentication. In 23.271 there is a requirement that the LCS client should authenticate the requestor. The authentication method is currently not standardized, since the LCS client requestor interface is outside the scope of standardization.

	S2-021199
	LIF SIG via DoCoMo
	LS on LIF TS 101 version number (response to 3GPP LS S2-020321)
	Response in 1468


It was noted that the LIF-MLP protocol is not mandatory for the Le interface, so there should not be a need for referring to the version number of the LIF-MLP. It was noted that there is probably a need to distinguish between Rel-5 and Rel-6 versions of the LIF-MLP.

	S2-021214
	LIF via DoCoMo
	Liaison Statement: Reply to 3GPP SA2 on Deferred Location Requests in TS 23.271
	Noted


This is a response to the LS from SA2 about defining the event “UE gets available”. When new events are defined SA2 should inform LIF.

4. Outgoing LS

LS to SA1 on Privacy breach loophole, response to 739
	S2-021268
	Ericsson
	Draft Answer LS “Liaison statement on Release 99 changes to 22.071 to correct a privacy breach loophole”
	New version in 1374

	1374
	
	
	Agreed


No privacy breach loophole is seen in LCS stage 2 specifications, as all privacy issues in the VPLMN are handled on the base of the subscriber profile received from the HPLMN, so that the service requirement proposed by SA-WG1 is seen as already satisfied in the current LCS stage 2 TSs.

There might be a service problem since Rel-4 allows 40 LCS clients, but Rel-99 only supports 5 LCS client ids, but this is not a privacy loophole.
LS to SA1 and SA3 on TR enhanced support for user privacy, response to 1282 and 1090
	1375


	NEC
	LS back to SA1and SA3 on enhanced user privacy and new security requirements for LCS.
	New version in 1466

	1466
	
	
	Agreed to be presented for approval in SA2


TSG-SA2 shares the TSG-SA1’s view described in their LS back to SA3 (S1-020860). In addition, TSG-SA2 would like to mention that, in the current LCS stage 2 specification (TS23.271 v5.2.0), requestor should be authenticated by LCS client. The actual method of the authentication is not standardized, since the interface between LCS client and requestor is outside the scope of 3GPP.
LS to GSM A on LBS scenarios, response to 1104
	1372


	Vodafone Group
	[Draft] Answer LS “Liaison statement on LBS Scenarios”
	New version in 1399

	1399


	LCS session
	Answer LS “Liaison statement on LBS Scenarios”
	Agreed to be presented for approval in SA2


SA2 conclude that the LCS architecture, as currently specified in TS23.271, does not seem to support all of the scenarios as described in the extract from SerG document SE23.PRD.  In particular it is noted that some scenarios seem to require the yet to be specified GMLC-GMLC interface. Also the anonymous requestor and target scenarios are currently not supported.

LS  to GSM A on privacy control in home PLMN, response to 1105
	1373
	Nokia
	LS “Privacy Control for LBS”
	New version in 1467

	1467
	Nokia
	LS “Privacy Control for LBS”
	Agreed


In SA2’s view the home operator of the user can handle the privacy check of a roaming user, when the Inter-GMLC interface is introduced in Rel-6. With this interface the Home GMLC could always be involved in the privacy check for the location request. 

LS to LIF on the referred version number of LIF-MLP, response to 1199
	1376


	Docomo
	[Draft] LS on LIF TS 101 version number, for use in 3GPP TS 23.271 Response to 1199
	New version in 1468

	1468


	LCS session
	[Draft] LS on LIF TS 101 version number, for use in 3GPP TS 23.271
	Agreed to be presented for approval in SA2


23.271 (Release 6) needs to refer to an enhanced LIF TS101 specification that corresponds to Release 6, while 3GPP is still maintaining the Release 5 version of 23.271. SA2 assumes that the LIF specification corresponding to Release 6 would have a different version number from the number for Release 5.
5. lcs Work ItemS for Rel-6

	S2-021141
	Nokia
	Proposed revision of the Location Services WID (Related to Release 6)
	New version is in 1378

	1378
	LCS session
	Proposed revision of the Location Services WID (Related to Rel- 6)
	Agreed to be presented for approval in SA2


The sentence “It shall be possible to check the privacy settings in the home PLMN of the target UE subscriber.” was agreed to be moved to the GMLC GMLC interface WID. Docomo will prepare the proposal in 1377.

	S2-021377
	NTT Docomo
	Proposed revision of  GMLC-GMLC interface WID, Privacy check in Home PLMN
	New version is in 1393

	1393
	
	Revised WID for the Provision of an Inter-GMLC Interface and other improvements to the LCS Core Network Architecture
	New version in 1469

	1469
	LCS session
	
	Agreed to be presented for approval in SA2


It was noted that the time schedule seems to be ambitious, but it was not changed.

TeleCommunication Systems was added as supporting company. 

6. Proposed CRs to 03.71, 23.171, 23.271 AND 23.002

6.1  Corrections

S2-021182 Siemens, Rel-98, F, Correction of timing when SMLC enters LOCATION state, 03.71

The mirror CR for GERAN have been approved for Release 5, but the Rel-4 approval is depending on SA2 decision

1182 was agreed.

S2-021183 Siemens, Rel-99, A, Correction of timing when SMLC enters LOCATION state, 03.71

1183 was agreed

S2-021147 Nokia, Rel-4, F: Remove 'HSS' from 23.271 Rel-4, 23.271

HSS was found in 3 more placed to be removed. New version in 1379.

1379 was agreed.

S2-021208 NEC, Rel-99, F: Clarification of CS-MO-LR procedures, 23.171

S2-021209 NEC, Rel-4, F: Clarification of CS-MO-LR/PS-MO-LR procedures, 23.271

S2-021210 NEC, Rel-5, A: Clarification of CS-MO-LR/PS-MO-LR procedures, 23.271

The wording of signaling step 4 in 8.8.1.1 was changed.

The GMLC address shall be kept in MSC, so the text in 9.2 should be removed or moved to 8.8.1 or MSC chapter.

The GMLC shall be able to forward the location report to the LCS client indicated by the target mobile.

New versions in 1380, 1381 and 1382

1380 revised in 1391 because wrong tdoc number in cover sheet. 1391 agreed.
1381 and 1382 agreed.

S2-021215 NTT DoCoMo, Rel-5, F: Alignment with TS23.271, 23.002

Spelling to be corrected, 29.198 to be added as referred specification.

New version in 1383: Corrected spelling in new version 1394, which was agreed to be presented for approval in SA2.

S2-021216 NTT DoCoMo, R5, F: Deleting version number of Mobile Location Protocol Specification from reference, 23.271

1216 agreed to be proposed for approval in SA2 together with the LS in 1468 to LIF, pointing out that the different releases in 3GPP probably should refer to different versions of LIF-MLP.

S2-021179  new versions in 1371, 1384, 1397. 

Lucent Technologies, Rel-5, D: Modification to LCS to support North American E911, 23.271

1371: CR number should be added, i.e. 082, the rev should be 2, category should be F.

The revision marks should show changes against version 5.2.0 of 23.871. ESC should be spelled out.

New version in 1384, then further changes in 1397, which was agreed.

6.2 Support for user privacy

S2-021207 NEC, Rel-5, F: Definition of “Enhanced User Privacy”, 23.271

It was agreed to use the term “Rel-5 enhanced user privacy” instead of enhanced user privacy”. The rel-5 privacy capability should be described in 23.271. New version in 1385 then further changes in 1392.

The interworking between serving nodes in different releases is defined in new version 1398, which was agreed.

S2-021204 NEC / NTT DoCoMo, Rel-5, F: Handling of Location request without Codeword in GMLC, 23.271

1204 was agreed.

S2-021206, new versions in 1286, 1387, 1389, 1395, 1475

NEC / NTT DoCoMo, Rel-5, F: Codeword check mechanism, 23.271 CR

1206 was replaced by 1286. The codeword handling is discussed for roaming subscribers, but the complete solution is to be done in Rel-6. It was noted that the codeword is used to authorize the requestor, not to authorize the LCS client. The CR proposes an exception list of LCS clients that do not support codeword, but this is not described in stage 1 and was therefore removed. 

In the proposal the codewords are kept only in the home GMLC, so roaming subscribers cannot use codewords. In the current v5.2.0 of 23.271 the codeword is kept in HLR, which can only support a very limited number of codewords. This problem does not apply in the case when the codeword is sent to the target mobile user for checking. In rel-5 the home GMLC normally does not know anything about the location requests for roaming subscribers in the visited network. 
A further approach would be to support codeword checking both in HLR and GMLC and this approach was elaborated in the new versions 1387 and 1389. After more discussions, this approach was not agreed. Instead there is a preference to have codeword checking in one place only and this place would be GMLC. New version in 1395, final version in 1475, which was agreed.
S2-021265 Ericsson, Rel-5, F: Service type and codeword clarifications, 23.271

The contrtibution proposes changes in the privacy handling of service types and codewords. One case is added in which the service type received from the GMLC is not in the list of service types allowed by the subscriber. This CR was discussed quite much and there was some disagreement about the proposed text in chapter 9.5.3 and in table 10.3. 1265 is for e-mail approval.
S2-021266 Ericsson, Nokia, Rel-5, F:  Requestor identity in LCS client name, 23.271

GMLC does not need to know if MSC supports Rel-5, it may add the requestor identity in the LCS client name.

1266 agreed.

S2-021267, new version 1388

Ericsson, Nokia, Rel-5, F:  Privacy class selection rule, 23.271.

A statement was added to the last sentence: “…, provided that the LCS client was authorized by the UE user to get location information.” This change is included in 1388, which was agreed.
S2-021146 Nokia, Rel-6, B: Enhanced support for user privacy in 23.271
This proposal to add the network element PPR in rel-6 was initially discussed in this meeting, but this needs further discussions. 1146 was not agreed. 

6.3  Location reporting at change of area event

S2-021158 Vodafone: Network and mobile centric options for LCS ‘Area Event’ reporting 

The area change triggered reporting could be network based or mobile based and the tdoc describes the benefits and drawbacks of these solutions. The network-based solution could be an enhancement to the Nokia proposed solution in 1148.

Vodafone will contribute further on the mobile centric solution and this was supported. There is probably a need to develop corresponding new service requirements in SA1 stage 1 22.071. In the current version of 22.071 in the chapter on “LCS in future releases” there is preliminary description of “Defined Geographical Area” (DEGA) that seems to be close to the description in 1158.  1158 was noted.

S2-021148 Nokia, Rel-5, B: Deferred Location Request with Change of Area Event, 23.271

The area definition could be based on routing areas not only service areas.

The described mechanism was seen to be able to generate substantial signalling traffic. Location reports are generated continuously e.g. at cell changes even though the mobile is far away from the “hot spot”. It was also questioned how the LCS client defines the service request, i.e. what kind of area changes should generate a location report. It was concluded that the service requirements need to be made more specific in stage 1, e.g. in relation with the proposals in 1158. 1148 was rejected. 

7. Contributions to TR 23.871

S2-021205, new versions in 1386, 1390, 1396

NEC / NTT DoCoMo: Security and performance concerns about Codeword check in HLR/HSS, 23.871 

This document describes the codeword handling in TR23.871 and it is proposed in the contribution that codeword shall be checked in GMLC only. The wording in signalling step 2 was corrected: “The GMLC also verifies that the Codeword received from the LCS Client matches one of the codewords stored for the target subscriber.”

The approach to support codeword checking both in HLR and GMLC was elaborated in the new versions 1386 and 1390. After further discussions, this approach was not agreed. The GMLC only checking approach is in tdoc 1396, which was agreed to be input in v.2.1.0 of TR23.871.

S2-021142 Nokia: Proposed changes in Scope and chapter 5, adding text in empty sections of TR 23.871
New version in 1470, which was agreed.

S2-021143 Nokia: Proposed change in TR 23.871 chapter 5.8 'Related privacy issues in presence and location services' This tdoc was also presented in the SA2 Presence session 23.4, were it was noted. In the SA2 LCS session 

1143 was agreed.

S2-021211 NEC: Introduction of “pseudo-external identity”

1211 was “noted” on the request of NEC. The corresponding changes may be proposed later for 23.271 Rel-6.

S2-021144 Nokia: Proposed changes in TR 23.871, Ch. 6, new heading: 'Network support for user privacy in Rel-5' New version in 1471, which was agreed.

S2-021145 Nokia: Proposed changes in TR 23.871, Ch. 7, heading: 'Network support for enhanced privacy checking in Rel-6' New version in 1472, which was agreed.

S2-020654 TeleCommunication Systems: Change Request for Privacy Architecture in TR 23-871
The described enhancements were not agreed to be added anymore in 23.871. Instead the enhancements could be proposed as a possible PPR solution in Rel-6 (still to be discussed). S2-020654 was noted.

S2-021277 Nokia: Proposed changes in TR23.871, Ch. 8, ‘Requestor enhancements in Rel-6’
New version in 1473, which was agreed.

S2-021213 NEC: Proposed update for TR23.871 v2.0.0 

1213 was withdrawn.

S2-021269 Ericsson: Proposed conclusion chapter for TR 23.871
1269 was redrafted on-line as a change to TR23.871 in 1474, which was agreed.

The editor will input the agreed changes in the tdocs listed above in TR 23.871 version 2.1.0, in tdoc S2-021476, which is for e-mail approval.

8. Contributions on the Work Item GMLC – GMLC interface, including CRs

S2-021154 Vodafone: Summary of GMLC-GMLC [Lr] interface changes
1154 was noted.

S2-021155 Vodafone, Rel 6, B:  Introduction of the GMLC-GMLC Lr (roaming) interface: Clauses: 3, 4 & 5 changes, 23.271

1155 is for e-mail approval.

S2-021156 Vodafone, Rel 6, B:  Introduction of the GMLC-GMLC Lr (roaming) interface: Clauses: 6 & 8, 23.271

1156 is for e-mail approval.

S2-021157 Vodafone, Rel 6, B: Introduction of the GMLC-GMLC Lr (roaming) interface: Clause: 9 changes, 23.271

1157 is for e-mail discussion, conclusion in the next meeting.

S2-021212 NEC / NTT DoCoMo: Discussion paper and draft CR image for Inter GMLC interface
1212 is for e-mail discussion, conclusion in the next meeting.

S2-021178 Lucent Technologies: A Method for Supporting LCS for Roamers
1178 is for e-mail discussion, conclusion in the next meeting.

S2-021241 Orange: Comparison of Le and Lg interface for inter-GMLC interface
The document was discussed and some comments were on the overhead, limitations in MAP, e.g. SMS number of characters. Some information on Lr will be identical with the information on the Le interface. Flexibility was seen to be better in the Le based approach. It was asked if there is sufficient information to make the choice now. From the operators point of the Le interface was intended for roaming, so Lr should be close to Le. 

Several companies support the Le approach, e.g. meaning packaging, use of XML, IP transport, etc. not reinventing the LIF-MLP, possibly copying applicable parts of LIF-MLP. It was noted that the LS from GSMA (S2-020790) indicates a preference for the Le approach.

It was agreed that more time is needed to investigate the alternatives, before asking SA2 to take the decision.

1241 was noted.

S2-021242 Orange, 6, F:  Introduction of the GMLC - GMLC interface Clause 9: General Network Positioning Procedures 
1242 was postponed.

John Watson, Vodafone, will convene the e-mail discussions of the GMLC-GMLC contributions.

The e-mail comments should not widen the scope of the proposed CRs and discussion papers. 

9. Any other LCS issues 

None

10. NEXT Meeting

The next meeting will be in SA2#25 in June in Finland. It is proposed to reserve 3 days, Tuesday to Thursday, for the next LCS drafting session. 

It was noted that 2 days were far too few in this meeting.

11. Closing of the LCS drafting session

The chairman closed the LCS drafting session at 23:50 and thanked the participants for a good meeting.

ANNEXES:

The agreed agenda of the S2 LCS drafting session, including document allocation to agenda items is attached as a separate document in the file S2-021370.zip.

The Participants in the S2 LCS drafting meeting are listed in a separate document in the file S2-021370.zip.

The List of documents handled in the LCS drafting session is included as a separate document in the file S2-021370.zip. 

