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Introduction

CN1 Liaison statement (N1-012050) towards SA2 asked for clarification and definition of the architectural impact of IPv6 IMS interworking with IPv4 devices.

Discussion

When looking at IPv6-IPv4 interworking solutions we can distinguish two types of solutions. The first one being based on interworking in the terminals, the most well known solution here is DSTM (Dual Stack Transition Mechanism). The second one relies on interworking capabilities of the network (e.g. NAT-PT).

This Tdoc proposes a network architecture / solution in case NAT-PT applies.

Requirement on the solution 

The optimal interworking solution should fulfil the following requirements:

1. Being optimal in the use of public IPv4 addresses

2. Transparent to the applications running on the mobile terminals

3. Causing no additional delay in session setup time.

4. Completely handled within the visited mobile network (of the session originator) 

5. Allows optimal routing of the data flow (preventing data being send to the home network)

6. Simple

Proposal for a solution

The solution described below is based on NAT-PT, with the NAT-PT control (SDP-ALG) residing in the proxy-CSCF. 

The P-CSCF is the natural choice for performing SIP/SDP related interworking, as it already SIP/SDP aware and resides in the visited network.
IPV6-IPV4 Interworking at SDP level takes place at the P-CSCF, IPV6-IPV4 interworking at SIP level can be either in the home network of the mobile party (S-CSCF or I-CSCF) or in the network of other terminal. The latter case will occur for IPv4 users registered to a DSTM proxy. 

The P-CSCF has control over the NAT-PT box in the visited network, this control consist of:

· Being able to fetch free IPv4 addresses/ports for the NAT-PT IPv4 address pool.

· Provide the NAT-PT box with the correct IPv6-IPv4 mappings that are coherent with the SDP part within the IMS signalling.

· Instruct the NAT-PT box to release/start the mappings according to the start and ending of IMS sessions.


The protocol between the P-CSCF and the NAT-PT should be compliant with what is being standardised in the IETF MidCom group.

Requirement 1 “optimal use of public IPv4 addresses” can be achieved by sharing the same IPv4 address between different sessions and differentiating between the media components/end-users based on the port numbers (e.g. similar mechanism as in NAPT). 

IMS initiated sessions

When an IMS end-user (IPv6) initiates an IMS session towards a B party it doesn’t know in advance if the other side is IPv6 or IPv4 or both. If the translation is taken care of by the network, the A party can always assume the B party is running IPv6 and let the network take care of the IPV6-IPV4 translation if that translation was necessary
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1. The P-CSCF acquires a set of free IP addresses/ports from the NAT-PT box. This step is done prior to any session setup to optimise the session setup time by avoiding additional signalling towards the NAT-PT box. 

2. User A sends a SIP-INVITE towards his P-CSCF containing his IPv6 address in the SDP part of the invite.

3. Upon reception by the P-CSCF, the P-CSCF anticipates for both scenarios where the B party is IPv4 or IPv6. This is done by inserting a second IP contact address in SDP. This second IPv4 address + port number is retrieved from the locally stored set of free NAT-PT IP addresses/port numbers. Providing user-B with two contact addresses prevents additional session setup delay caused by re-invites.

4. The SIP-invite is forwarded to the next hop. The S-CSCFa or a border-CSCF might have to forward the SIP-Invite on top of IPv4. Changes made by the S-CSCF (or I-CSCF) only apply to the transport of the SIP signaling and not to the content of the SDP. 

5. The SIP-Invite arrives at User-B containing the two IP addresses. 

     a) If user-B is an IPv6 only host it replies to the SIP-Invite with his own IPv6 address in the SDP part. 

     b) If user-B is an IPv4 only host it replies with his IPv4 address in the SDP part. 

     c) If user-B is an DSTM it will make a preference (above cases) or include both IPv4 & IPv6 addresses.

6. Behaviour of P-CSCFa on reception of the reply is dependent of the IP address carried in SDP part of the SIP reply. 

     a) If SDP contains an IPv6 address the P-CSCF instructs the NAT-PT to release the reserved IPv4. 
         The SIP-reply can be forwarded as such to user-A. 

     b) If SDP contains two IP addresses the P-CSCF should filter out the IPv4 address and forward the SIP 

         reply with only an IPv6 address in the SDP part. The P-CSCF releases the reserved IPv4 address.

     c) If SDP only has an IPv4 address the P-CSCF should replace this by the IPv6 address of the NAT-PT box. 
         It should also send the IPv6 address of user-A together with the IPv4 address of user-B to the NAT-PT box
         to allow proper bindings. 

Both IP addresses could be transported in SDP using the FID mechanism.
 

Incoming IMS sessions

The scenario for incoming calls is slightly different as in this case the P-CSCF can derive the IP version of user B by looking at the SDP part in the SIP-Invite.

If the incoming SIP-Invite only contains an IPv4 address in the SDP part the P-CSCF has to insert a NAT-PT in the data path. Therefor the P-CSCF will replace the IPv4 address of user B by an IPv6 address of the NAT-PT box. In the reply message for user-A the P-CSCF will again replace the IPv6 address by the IPv4 address of the NAT-PT box.

For incoming sessions from IPv6 hosts the P-CSCF doesn’t have to perform any interworking.

Proposal

This contribution highlights a solution for IMS interworking between IPv6 and IPv4 terminals. This solution avoids sending the user plane to the home IMS network in case of IMS roaming while being simple (avoiding the introduction of supplementary SIP signalling (BGCF)).

Alcatel proposes that the solution stated above would be endorsed by SA2 and to send a LS to CN1 to inform them about the impact on the architecture and append the proposed solution.
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