Page 1



3GPP TSG-SA2 Meeting #23 
Tdoc S2-020513

Sophia Antipolis, France, February 18, 2002

	CR-Form-v4

	CHANGE REQUEST

	

	(

	23.228
	CR
	136
	(

rrev
	-
	(

Current version:
	5.3.0
	(


	

	For HELP on using this form, see bottom of this page or look at the pop-up text over the (
 symbols.

	

	Proposed change affects:
(

	(U)SIM
	
	ME/UE
	
	Radio Access Network
	
	Core Network
	X

	

	Title:
(

	Removal of Editor’s Notes and FFS items

	
	

	Source:
(

	Lucent Technologies

	
	

	Work item code:
(

	IMS-CCR
	
	Date: (

	18.02.2002

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	REL-5

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
2
(GSM Phase 2)
R96
(Release 1996)
R97
(Release 1997)
R98
(Release 1998)
R99
(Release 1999)
REL-4
(Release 4)
REL-5
(Release 5)

	
	

	Reason for change:
(

	There are several items that are incorrectly marked as for further study that need to be corrected.

	
	

	Summary of change:
(

	For further study items are removed or replaced.

	
	

	Consequences if 
(

not approved:
	The specification cannot be considered complete.

	
	

	Clauses affected:
(

	Existing sections 4.2.3, 4.2.4, 4.2.4b, 4.3.3.4, 4.4, 4.6.1, 4.7, 5.1.0, 5.1.2.1, 5.2.1, 5.2.2.4, 5.2.2.5, 5.3.2.2, 5.3.2.2.1, 5.3.2.2.2, 5.4.1, 5.4.9, 5.6.1, 5.6.2, 5.8.1, 5.8.3, 5.11.3, B.5.1, B.6, C.

	
	

	Other specs
(

	
	 Other core specifications
(

	

	affected:
	
	 Test specifications
	

	
	
	 O&M Specifications
	

	
	

	Other comments:
(

	


How to create CRs using this form:

Comprehensive information and tips about how to create CRs can be found at: http://www.3gpp.org/3G_Specs/CRs.htm.  Below is a brief summary:

1)
Fill out the above form. The symbols above marked (
 contain pop-up help information about the field that they are closest to.

2)
Obtain the latest version for the release of the specification to which the change is proposed. Use the MS Word "revision marks"  feature (also known as "track changes") when making the changes. All 3GPP specifications can be downloaded from the 3GPP server under ftp://ftp.3gpp.org/specs/ For the latest version, look for the directory name with the latest date e.g. 2001-03 contains the specifications resulting from the March 2001 TSG meetings.

3)
With "track changes" disabled, paste the entire CR form (use CTRL-A to select it) into the specification just in front of the clause containing the first piece of changed text.  Delete those parts of the specification which are not relevant to the change request.
------First Change------

4.2.3
Support of roaming subscribers 

The architecture shall be based on the principle that the service control for Home subscribed services for a roaming subscriber is in the Home network, e.g., the Serving-CSCF is located in the Home network. 
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Figure 4-1: Service Platform in Home Network


[image: image2.wmf]UE

P-CSCF

Serving

CSCF

Home

Network

Visited

Network

External

Service

Platform

Gm

Mw


Figure 4-2: External Service Platform

There are two possible scenarios to provide services:

- via the service platform in the Home Network

- via an external service platform (e.g. third party or visited network)

The box representing the external service platform could be located in either the visited network or in the 3rd party platform.


The roles that the CSCF plays are described below. 

------Next Change------

4.2.4
IP multimedia Subsystem Service Control Interface (ISC)

The ISC interface is between the Serving CSCF and the service platform(s).

An Application Server (AS) offering value added IM services resides either in the user's home network or in a third party location. The third party could be a network or simply a stand-alone AS.

The Serving-CSCF to AS interface is used to provide services residing in an AS. Two cases were identified:

- Serving-CSCF to an AS in Home Network.

- Serving-CSCF to an AS in External Network (e.g., Third Party or Visited)

Regarding the general provision of services in the IMS, the following statements shall guide the further development. 

1. Besides the Cx interface the S-CSCF supports only one standardised protocol for service control, which delegates service execution to an “Application Server”.

2. The depicted functional architecture does not propose a specific physical implementation.

3. Scope of the SIP Application Server: the SIP Application Server may host and execute services. It is intended to allow the SIP Application Server to influence and impact the SIP session on behalf of the services and it uses the ISC interface to communicate with the S-CSCF. 

4.  The S-CSCF shall decide whether an Application Server is required to receive information related to an incoming SIP session request to ensure appropriate service handling.. The decision at the S-CSCF is based on (filter) information received from the HSS (or other sources, e.g. application servers). This filter information is stored and conveyed on a per application server basis for each subscriber. The name(s)/address(es) information of the application server(s) are received from the HSS.


5. The purpose of the IM SSF is to host the CAMEL network features (i.e. trigger detection points, CAMEL Service Switching Finite State Machine, etc) and to interface to CAP.

6. The IM SSF and the CAP interface support legacy services only.

7. Once the IM SSF, OSA SCS or SIP Application Server has been informed of a SIP session request by the S-CSCF, the IM SSF, OSA SCS or SIP Application Server shall ensure that the S-CSCF is made aware of any resulting activity by sending messages to the S-CSCF.

8. From the perspective of the S-CSCF, The “SIP Application server”, “OSA service capability server” and “IM-SSF” shall exhibit the same interface behaviour.

9. The application server may contain “service capability interaction manager” (SCIM) functionality and other application servers. The SCIM functionality is an application which performs the role of interaction management. The internal components are represented by the “dotted boxes” inside the SIP application server. The internal structure of the application server is outside the standards.
The Sh interface shall have sufficient functionality to enable this scenario.

10. When the name/address of more than one “application server” is transferred from the HSS, the S-CSCF shall contact the “application servers” in the order supplied by the HSS. The response from the first “application server” shall be used as the input to the second “application server”.

11. The S-CSCF does not handle service interaction issues.. 

12. The S-CSCF does not provide authentication and security functionality for secure direct third party access to the IM subsystem. The OSA framework provides a standardized way for third party secure access to the IM subsystem.

More specifically the following requirements apply to the IMS Service control interface:

1.
The ISC interface shall be able to convey charging information.

2.
The protocol on the ISC interface shall support the control of timers

3.
The protocol on the ISC interface shall allow the S-CSCF to differentiate between session control on Mw, Mm and Mg interfaces and the ISC interface.


------Next Change------

4.2.4b
S-CSCF Service Control Model
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Figure 4.3f: Service Control Model with Incoming Leg Control and Outgoing Leg Control

Figure 1 illustrates the relationship between the S-CSCF and AS. It includes a first-level of modelling inside the S-CSCF and inside the AS. To keep the model simple only one incoming leg and one outgoing leg are shown. In practice a session may consist of more than one incoming leg and/or more than one outgoing leg(s), when using User Agents. An AS may create one or more outgoing legs independent of incoming legs. An AS may create one or more outgoing legs even when there are no incoming legs.


While the above figures show session related flows, the service control model can be applied to other SIP transactions such as registration.
------Next Change------

4.3.3.4
Relationship of private and public user identities

The home network operator is responsible for the assignment of the private user identifier, and public user identifiers; other identities that are not defined by the operator may also exist. 


[image: image4.wmf]IMS

Subscription

Private

User Identity

Public

User Identity

Public

User Identity

Public

User Identity

Service

Profile

Service

Profile


Figure 4.5: Relationship of the private user identity and public user identities

All Public user identities that are associated with the same Service Profile should have the same set of services. Public user identities that are associated with a different Service Profile could have a different set of services. Each Public user identity is only associated with a single Service Profile. 
All Service Profiles that share the same Private user identity are associated to the same S-CSCF. Later releases may allow different Service Profiles that share the same Private user identity to be associated with different S-CSCFs. 

The home domain name of the subscriber shall be stored securely on the USIM, (it shall not be possible for the UE to modify the home domain name). 

The storage location of the Private User Identity, Public User Identity and home domain name for a standalone SIP Client could be stored on the USIM.


It is not a requirement for a user to be able to register on behalf of another user or for a device to be able to register on behalf of another device or for combinations of the above for the IM CN subsystem for this release.


------Next Change------

4.4
Signalling concepts

A Single session control between the UE and CSCF. For Multi-Media type services delivered via the PS Domain within this architecture, a single session control protocol shall be used between the user equipment UE and the CSCF (over the Gm reference point). 

Protocols over the Gm reference point. The single protocol applied between the UE and CSCF (over the Gm reference point) within this architecture will be based on SIP (as defined by RFC 2543 [12], other relevant RFC’s, and additional enhancements required to support 3GPP’s needs).

A Single session control on the Mw, Mm, Mg, Mi, Mj, Mk. A single session control protocol shall be used on the session control interfaces between: 

· MGCF and CSCF (Mg), 

· between CSCFs (Mw), and

· between a CSCF and external IP networks (Mm).

· Between CSCF and BGCF (Mi)

· Between BGCF and MGCF (Mj)

· Between BGCF and BGCF (Mk)

Protocols for the Mw, Mm, Mg, Mi, Mj, Mk. The single session control protocol applied to these interfaces will be based on SIP (as defined by RFC 2543, other relevant RFC’s, and additional enhancements required to support 3GPP´s needs).

UNI vs. NNI session control. The SIP based signalling interactions between CN elements may be different then SIP based signalling between the UE and the CSCF.

Network configuration independence. It is a requirement that it shall be possible to hide the network topology from other operators. It shall be possible to restrict the following information from being passed outside of an operator’s network: exact number of S-CSCFs, capabilities of S-CSCFs, or capacity of the network. A more detailed explanation of this requirement is given in Annex C. 


Restrict access from external networks. The signalling solution shall allow the operator to restrict access from external networks (application level).

Access to HSS. A network operator can control access to the HSS.

------Next Change------

4.6.1 
Proxy-CSCF

The Proxy-CSCF (P-CSCF) is the first contact point within the IM CN subsystem. Its address is discovered by UEs following PDP context activation, using the mechanism described in section “Procedures related to Local CSCF Discovery ”. The P-CSCF behaves like a Proxy (as defined in RFC2543 or subsequent versions), i.e. it accepts requests and services them internally or forwards them on, possibly after translation. The P-CSCF may also behave as a User Agent (as defined in the RFC2543 or subsequent versions), i.e. in abnormal conditions it may terminate and independently generate SIP transactions. 

The Policy Control Function (PCF) is a logical entity of the P-CSCF. If the PCF is implemented in a separate physical node, the interface between the PCF and the P-CSCF is not standardised. 

The functions performed by the P-CSCF are:

-
Forward the SIP register request received from the UE to an I-CSCF determined using the home domain name, as provided by the UE.

-
Forward SIP messages received from the UE to the SIP server (e.g. S-CSCF) whose name the P-CSCF has received as a result of the registration procedure.

-
As part of processing of the request and before forwarding, the P-CSCF may modify the Request URI of outgoing requests according to a set of provisioned rules defined by the network operator (e.g. Number analysis and potential modification such as translation from local to international format.)

-
Forward the SIP request or response to the UE.

-
Detect an emergency session and select a S-CSCF to handle emergency sessions.

-
Generation of CDRs.

-
Maintain a Security Association between itself and each UE, as defined in TS 33.203 [19]. 

-
Should perform SIP message compression/decompression.


-
Authorisation of bearer resources and QoS management. 
------Next Change------

4.7 
Multimedia Resource Function

The architecture concerning the Multimedia Resource Function is presented in Figure 4.5a below.

 [image: image5.wmf]AS

ISC

S-CSCF

MRFC

MRFP

Gi

Mr

Mp

Sr


Figure 4.5a: Architecture of MRF

The MRF is split into Multimedia Resource Function Controller (MRFC) and Multimedia Resource Function Processor (MRFP).

Tasks of the MRFC are the following:

-
Control the media stream resources in the MRFP.

-
Interpret information coming from an AS and S-CSCF (e.g session identifier) and control MRFP accordingly.

-
Generate of CDRs.

Tasks of the MRFP are the following:

-
Bearer control on the Gi interface.

-
Provide resources to be controlled by the MRFC.

-
Mixing of incoming media streams (e.g for multiple parties).

-
Media stream source (for multimedia announcements).

-
Media stream processing (e.g. audio transcoding, media analysis).

Tasks of an Application Server with regards to MRF are e.g. the following:

-
Conference booking and provide booking information (e.g. start time, duration, list of participants) to the MRFC.

-
Provide a floor control mechanism, by which end users (e.g. participants, chairman) can influence floor and provide information to the MRFC on how incoming media streams should be mixed and distributed accordingly.

The protocol used for the Mr reference point is SIP (as defined by RFC 2543, other relevant RFC’s, and additional enhancements introduced to support 3GPP´s needs).

The Mp reference point allows an MRFC to control media stream resources provided by an MRF. 

The Mp reference point has the following properties:

-
Full compliance with the H.248 standard.

-
Open architecture where extensions (packages) definition work on the interface may be carried out.


------Next Change------

5.1.0
Establishing PDP Context for IM Subsystem Related Signalling

Before the UE can request IM services, a PDP context must be activated to carry IM Subsystem related signalling. 

It shall be possible for the UE to convey to the network the intention of using the PDP context for IM Subsystem related signalling. For this purpose it uses the mechanism for ‘PDP Context Used for Application Level Signalling Transport’ as described in TS23.207. A signalling flag determines any rules and restrictions that shall apply at the GGSN for that PDP context, as described in section 4.2.6.

The QoS profile parameters for this PDP context are appropriate for IM Subsystem related signalling. The QoS profile parameters are detailed in TS23.107. The signalling flag and the QoS profile parameters may be used independently of each other.

------Next Change------

5.1.2.1
Assigning a Serving-CSCF for a subscriber

When a UE attaches and makes itself available for access to IMS services by explicitly registering in the IMS, a S-CSCF shall be assigned to serve the UE.

The assignment of an S-CSCF is performed in the I-CSCF. The following information is needed in the selection of the S-CSCF:

1. Required capabilities for subscriber services
This information is provided by the HSS.

2. Operator preference on a per-user basis 
This information is provided by the HSS.

4. Capabilities of individual S-CSCFs in the home network
This is internal information within the operator’s network. This information may be used in the S-CSCF selection. This information is obtained by the I-CSCF by methods not standardised in this release.

5. Topological (i.e. P-CSCF) information of where the subscriber is located
This is internal information within the operator’s network. This information may be used in the S-CSCF selection. The P-CSCF name is received in the registration request. The topological information of the P-CSCF is obtained by the I-CSCF by methods not standardised in Release 5.

6. Topological information of where the S-CSCF is located
This is internal information within the operator’s network. This information may be used in the S-CSCF selection. This information is obtained by the I-CSCF by methods not standardised in this release.

7. Availability of S-CSCFs
This is internal information within the operator’s network. This information may be used in the S-CSCF selection. This information is obtained by the I-CSCF by methods not standardised in this release.

In order to support the S-CSCF selection described above, it is required that the following types of information be transferred between the CSCF and the HSS:

1. The Cx reference point shall support the transfer of CSCF-UE security parameters from HSS to CSCF.

· This allows the CSCF and the subscriber to communicate in a trusted and secure way (there is no à priori trust relationship between a subscriber and a CSCF)

· The security parameters can be for example pre-calculated challenge-response pairs, or keys for an authentication algorithm, etc. 

2. The Cx reference point shall support the transfer of service parameters of the subscriber from HSS to CSCF.

· This may include e.g. supplementary service parameters, application server address, triggers etc.


3. The Cx reference point shall support the transfer of CSCF capability information from CSCF to HSS. 

-
This may include e.g. supported service set, protocol version numbers etc.

------Next Change------

5.2.1
Requirements considered for registration

The following points are considered as requirements for the purpose of the registration procedures.

1. The architecture shall allow for the Serving-CSCFs to have different capabilities or access to different capabilities. E.g. a VPN CSCF or CSCFs in different stages of network upgrade.

2. The network operator shall not be required to reveal the internal network structure to another network. Association of the node names of the same type of entity and their capabilities and the number of nodes will be kept within an operator’s network. However disclosure of the internal architecture shall not be prevented on a per agreement basis.

3. A network shall not be required to expose the explicit IP addresses of the nodes within the network (excluding firewalls and border gateways).

4. It is desirable that the UE will use the same registration procedure(s) within its home and visited networks.

5. It is desirable that the procedures within the network(s) are transparent to the UE, when it register with the IM CN subsystem.

6. The Serving-CSCF understands a service profile and the address of the functionality of the Proxy-CSCF.


------Next Change------

5.2.2.4
Re-Registration information flow – User currently registered 


Periodic application level re-registration is initiated by the UE either to refresh an existing registration or in response to a change in the registration status of the UE. Re-registration follows the same process as defined in subclause 5.2.2.3 “Registration Information Flow – User not registered”.  When initiated by the UE based on the registration time established during the previous registration, the UE shall keep a timer shorter than the registration related time in the network.
------Next Change------

5.2.2.5
Stored information.

Table 5.1 provides an indication of the information stored in the indicated nodes during and after the registration process.

Table 5.1 Information Storage before, during and after the registration process

	Node
	Before Registration
	During Registration
	After Registration

	UE - in local network
	Credentials

Home Domain
	
	Credentials

Home Domain

Proxy Name/Address

	Proxy-CSCF

- in local network
	Routing Function


	Network Entry point

UE Address


	Network Entry point 

UE Address

	Interrogating-CSCF - in Home network
	HSS Address
	Serving-CSCF address/name


	No State Information

	HSS
	User Service Profile
	
	Serving-CSCF address/name\

	Serving-CSCF (Home)
	No state information
	HSS Address/name

Subscriber profile (limited – as per network scenario)

Proxy address/name
	May have session state Information

HSS Address/name

Subscriber information

Proxy address/name


------Next Change------

5.3.2.2
Network Initiated Application (SIP) De-registration, Administrative

For different reasons (e.g., subscription termination, lost terminal, etc.) a home network administrative function may determine a need to clear a user's SIP registration. This function initiates the de-registration procedure and may reside in various elements depending on the exact reason for initiating the de-registration.

One such home network element is the HSS, which already knows the S-CSCF serving the user and that for this purpose makes use of the Cx-Deregister. Another home network element that could initiate the de-registration is the S-CSCF, in which case it makes use of the Cx-Put to inform the HSS. Other trusted/secured parties may also initiate de-registration to the S-CSCF.

The following flow shows a network initiated IM CN subsystem terminal application (SIP) de-registration based on an administrative action for example. The IP transport infrastructure (e.g., GGSN, SGSN) is not notified. If complete packet access is to be denied, a transport layer administrative mechanism would be used. This scenario does not address the administrative mechanisms used for updating any subscriber records, EIR records, access authorisation, etc. This scenario only addresses the specific action of clearing the SIP application registration that is currently in effect.


As determined by the operator, on-going sessions may be released by using network initiated session release procedures in Section 5.10.3.
------Next Change------

5.3.2.2.1
Network Initiated De-registration by HSS, administrative
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Figure 5.5: Network initiated application de-registration by HSS, administrative

1.
HSS initiates the de-registration, sending a Cx-Deregister (subscriber identity) which may include the reason for the de-registration. 

2. 
Based on the filter criteria, the S-CSCF shall send de-registration information to the service control platform and perform whatever service control procedures are appropriate.

3.
The S-CSCF issues a de-registration towards the P-CSCF for this UE and updates its internal database to remove the UE from being registered. The reason for the de-registration received from the HSS shall be included if available.

4.
The P-CSCF informs the UE of the de-registration and without modification forwards the reason for the de-registration, if available. Due to loss of contact with the mobile, it might be possible that the UE does not receive the information of the deregistration.

5.
The P-CSCF sends a response to the S-CSCF and updates its internal database to remove the UE from being registered.

6.
When possible, the UE sends a response to the P-CSCF to acknowledge the de-registration. A misbehaving UE or a UE that is out of P-CSCF coverage could not answer properly to the de-registration request. The P-CSCF should perform the de-registration in any case, e.g., after the timer for this request expires.

If the UE does not perform automatic re-registration due to the de-registration the user shall be informed about the de-registration and of the reason, if available.

Note: Steps 4 and 5 may be done in parallel: the P-CSCF does not wait for an answer from the UE before answering to the S-CSCF

7.
The S-CSCF returns a response to the entity that initiated the process.

Note: Another trusted/secured party may also request for de-registration via HSS through administrative mechanisms provided by the operator.

------Next Change------

5.3.2.2.2
Network Initiated De-registration by S-CSCF

 A service platform may determine a need to clear a user's SIP registration. This function initiates the de-registration procedure and resides in a service platform.

The following flow shows a service control initiated IMS terminal application (SIP) de-registration. The IP transport infrastructure (e.g., GGSN, SGSN) is not notified. If complete packet access is to be denied, a transport layer administrative mechanism would be used. This scenario does not address the administrative mechanisms used for updating any subscriber records, EIR records, access authorisation, etc. This scenario only addresses the specific action of clearing the SIP application registration that is currently in effect.


As determined by the operator, on-going sessions may be released by using network initiated session release procedures in Section 5.10.3.
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Figure 5.5a: Network initiated application de-registration, service platform

1.
The S-CSCF receives de-registration information from the service platform and performs whatever service control procedures are appropriate. This information may include the reason for the de-registration.

2.
The S-CSCF issues a de-registration towards the P-CSCF for this UE and updates its internal database to remove the UE from being registered. The reason for the de-registration shall be included, if available.

3.
The P-CSCF informs the UE of the de-registration, and without modification forwards the reason for the de-registration, if available. Due to loss of contact with the mobile, it might be possible that the UE does not receive the information of the deregistration.

4.
The P-CSCF sends a response to the S-CSCF and updates its internal database to remove the UE from being registered.

5.
When possible, the UE sends a response to the P-CSCF to acknowledge the de-registration. A misbehaving UE or a UE that is out of P-CSCF coverage could not answer properly to the de-registration request. The P-CSCF should perform the de-registration in any case, e.g., after the timer for this request expires.

If the UE does not perform automatic re-registration due to the de-registration the user shall be informed about the de-registration and of the reason, if available.

Note: Steps 4 and 5 may be done in parallel: the P-CSCF does not wait for an answer from the UE before answering to the S-CSCF

6.
The S-CSCF sends an update to the HSS to remove itself as the registered S-CSCF for this UE.

7.
The HSS confirms the update. 

Note: Another trusted/secured party may also initiate the de-registration, for example, by issuing a third party SIP registration with timer set to 0 via S-CSCF.

------Next Change------

5.4.1
Bearer interworking concepts

Voice bearers from the IM CN subsystem need to be connected with the voice bearers of other networks. Elements such as Media Gateway Functions (MGW) are provided to support such bearer interworking. One of the functions of the MGW may be to support transcoding between a codec used by the UE in the IM CN subsystem and the codec being used in the network of the other party.

Default codecs to be supported within the UE are defined in [21]. The use of default codecs within the UE enables the IM CN subsystem to interwork with other networks on an end to end basis or through transcoding.

The IM CN subsystem is also able to interwork with the CS networks (e.g. PSTN, ISDN, CS domain of some PLMN) by supporting AMR to G.711 [17] transcoding in the IMS MGW element. Furthermore to allow interworking between users of the IM CN subsystem and IP multimedia fixed terminals and other codecs may (this is implementation dependent) be supported by the MGW.


In order to support existing network capabilities, it is required that a UE be able to send DTMF tone indications to the terminating end of a session via the IMS. This can be done using SIP information. An additional element for bearer interworking is the interworking of these DTMF tones between one network and another. This may involve the generation of tones on the bearer of one network based on out of band signaling on the other network. In such a case, the MGW shall provide the tone generation under the control of the MGCF.

------Next Change------

5.4.9
Event and information distribution

The S-CSCF and Application Servers (SIP-AS, IM-SSF, OSA-SCS) shall be able to send service information messages to endpoints. This shall be done based on a SIP Request/Response information exchange containing the service information and/or a list of URI(s) pointing to the location of information represented in other media formats. The stimulus for initiating the service event related information message may come from e.g. a service logic residing in an application server. 


This mechanism considers the following issues:

-
The IMS has the capability to handle different kinds of media. That is, it is possible to provide information contained within several different media formats e.g. text, pictures or video.

-
The UE's level of supporting service event related information and its exchange may depend on the UE's capabilities and configuration. 

-
A UE not participating in the service related information exchange shall not be effected by a service related information exchange possibly being performed with another UE of the session. 

Note: The service event related information exchange may either take place in the context of a session, or independently outside the context of any existing session. 
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Figure 5.8: Providing service event related information to related endpoint

1.
When a service event occurs that the S-CSCF or the Application Server wishes to inform an endpoint about, the S-CSCF or the Application Server generates a message request containing information to be presented to the user. The contents may include text describing the service event, a list of URI(s) or other service modification information.

2.
P-CSCF forwards the message request.

3.
UE presents the service-related information, to the extent that it conforms to its capabilities and configuration, to the user.

4.
Possibly after interaction with the user, the UE will be able to include information in the response to the S-CSCF.

5.
P-CSCF forwards the response.


Note: The UE may retrieve service event related information using normal PS Domain or IMS procedures.
------Next Change------

5.6.1
(MO#1) Mobile origination, roaming 

This origination procedure applies to roaming subscribers. .

The UE is located in a visited network, and determines the P-CSCF via the CSCF discovery procedure described in section 5.1.1. The home network advertises either the S-CSCF or an I-CSCF as the entry point from the visited network. 

When registration is complete, P-CSCF knows the name/address of the next hop in the signalling path toward the serving-CSCF, either I-CSCF(THIG) (if the home network wanted to hide their internal configuration) or S-CSCF (if there was no desire to hide the network configuration). I-CSCF, if it exists in the signalling path, knows the name/address of S-CSCF.
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Figure 5.14: Mobile origination procedure - roaming

Procedure MO#1 is as follows:

1. 
UE sends the SIP INVITE request, containing an initial SDP, to the P-CSCF determined via the CSCF discovery mechanism. The initial SDP may represent one or more media for a multi-media session.

2. 
P-CSCF remembers (from the registration procedure) the next hop CSCF for this UE. 

This next hop is either the S-CSCF that is serving the visiting UE (choice (a)), or an I-CSCF(THIG) within the home network that is performing the configuration hiding function for the home network operator (choice (b)).

(2a)
If the home network operator does not desire to keep their network configuration hidden, the name/address of the S-CSCF was provided during registration, and the INVITE request is forwarded directly to the S-CSCF.

(2b)
If the home network operator desires to keep their network configuration hidden, the name/address of an I-CSCF(THIG) in the home network was provided during registration, and the INVITE request is forwarded through this I-CSCF(THIG) to the S-CSCF.

(2b1)
P-CSCF forwards the INVITE request to I-CSCF(THIG)

(2b2)
I-CSCF(THIG) forwards the INVITE request to S-CSCF

3. 
S-CSCF validates the service profile, and performs any origination service control required for this subscriber. This includes authorisation of the requested SDP based on the user's subscription for multi-media services.

4. 
S-CSCF forwards the request, as specified by the S-S procedures.

5. 
The media stream capabilities of the destination are returned along the signalling path, per the S-S procedures.

6. 
S-CSCF forwards the SDP message to P-CSCF. Based on the choice made in step #2 above, this may be sent directly to P-CSCF (6a) or may be sent through I-CSCF(THIG)(firewall) (6b1 and 6b2).

7. 
P-CSCF authorises the resources necessary for this session

8. 
P-CSCF forwards the SDP message to the originating endpoint

9. 
UE decides the final set of media streams for this session, and sends the Final SDP to P-CSCF

10. 
P-CSCF forwards the final SDP to S-CSCF. This may possibly be routed through the I-CSCF depending on operator configuration of the I-CSCF.

11. 
S-CSCF forwards this message to the terminating endpoint, as per the S-S procedure.

12. 
After determining the final media streams in step #9, UE initiates the reservation procedures for the resources needed for this session.

13. 
When the resource reservation is completed, UE sends the “Resource Reservation Successful” message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to P-CSCF.

14. 
P-CSCF forwards this message to S-CSCF. This may possibly be routed through the I-CSCF depending on operator configuration of the I-CSCF.

15. 
S-CSCF forwards this message to the terminating endpoint, as per the S-S procedure.

16. 
The destination UE may optionally perform alerting. If so, it signals this to the originating party by a provisional response indicating Ringing. This message is sent to S-CSCF per the S-S procedure. 

17. 
S-CSCF forwards this message to P-CSCF. Based on the choice made in step #2 above, this may be sent directly to P-CSCF (17a) or may be sent through I-CSCF(THIG) (17b1 and 17b2).

18. 
P-CSCF forwards the ringing message to UE


19. 
UE indicates to the originating subscriber that the destination is ringing

20. 
When the destination party answers, the terminating endpoint sends a SIP 200-OK final response, as specified by the termination procedures and the S-S procedures, to S-CSCF.

21. 
S-CSCF performs whatever service control is appropriate for the completed session setup.

22. 
S-CSCF sends a SIP 200-OK final response along the signalling path back to P-CSCF. Based on the choice made in (2) above, this response may either be sent directly from S-CSCF to P-CSCF (choice (a)), or be sent indirectly through I-CSCF(THIG) (choice (b)).

23. 
P-CSCF indicates the resources reserved for this session should now be committed.

24. 
P-CSCF sends a SIP 200-OK final response to the session originator

25. 
UE starts the media flow(s) for this session

26. 
UE responds to the 200 OK with a SIP ACK message, which is sent to P-CSCF.

27. 
P-CSCF forwards the final ACK message to S-CSCF. This may possible be routed through the I-CSCF depending on operator configuration of the I-CSCF.

28. 
S-CSCF forwards the final ACK message to the terminating endpoint, per the S-S procedure.

------Next Change------

5.6.2
(MO#2) Mobile origination, home 

This origination procedure applies to subscribers located in their home service area.

The UE is located in the home network, and determines the P-CSCF via the CSCF discovery procedure described in section 5.1.1. During registration, the home network allocates an S-CSCF in the home network. 

When registration is complete, P-CSCF knows the name/address of S-CSCF.
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Figure 5.15: Mobile origination procedure - home

Procedure MO#2 is as follows:

1. 
UE#1 sends the SIP INVITE request, containing an initial SDP, to the P-CSCF determined via the CSCF discovery mechanism. The initial SDP may represent one or more media for a multi-media session.

2. 
P-CSCF remembers (from the registration procedure) the next hop CSCF for this UE. In this case it forwards the INVITE to the S-CSCF in the home network.

3. 
S-CSCF validates the service profile, and performs any origination service control required for this subscriber. This includes authorisation of the requested SDP based on the user's subscription for multi-media services.

4. 
S-CSCF forwards the request, as specified by the S-S procedures.

5. 
The media stream capabilities of the destination are returned along the signalling path, per the S-S procedures.

6. 
S-CSCF forwards the SDP message to P-CSCF

7. 
P-CSCF authorises the resources necessary for this session

8. 
P-CSCF forwards the SDP message to the originating endpoint.

9. 
UE decides the final set of media streams for this session, and sends the Final SDP to P-CSCF.

10. 
P-CSCF forwards this message to S-CSCF

11. 
S-CSCF forwards this message to the terminating endpoint, as per the S-S procedure.

12. 
After determining the final media streams in step #9, UE initiates the reservation procedures for the resources needed for this session.

13. 
When the resource reservation is completed, UE sends the “Resource Reservation Successful” message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to P-CSCF.

14. 
P-CSCF forwards this message to S-CSCF.

15. 
S-CSCF forwards this message to the terminating endpoint, as per the S-S procedure.

16. 
The destination UE may optionally perform alerting. If so, it signals this to the originating party by a provisional response indicating Ringing. This message is sent to S-CSCF per the S-S procedure.

17. 
S-CSCF forwards this message to P-CSCF.

18. 
P-CSCF forwards the ringing message to UE.


19. 
UE indicates to the originating subscriber that the destination is ringing.

20. 
When the destination party answers, the terminating endpoint sends a SIP 200-OK final response, as specified by the termination procedures and the S-S procedures, to S-CSCF.

21. 
S-CSCF performs any origination service control required by session setup completion.

22. 
S-CSCF passes the 200-OK response back to P-CSCF, following the path of the INVITE request of step (2) above.

23. 
P-CSCF indicates the resources reserved for this session should now be committed.

24. 
P-CSCF passes the 200-OK response back to UE

25. 
UE starts the media flow(s) for this session.

26. 
UE responds to the 200 OK with an ACK message which is sent to P-CSCF.

27. 
P-CSCF forwards the final ACK message to S-CSCF.

28. 
S-CSCF forwards the final ACK message to the terminating endpoint, per the S-S procedure.

------Next Change------

5.8.1
User identity to HSS resolution

This section describes the resolution mechanism, which enables the I-CSCF and the S-CSCF to find the address of the HSS, that holds the subscriber data for a given user identity when multiple and separately addressable HSSs have been deployed by the network operator. This resolution mechanism is not required in networks that utilise a single HSS e.g. optionally, it could be switched off on the I-CSCF and on the S-CSCF using O&M mechanisms. An example for a single HSS solution is a server farm architecture. By default, the resolution mechanism shall be supported.

On REGISTER and on MT INVITEs, the I-CSCF queries the HSS for subscriber specific data, e. g. the actual location or authentication parameters. This also has to be accomplished by the S-CSCF on REGISTER. In the case when more than one independently addressable HSS is utilized by a network operator, the HSS where user information for a given subscriber is available has to be found. To get the HSS name the I-CSCF and the S-CSCF query the Subscription Locator Functional (SLF) entity. 
The subscription locator is accessed via the Dx interface. The Dx interface is the standard interface between the CSCF and the SLF. 

A way to use the subscription locator is described in the following.

The Dx interface provides:

-
an operation to query the subscription locator from the I-CSCF or from the S-CSCF, respectively

-
a response to provide the HSS name towards the I-CSCF or towards the S-CSCF, respectively.

By sending the Dx-operation DX_SLF_QUERY the I-CSCF or the S-CSCF indicates a subscriber identity of which it is looking for an HSS. By the Dx-operation DX_SLF_RESP the SLF responds with the HSS name. The I-CSCF or the S-CSCF, respectively, continues by querying the selected HSS. As an option at the registration flow, the I-CSCF may forward the HSS name towards the serving CSCF to simplify the procedure by which the serving CSCF finds the subscriber’s HSS. This option can be used in a single HSS environment.

------Next Change------

5.8.3
SLF on UE invite
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Figure 5.21: SLF on UE invite

1.
I-CSCF receives an INVITE request and now has to query for the location of the subscriber’s data.

2.
The I-CSCF sends a DX_SLF_QUERY to the HSS and includes as parameter the subscriber identity which is stated in the INVITE request.

3.
The SLF looks up its database for the queried subscriber identity.

4.
The SLF answers with the HSS name in which the subscriber’s data can be found. 

The synchronisation between the SLF and the different HSSs is an O&M issue. 

To prevent an SLF service failure e.g. in the event of a server outage, the SLF could be distributed over multiple servers. Several approaches could be employed to discover these servers. An example is the use of the DNS mechanism in combination with a new DNS SRV record. The specific algorithm for this however does not affect the basic SLF concept and is not specified in this release. 

------Next Change------

5.11.3
Procedures for codec and media flow negotiations

This section gives information flows for the procedures for determining the set of mutually-supported codecs between the endpoints of a multi-media session, determining the initial codecs to be used for the multi-media session, and the procedures for changing between codecs when multiple ones are supported. 


------Next Change------

B.5.1 
Session flow diagram
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Step-by-step processing of this end-to-end session flow is as follows:

1. 
The UE sends a SIP INVITE request, containing an initial SDP, to the P-CSCF, which was obtained from the CSCF discovery procedures.

2. 
The P-CSCF forwards the INVITE to the next hop name/address, as determined from the registration procedures. In this case the next hop is the S-CSCF within the same operator’s network.

3. 
The S-CSCF validates the service profile, and performs whatever service control logic is appropriate for this session setup attempt.

4. 
The S-CSCF translates the destination address and determines the session will break out to the PSTN. It therefore forwards the INVITE to a BGCF.

5. 
The BGCF decides to use an MGW in the home network, allocates a MGCF, and sends the INVITE request to the MGCF. Procedures for choice of the optimal Media Gateway are not standardised in this release.

6. 
MGCF initiates a H.248 interaction to pick an outgoing channel and determine media capabilities of the MGW.

7. 
MGCF determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with an SDP message back to the originator via the signalling path. This response is sent to the BGCF.

8. 
BGCF forwards the SDP to S-CSCF

9. 
S-CSCF forwards the SDP message to P-CSCF

10. 
P-CSCF authorises the resources necessary for this session

11. 
P-CSCF forwards the SDP message to the originating endpoint, UE.

12. 
The originator decides the final set of media streams for this session, and sends the Final SDP to P-CSCF.

13. 
P-CSCF forwards the final SDP to S-CSCF

14. 
S-CSCF forwards the final SDP to MGCF. This message may be routed directly to the MGCF.

15. 
MGCF initiates a H.248 interaction to modify the connection established in step #8 and instruct MGW to reserve the resources necessary for the media stream.

16. 
MGW reserves the resources necessary for the media stream.

17. 
After determining the final set of media streams for this session, step #14 above, UE initiates the reservation procedures for the resources needed for this session.

18. 
When UE has successfully reserved the needed resources, it sends the “reservation successful” message to MGCF along the signalling path established by the INVITE message. This message is send first to P-CSCF.

19. 
P-CSCF forwards the message to S-CSCF.

20. 
S-CSCF forwards the message to MGCF. This message may be routed through I-CSCF, depending on operator configuration of I-CSCF.

21.

MGCF sends an IAM message to the PSTN

22.
 
The PSTN sends an SS7 ACM message to indicate that the path to the destination has been established. It may optionally alert the destination user before completing the session. 

23.

If the PSTN is alerting the destination user, MGCF indicates this to the originating party by a provisional response indicating Ringing. This message is sent to the BGCF.

24.

The BGCF forwards the message to S-CSCF

25.

S-CSCF performs whatever service control is appropriate for this ringing session.

26.

S-CSCF forwards the message to P-CSCF


27.

P-CSCF forwards the message to UE

------Next Change------

B.6
Sample end-end Session Flow - Mobile Origination, PSTN Termination by separate network operator

For this end-to-end session flow, we assume the originator is a UE located outside the service area of the network operator to whom the UE is subscribed. The UE has already established the proper PDP contexts for exchanging SIP signalling messages, has performed the proxy discovery procedures described in section 5.1.1, and has registered in the IM CN subsystem. 

The UE originating the session addresses a destination that is not a 3GPP endpoint, i.e. an E.164 number that must be completed by the PSTN. 

The visited network operator decides not to perform the PSTN gateway function for this session setup attempt, rather to a PSTN gateway of another network operator, the third party with whom prior agreement has been made.
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Step-by-step processing of this end-to-end session flow is as follows:

1. 
The UE sends a SIP INVITE request, containing an initial SDP, to the P-CSCF, which was obtained from the CSCF discovery procedures.

2. 
The P-CSCF forwards the INVITE to the next hop name/address, as determined from the registration procedures. In this case the next hop is the S-CSCF within the same operator’s network.

3. 
The S-CSCF validates the service profile, and performs whatever service control logic is appropriate for this session setup attempt.

4. 
The S-CSCF translates the destination address and determines the session will break out to the PSTN. It therefore forwards the INVITE to BGCF#1.

5. 
BGCF#1 determines that another operator is better able to terminate this PSTN connection, and forwards the INVITE to BGCF#2 in that operator’s network.

6. 
BGCF#2 decides to use an MGW in its network, allocates a MGCF, and sends the INVITE request to the MGCF. Procedures for choice of the optimal Media Gateway are not standardized in Release 5.

7. 
MGCF initiates a H.248 interaction to pick an outgoing channel and determine media capabilities of the MGW.

8. 
MGCF determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with an SDP message back to the originator via the signaling path. This response is sent to BGCF#2.

9. 
BGCF#2 forwards the SDP to BGCF#1.

10. 
BGCF#1 forwards the SDP to S-CSCF

11. 
S-CSCF forwards the SDP message to P-CSCF

12. 
P-CSCF authorizes the resources necessary for this session

13. 
P-CSCF forwards the SDP message to the originating endpoint, UE.

14. 
The originator decides the final set of media streams for this session, and sends the Final SDP to P-CSCF.

15. 
P-CSCF forwards the final SDP to S-CSCF

16. 
S-CSCF forwards the final SDP to MGCF. This message may be routed directly to the MGCF.

17. 
MGCF initiates a H.248 interaction to modify the connection established in step #8 and instruct MGW to reserve the resources necessary for the media stream.

18. 
MGW reserves the resources necessary for the media stream.

19. 
After determining the final set of media streams for this session, step #13 above, UE initiates the reservation procedures for the resources needed for this session.

20. 
When UE has successfully reserved the needed resources, it sends the “reservation successful” message to MGCF along the signaling path established by the INVITE message. This message is sent first to P-CSCF.

21. 
P-CSCF forwards the message to S-CSCF.

22. 
S-CSCF forwards the message to MGCF. This message may be routed through the BGCFs, depending on operator configuration of the BGCFs.

23. 
MGCF sends an IAM message to the PSTN

24. 
When the PSTN has established the path to the destination, it may optionally alert the destination user before completing the session. If so, it responds with an ACM message to the MGCF

25.
MGCF performs the H.248 interaction with MGF to enable a one-way media flow.

26.
If the PSTN is alerting the destination user, MGCF indicates this to the originating party by a provisional response indicating Ringing. This message is sent to BGCF#2.

27.
BGCF#2 forwards the message to BGCF#1

28.
BGCF#1 forwards the message to S-CSCF

29.
S-CSCF forwards the message to P-CSCF

30.
P-CSCF approves the resources needed for the one-way media flow.


31. 
P-CSCF forwards the message to UE

------Next Change------

Annex C (informative):
Optional configuration independence between operator networks

It is a requirement that it shall be possible to hide the network topology from other operators. It shall be possible to restrict the following information from being passed outside of an operator’s network: exact number of S-CSCFs, capabilities of S-CSCFs, or capacity of the network. 
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