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Introduction

Within GSM the ability exists for the PLMN to very rapidly provide response back to calling parties when unknown subscribers are called.  Within IMS similar requests are likely to exist and require treatment by the IMS network.  This paper discusses some of the issues and proposes enhancements to 23.228 (see associated CR).

Discussion

A variety of cases can occur both within networks that use E.164 identifiers and also networks that use SIP URL format identifiers (e.g. tel.URL) where session/call requests can reach an operators network but there is no physical subscriber using that identity.  These cases include the following:

1.
Mis-dialled information

The calling party means to dial a number or address that they feel is valid, however they inadvertently press the wrong buttons or key incorrectly.

2.
Withdrawn subscriber information

Users can for a variety of reasons have their subscriptions terminated (cancelled subscription, unpaid bill, time expired prepay account etc).  the calling party thinks that the called user’s identity should still be valid, however for whatever reason it is not.

3.
Unallocated addresses

The address used has not yet been allocated to a user.

Operators need confidence that these cases can be handled within the network using a minimum of resources, in an efficient and speedy manner.  The caller needs to be informed of the unknown status of the called address and the session released accordingly.

Recent 3GPP SA2 papers have started to discuss this issue and suggested the utilisation of an SCSCF on an ad-hoc basis to allow handling of the session request.  While this approach can have uses when additional information needs to be conveyed to the calling party, it does have drawbacks in tying up network resources such as SCSCF allocation mechanisms and SCSCF processing.  For a variety of the cases outlined above simple solutions are required within the 3GPP IMS solution. 

Simple solution using SIP responses

It is in the operators’ interest to perform minimal processing on the bulk of sessions that are invalid, this is especially true for sessions requests where the requested destination is invalid.  (In such cases in the CS Domain the ‘number unobtainable’ indication is returned). In the case where minimal information needs to be passed back to the calling party the following solution could be applied.
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Figure 1: SLF returns ‘not found’ information to the ICSCF

Within networks that use the SLF function to determine the correct HSS for users, in cases where no information exists within the network on the requested user, the SLF can return an indication of the ‘not found’ case to the ICSCF.  The ICSCF can then take the returned ‘not found’ information and formulate the relevant SIP response indicating that the subscriber is unknown (4XX?) back to the originating party.
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Figure 2: HSS returns ‘not found’ information to the ICSCF

Within networks where the SLF does contain information to allow the HSS to be reached, or , in networks where the SLF is not used, the HSS can return an indication of the ‘not found’ case to the ICSCF.  The ICSCF can then take the returned ‘not found’ information and formulate the relevant SIP response (4XX?) back to the originating party.

(Note the former case here may apply if a subscribers information has been deleted from the HSS but the O&M system still has to remove the subscriber information from the SLF).

More complex solution using additional network elements

In the case where more detailed responses and information need to be sent to the originating party are more enhanced solution is required. Examples of this could be where domain name changes or number changes are under way (e.g. *@BTCellnet.com is changed to *@O2.com or numbers ranges are revised with prefixes added (0802 200 200 revised to 07802 200 200)).   Typically in CS Domain networks an announcement is made.  Examples of enhanced information back to the calling party could be an announcement played or a picture displayed. In these cases the network needs to be able to provide audio, video or textual feedback to callers of revised addresses or calling information.  This information may not be suitable to be sent via simple SIP responses to requests.

A potential solution to this approach could be similar to the one detailed in SA2 Tdoc S2-012113.  In this case the HSS/SLF could return information to the ICSCF which would enable the ICSCF to progress the session request to functionality within the network that can handle the communications accordingly.  The HSS/SLF should be able to provide an indication to the ICSCF of how to progress the session in call cases not already covered that include the more detailed cases discussed.

Figure 3 Handling Unknown subscriber in IMS with additional network element

Conclusions

It is clear that the ability of operators to handle the unknown subscriber cases is an essential component of the standards.  In the case where more detailed responses and information need to be sent to the originating party the more complex solution will be required that relies upon the HSS (or the ‘other entity’) to determine the correct response and associated indication to the requesting party. Examples of this could include the cases where domain name changes/ number changes are underway, subscribers identities have changed or other cases where some form of enhanced indication is needed. 

Proposal

The following proposals should be adopted:

1. S2 should agree that the unknown subscriber situation can occur in IMS networks.

2. S2 should incorporate a mechanism to handle the unknown subscriber case.

3. The cases for unknown subscriber outlined in figures 1 and 2 are adopted within 3GPP S2 in 23.228 (see associated CR) for the simpler SIP notification cases.  

4. The more complex cases need development, and it is proposed that the figure 3 mechanism is used as a basis e,g, for when identities have changed or other cases where some form of enhanced indication is needed. 







