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1. Introduction

This contribution discusses a solution for a USIM-less emergency session in the ps-domain.

2. Discussion

The proposed solution is as far as possible aligned with the emergency session with USIM. The big difference between the emergency session USIM-less and with USIM is that in case of an emergency session with USIM the UE has activated a signalling PDP context. In the USIM-less case there is no activated signalling PDP context.

It is proposed, that the USIMless UE attaches with the IMEI which creates an MM context in the SGSN. No interaction with other entities (e.g. HLR) and no security procedures are performed. Fraud control may be performed based on the IMEI.

Location services are enabled by configuration. Each SGSN has configured a specific GMLC address to which location information for SIMless UEs is delivered. Also the EC is configured with this specific GMLC address to obtain location information from the GMLC. The procedures are compliant with TS 23.271 R5. 

If an EC serves multiple PLMNs the EC is configured with multiple GMLC addresses. The appropriate GMLC address is derived from the user's IP (PDP) address which is specific for the PLMN.

Another approach (S2-012174) proposes to introduce an emergency IMSI. This would require new, very specific HLR functionality. The major drawback is in configurations where one EC serves multiple PLMNs. In this situation one HLR is required for all PLMNs which may be interrogated by any GMLC. Who shall operate this HLR? The EC operator? Or, if multiple HLRs are used, the GMLCs have to be configured to route to different HLRs depending on the emergency IMSI and much more interesting the emergency IMSI space has to be split between the PLMNs.

For these reasons it is proposed to adopt an approach without emergency IMSI as described below. An adequate CR for 23.228 will be provided if this approach is accepted.

3. Proposal for 23.228

5.13.3 Emergency session without USIM or with an invalid USIM

This subsection shows how emergency session is established by UEs without a USIM or when the USIM is not accepted by the network (e.g. the User Is Barred or No roaming agreement with Home PLMN). The enabling of this feature is an  option  for the operator and may be based upon the regulatory situation.
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9.  Emergency session proceeds like in the case with USIM
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1. The UE sends an Attach Request to the network. In case there is no USIM in the UE or in case of no valid USIM the UE identifies itself by its IMEI. Potentially a reserved attach type is used for emergency. 

2. The SGSN detects, that the Attach Request is for emergency reason and establishes an MM context for the IMEI. The SGSN sends Attach Accept to the UE.

3. The UE request the establishment of a PDP context by sending an Activate PDP Context Request message to the SGSN. The UE indicates that the PDP context is used for emergency signalling. The Allocation / Retention Priority is set to the high value, potentially by using a reserved value. The SGSN selects a GGSN in the visited PLMN for the PDP context.

4. The SGSN sends a Create PDP Context Request message to the GGSN.

5. The GGSN establishes a signalling PDP context and sends a Create PDP Context Response to the SGSN.

6. The SGSN requests the establishment of the RAB.

7. The SGSN requests location information from the SRNC and sends a location report to the Gateway Mobile Location services Centre (GMLC) as specified in TS 23.271. The GMLC address is configured in the SGSN. The EC obtains this location information from the configured GMLC. The UE is identified on the GMLC by its IMEI or its PDP address.

8. The GGSN sends Activate PDP Context Accept to the UE.

9.
The emergency session proceeds normally as show in the section above. In the case that the UE has no USIM the Public User Identity in the Invite message is an Emergency Public User Identity which is based on the IMEI to provide uniqueness.

The GMLC addresses are configured in the EC for the user IP (PDP) addresses if the EC serves multiple PLMNs.
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