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–– First modified section ––

3.3
Abbreviations

For the purposes of the present document the following abbreviations apply. Additional applicable abbreviations can be found in GSM 01.04 [1].

AMR
Adaptive Multi-rate

API
Application Program Interface

AS
Application Server

BCSM
Basic Call State Model

BG
Border Gateway

BGCF
Breakout Gateway Control Function

BS
Bearer Service

CAMEL
Customised Application Mobile Enhanced Logic

CAP
Camel Application Part

CDR
Call Detail Record

CN
Core Network

CS
Circuit Switched

CSCF
Call Session Control Function (??)

CSE
CAMEL Service Environment

DHCP
Dynamic Host Configuration Protocol

DNS
Domain Name System

ENUM
E.164 Number

GGSN
Gateway GPRS Support Node

HSS
Home Subscriber Server

I-CSCF
Interrogating-CSCF

IETF
Internet Engineering Task Force

IM
IP Multimedia

IM-CAF
IM CAMEL Adaptation Function

IM CN SS
IP Multimedia Core Network Subsystem

IMS
IP Multimedia Core Network Subsystem

IMSI
International Mobile Subscriber Identifier

IP
Internet Protocol

IPv4
Internet Protocol version 4

IPv6
Internet Protocol version 6

ISDN
Integrated Services Digital Network

ISP
Internet Service Provider

ISUP
ISDN User Part

MAP
Mobile Application Part

MGCF
Media Gateway Control Function

MGF
Media Gateway Function

NAI
Network Access Identifier

OSA
Open Services Architecture

P-CSCF
Proxy-CSCF

PCF
Policy Control Function

PDN
Packet Data Network

PDP
Packet Data Protocol e.g., IP

PEF
Policy Enforcement Function

PLMN
Public Land Mobile Network

PSTN
Public Switched Telephone Network

QoS
Quality of Service

RAB
Radio Access Bearer

RFC
Request for Comments

SCS
Service Capability Server

S-CSCF
Serving-CSCF
SGSN
Serving GPRS Support Node

SLF
Subscription Locator Function

SSF
Service Switching Function

SS7
Signalling System 7

SIM
Subscriber Identity Module

SIP
Session Initiation Protocol

TSGW
Transport Signalling Gateway

UE
User Equipment

UMTS
Universal Mobile Telecommunications System

URL
Universal Resource Locator

USIM
UMTS SIM

–– Next modified section ––

4.2.4
Serving CSCF to service platform Interface

An Application Server (AS) offering value added IM services resides either in the user's home network or in a third party location. The third party could be a network or simply a stand-alone AS.

The Serving-CSCF to AS interface is used to provide services residing in an AS. Two cases were identified:

-  Serving-CSCF to an AS in Home Network.

-  Serving-CSCF to an AS in External Network (e.g., Third Party or Visited)

Regarding the general provision of services in the IMS, the following statements shall guide the further development. 

1. Besides the Cx interface the S-CSCF supports only one standardised protocol for service control, which delegates service execution to an “Application Server”.,

2. SIP+ is based on the SIP protocol information with necessary enhancements to allow for remote service execution; controversial enhancements should be avoided.

3. The depicted functional architecture does not propose a specific physical implementation.

4. Scope of the SIP Application Server: the SIP Application Server may host and execute services. It is intended to allow the SIP Application Server to influence and impact the SIP session on behalf of the services and it uses SIP+ to communicate with the S-CSCF. 

5.  The S-CSCF shall decide whether an Application Server is required to receive information related to an incoming SIP session request to ensure appropriate service handling.. The decision at the S-CSCF is based on (filter) information received from the HSS (or other sources, e.g. application servers). This filter information is stored and conveyed on a per application server basis for each subscriber.  The name(s)/address(es) information of the application server(s) are received from the HSS.

Editors Note:  The details of the “filter” information has to be further identified.

6. The purpose of the IM-CAF
(IM CAMEL Adaptation Function) is to host the CAMEL network features (i.e. trigger detection points, CAMEL Service Switching Function (CAMEL SSF), etc) and to interface to CAP.

7. The IM-CAF and the CAP interface support legacy services only.

8. Once the IM-CAF, OSA SCS or SIP Application Server has been informed of a SIP session request by the S-CSCF, the IM-CAF, OSA SCS or SIP Application Server shall ensure that the S-CSCF is made aware of any resulting activity by sending messages to the S-CSCF.

9. From the perspective of the S-CSCF, The “SIP Application server”, “OSA service capability server” and “IM-CAF” shall exhibit the same interface behaviour.

10. The application server may contain “service capability interaction manager” (SCIM) functionality and other application servers.  The SCIM functionality is an application which performs the role of interaction management.  The internal components are represented by the “dotted boxes” inside the SIP application server.  The internal structure of the application server is outside the standards.
The Sh interface shall have sufficient functionality to enable this scenario.

11. When the name/address of more than one “application server” is transferred from the HSS, the S-CSCF shall contact the “application servers” in the order supplied by the HSS.  The response from the first “application server” shall be used as the input to the second “application server”.

12. The S-CSCF does not handle service interaction issues.. 

13. The S-CSCF does not provide authentication and security functionality for secure direct third party access to the IM subsystem. The OSA framework provides a standardized way for third party secure access to the IM subsystem.

More specifically the following requirements apply to the Serving-CSCF control interface:

1.
SIP+ shall be capable to bring the full range of information (e.g. message headers, message bodies) available at the S-CSCF to the Application Server’s attention.

2.
SIP+ shall preserve the extensibility of the SIP network signalling protocol on the interface to the application server. Introducing extensions (e.g. new SIP method, SIP header) in the network SIP signalling protocol shall make these extensions implicitly available to the Application Server without requiring separate extensions to SIP+.

3.
The S-CSCF is application logic agnostic, i.e. it has no specific knowledge about a particular application logic invoked via the SIP+ interface.

4.
The S-CSCF contacts the Application Server for the execution of applications. This shall be possible during the registration and during the session from setup to the release. 

5.
An Application Server can initiate a new session/transactions at the S-CSCF without having been contacted by the S-CSCF beforehand.

6.
SIP+ is currently envisioned to connect the S-CSCF to entities (Application Servers, OSA SCS, IM‑CAF) within the operators network.

7.
SIP+ shall be a protocol between a Controlling Entity (SIP Application Server, IM-CAF, OSA-SCS) and a Controlled Entity (S-CSCF). The Controlling Entity takes/makes decisions on the SIP session. The Controlled Entity acts according to  the requests from the Controlling Entity, and notifies the Controlling Entity of events of interest (e.g a timer event or a SIP event).

8.
The SIP+ protocol shall enable a multi-vendor open interface between SIP application server/IM‑CAF/OSA-SCS and the S-CSCF.

9.
SIP+ shall support service control for both originating SIP sessions and terminating SIP sessions.  The A-party´s services are accessed from the A-party’s S-CSCF. The B-party´s services are accessed from the B-party’s S-CSCF

10.
SIP+ shall allow the simultaneous handling of more than one service within a session.

11.
SIP+ shall allow the Controlling Entity to request the transmission of a specific SIP message(s). This may, or may not, be in reaction to a message from the Controlled Entity

12.
SIP+ shall allow the Controlling Entity to request the transmission of a SIP message with added/deleted/modified content.( headers & sip message body (e.g. SDP))

13.
SIP+ shall allow filter setting  from the Controlling Entity.

14.
SIP+ shall allow Service Control triggering from the Controlled Entity on basic or  complex triggers.

15.
SIP+ shall allow the Controlling Entity to request the initiation of a SIP session. This may, or may not, be in reaction to a message from the Controlled Entity

16.
SIP+ shall be able to convey charging information.

17.
SIP+ shall support Load Control functions.

18.
Means for detecting the failure/availability of a SIP AS/IM-CAF/OSA-SCS and S-CSCF shall be provided.

19.
SIP+ shall support the transport of the following information from the S-CSCF to the Controlling Entity:
- Subscriber ID (Private subscriber identifier and, optionally, public subscriber identifier)
- Information on the event which occurred
- terminating/originating information
- SIP information

20.
SIP+ shall support the transport of the following information from the Controlling Entity to the S-CSCF:
- Subscriber ID 
- Session handling request

21.
The “SIP+” protocol shall support the control of timers

22.
The SIP+ protocol shall allow the S-CSCF to differentiate between session control and SIP+.

Editors Note: Further requirements are for further study.

The figure below depicts an overall view of how services can be provided. 
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Figure 4.3: Functional architecture for the provision of service in the IMS
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