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Introduction

This contribution discusses some issues related to the incoming liaison statement on authenticated registration and re-registration flows from SA WG3 in S2-012031 (= S3-010382).  

Discussion

Several aspects were discussed in this liaison statement, which mainly relate to the confirmation of working assumption made by S3. This contribution tries to find some answers to this LS. If SA2 could agree to these answers Siemens will be prepared to draft a LS back to SA WG3. The Annex of this contribution contains the example authenticated registration flow of the original LS. 

1. S3: It is fundamental for the current solution that SA3 is working on that the I-CSCF at Step 18 can get access to the same S-CSCF without performing a new selection process where potentially a new S-CSCF might be chosen

During the authenticated registration procedure the I-CSCF shall not select a new S-CSCF in Step 18. Suitable methods can be envisioned to avoid a new S-CSCF selection in the I-CSCF e.g. by sending a registration-in- progress-flag to the HSS in 8.Cx_Put. This flag then can be sent to the I-CSCF in 18.Cx_Query_Response to force the I-CSCF to forward the registration flow to the S-CSCF whose name was conveyed in the 18.Cx_Query_Response.  Furthermore the I-CSCF and HSS could remain stateless with this approach. This proposal shows, that it is feasible to force the I-CSCF to accept the S-CSCF name during the registration. Please note, this is just an example. The final solution is a stage 3 issue.

2. S3: Furthermore since at Step 10 the S-CSCF i.e. S1 may require more than one authentication vector it is important that when a user re-registers that the S-CSCF is not changed i.e. the user is re-registered in the same S-CSCF. Otherwise it does note make sense to send more than one authentication vector this S-CSCF.
When developing signalling flows for authenticating an IMS subscriber, S3 should consider the case that another S-CSCF is selected during the re-registration. This could happen in case of S-CSCF failure or because of S-CSCF load balancing reasons. However the I‑CSCF will normally forward the REGISTER message to the S‑CSCF as returned in the Cx_Query_Response message from the HSS. Re-assignment (another S-CSCF) is expected to be the exception case and should be relatively rare as compared to the number of re-registrations resulting in the same assigned S-CSCF. Therefore it is still useful to send more than one authentication vector to the S-CSCF. Despite the fact, that the same S-CSCF has to be selected by the I-CSCF in Rel.5 (see. 23.228 5.2.2.4 re-registration, user currently registered) the case of assigning a new S-CSCF has to be considered by SA2 in order to reduce the S3 standardisation effort for future releases.

3. S3: Moreover, it appears that it may then happen that the user is registered at two S-CSCFs at the same time, possibly with the same public identity.

 The HSS has to store the current valid S-CSCF name the subscriber is assigned to i.e. there is only one S‑CSCF stored in the HSS at the same time. The original S-CSCF will not receive INVITE request for new sessions any longer. The currently stored subscriber profile in the original S-CSCF could be deleted using a timer mechanism or by an explicit deregistration message from the HSS, which notes that a previously active S-CSCF is being replaced. The original S-CSCF would have to delete the user profile as soon as any active sessions have ended. During the registration and the assignment of the new S-CSCF the old authentication vectors in the original S-CSCF becomes obsolete.

4. S3: Also, it is the understanding of SA3 that re-registrations can be performed during ongoing SIP sessions. In case a change of S-CSCF was possible in a re-registration SA3 would appreciate an explanation of how the ongoing SIP session would be handled.

It is possible, that re-registration can be performed during ongoing SIP sessions. The current SIP mechanisms and the 3GPP extensions (Path Header to record the route to be used during the subscriber is registered) facilitate to carry out and finally to tear down successfully an ongoing SIP session handled by the original selected S-CSCF although a new S-CSCF is re-selected in the mean time.  Once a signalling path through the S-CSCF has been established for a session, this path and the signalling using this path are independent of the S-CSCF stored in the HSS.
Proposals

The answer to LS S2-012031 should be based on the content of this discussion section. Siemens is prepared to summarize the outcome of the discussion and draft a LS replying to S2-012031.

Annex:
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