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1 Introduction

Over the recent months, 3GPP understanding of the ISC interface between the S-CSCF and the OSA-SCS, SIP-AS and IM-SSF has matured.  During this maturing process, SA2 has placed a number of requirements into TS 23.228 v.5.1.0.

With the evolved understanding of the needs on the ISC interface, it is necessary to revisit some of the requirements to ensure that 23.228 is consistant.

2 Discussion

2.1 Requirements to re-evaluate

In the S2 meeting in Dallas, S2 decided that the ISC is SIP and that, from the perspective of the S-CSCF, the session that is used on the ISC interfaces is the same session which is used on the Mw, Mm and Mg interfaces.  Based on this, the following requirements on the ISC interface need to be re-considered.

· Further requirement 7 “SIP+ shall be a protocol between a Controlling Entity (SIP Application Server, IM-SSF, OSA-SCS) and a Controlled Entity (S-CSCF). The Controlling Entity takes/makes decisions on the SIP session. The Controlled Entity acts according to  the requests from the Controlling Entity, and notifies the Controlling Entity of events of interest (e.g a timer event or a SIP event).”

As the same session is used on the ISC as is used on the Mm, Mw and Mg interfaces, an application server interested in timer information sufficient knowledge of the signalling performed, as such it is not necessary to transfer timer information over the ISC. This contribution proposes to remove the text “a timer event”.

· Further requirement 13 “SIP+ shall allow filter setting  from the Controlling Entity.”

As the same session is used on the ISC as is used on the Mm, Mw and Mg interfaces, coupled with the concept that an application server can remove itself from the session signalling using the “record-route” mechanism provided in the SIP protocol, the only filters which are now relivant are the filters for the initial invite of the session.  There is no need for the controlling entity to modify the filter settings on the S-CSCF.  This contribution proposes that this requirement is removed.


· Further requirement 14 “SIP+ shall allow Service Control triggering from the Controlled Entity on basic or  complex triggers.”

The differentiation between the “basic” or “complex” triggering seems ambiguous and confusion.  This contribution proposes to simply say triggering.

· Further requirement 16 “SIP+ shall be able to convey charging information”

This requirement is included pre-maturely.  The discussion on which functional entities need to generate the charging information and the means to move this information around the network will be discussed in the charging related discussions and should not be mixed with the service interface related discussions.  This contribution proposes to remove it from the service interface requirements.

· Further requirement 19 “SIP+ shall support the transport of the following information from the S-CSCF to the Controlling Entity:
- Subscriber ID (Private subscriber identifier and, optionally, public subscriber identifier)
- Information on the event which occurred
- terminating/originating information
- SIP information”

As the information received by an interested application server will be the same information received by the S-CSCF, there is no need for the S-CSCF to generate information to send it to an application server which will have the same means to obtain this information as the S-CSCF.  This contribution proposes that this requirement is removed.

· Further requirement 20 “SIP+ shall support the transport of the following information from the Controlling Entity to the S-CSCF:
- Subscriber ID 
- Session handling request”

As information received by the S-CSCF will be the same as the information received by the application server, there is no need for the application server to generate the information and send it to the S-CSCF which will have the same means to obtain this information as the application server.  This contribution proposes that this requirements is removed.

· Further requirement 21 “The “SIP+” protocol shall support the control of timers”

As the same session is used on the ISC as is used on the Mm, Mw and Mg interfaces, an application server interested in timer information sufficient knowledge of the signalling performed, as such it is not necessary to transfer timer information over the ISC. This contribution proposes to remove this requirement.

· Further requirement 22 “The SIP+ protocol shall allow the S-CSCF to differentiate between session control and SIP+.”

As the same session is used on the ISC as is used on the Mm, Mw and Mg interfaces, the S-CSCF shall use destination information to differentiate the session signalling on the Mw, Mm and Mg interfaces to that received from the application server.  This implies that the means to identify between the information from the application server and the signalling from the Mw, Mm and Mg is functional issue and not required in the stage 2 specification.  This contribution proposes to remove this requirement.

2.2 Other CRs effecting Section 4.2.4 of TS 23.228

This contribution is aware of the other approved CRs to 23.228 v.5.1.0 effecting Sub-Clause 4.2.4 of TS 23.228.  These are listed below for completeness.

· 23.228 CR 058 “Terminology Change from SIP+ to ISC for service control interface”
This CR changes the replaces the term SIP+ with ISC.  It also removes requirement 2.  It also editorially modifies Figure 4.3.
· 23.228 CR 051 “SIP protocol on the SIP+ (ISC) interface”
This CR reflects the decision that it is the SIP protocol on the ISC interface – and further that it is the same session on the ISC interface that is used on the Mw, Mm and Mg interfaces.
3 Proposal

This contribution proposes that the above changes to the requirements are accepted.  If this is agreed, then Ericsson volunteers to create a CR to this effect.  An overview of what the CR would look like is provided below.

Serving CSCF to service platform Interface

An Application Server (AS) offering value added IM services resides either in the user's home network or in a third party location. The third party could be a network or simply a stand-alone AS.

The Serving-CSCF to AS interface is used to provide services residing in an AS. Two cases were identified:

-  Serving-CSCF to an AS in Home Network.

-  Serving-CSCF to an AS in External Network (e.g., Third Party or Visited)

Regarding the general provision of services in the IMS, the following statements shall guide the further development. 

1. Besides the Cx interface the S-CSCF supports only one standardised protocol for service control, which delegates service execution to an “Application Server”.,

2. SIP+ is based on the SIP protocol information with necessary enhancements to allow for remote service execution; controversial enhancements should be avoided.

3. The depicted functional architecture does not propose a specific physical implementation.

4. Scope of the SIP Application Server: the SIP Application Server may host and execute services. It is intended to allow the SIP Application Server to influence and impact the SIP session on behalf of the services and it uses SIP+ to communicate with the S-CSCF. 

5.  The S-CSCF shall decide whether an Application Server is required to receive information related to an incoming SIP session request to ensure appropriate service handling.. The decision at the S-CSCF is based on (filter) information received from the HSS (or other sources, e.g. application servers). This filter information is stored and conveyed on a per application server basis for each subscriber.  The name(s)/address(es) information of the application server(s) are received from the HSS.

Editors Note:  The details of the “filter” information has to be further identified.

6. The purpose of the IM SSF is to host the CAMEL network features (i.e. trigger detection points, CAMEL Service Switching Finite State Machine, etc) and to interface to CAP.

7. The IM SSF and the CAP interface support legacy services only.

8. Once the IM SSF, OSA SCS or SIP Application Server has been informed of a SIP session request by the S-CSCF, the IM SSF, OSA SCS or SIP Application Server shall ensure that the S-CSCF is made aware of any resulting activity by sending messages to the S-CSCF.

9. From the perspective of the S-CSCF, The “SIP Application server”, “OSA service capability server” and “IM-SSF” shall exhibit the same interface behaviour.

10. The application server may contain “service capability interaction manager” (SCIM) functionality and other application servers.  The SCIM functionality is an application which performs the role of interaction management.  The internal components are represented by the “dotted boxes” inside the SIP application server.  The internal structure of the application server is outside the standards.
The Sh interface shall have sufficient functionality to enable this scenario.

11. When the name/address of more than one “application server” is transferred from the HSS, the S-CSCF shall contact the “application servers” in the order supplied by the HSS.  The response from the first “application server” shall be used as the input to the second “application server”.

12. The S-CSCF does not handle service interaction issues.. 

13. The S-CSCF does not provide authentication and security functionality for secure direct third party access to the IM subsystem. The OSA framework provides a standardized way for third party secure access to the IM subsystem.

More specifically the following requirements apply to the Serving-CSCF control interface:

1.
SIP+ shall be capable to bring the full range of information (e.g. message headers, message bodies) available at the S-CSCF to the Application Server’s attention.

2.
SIP+ shall preserve the extensibility of the SIP network signalling protocol on the interface to the application server. Introducing extensions (e.g. new SIP method, SIP header) in the network SIP signalling protocol shall make these extensions implicitly available to the Application Server without requiring separate extensions to SIP+.

3.
The S-CSCF is application logic agnostic, i.e. it has no specific knowledge about a particular application logic invoked via the SIP+ interface.

4.
The S-CSCF contacts the Application Server for the execution of applications. This shall be possible during the registration and during the session from setup to the release. 

5.
An Application Server can initiate a new session/transactions at the S-CSCF without having been contacted by the S-CSCF beforehand.

6.
SIP+ is currently envisioned to connect the S-CSCF to entities (Application Servers, OSA SCS, IM SSF) within the operators network.

7.
SIP+ shall be a protocol between a Controlling Entity (SIP Application Server, IM-SSF, OSA-SCS) and a Controlled Entity (S-CSCF). The Controlling Entity takes/makes decisions on the SIP session. The Controlled Entity acts according to  the requests from the Controlling Entity, and notifies the Controlling Entity of events of interest (e.g a SIP event).

8.
The SIP+ protocol shall enable a multi-vendor open interface between SIP application server/IMS-SSF/OSA-SCS and the S-CSCF.

9.
SIP+ shall support service control for both originating SIP sessions and terminating SIP sessions.  The A-party´s services are accessed from the A-party’s S-CSCF. The B-party´s services are accessed from the B-party’s S-CSCF

10.
SIP+ shall allow the simultaneous handling of more than one service within a session.

11.
SIP+ shall allow the Controlling Entity to request the transmission of a specific SIP message(s). This may, or may not, be in reaction to a message from the Controlled Entity

12.
SIP+ shall allow the Controlling Entity to request the transmission of a SIP message with added/deleted/modified content.( headers & sip message body (e.g. SDP))

13.

14.
SIP+ shall allow Service Control triggering from the Controlled Entity on triggers contained in the controlled entity.

15.
SIP+ shall allow the Controlling Entity to request the initiation of a SIP session. This may, or may not, be in reaction to a message from the Controlled Entity

16.

17.
SIP+ shall support Load Control functions.

18.
Means for detecting the failure/availability of a SIP AS/IM-SSF/OSA-SCS and S-CSCF shall be provided.

19.

20.

21.

22.

Editors Note: Further requirements are for further study.

The figure below depicts an overall view of how services can be provided. 
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Figure 4.3: Functional architecture for the provision of service in the IMS
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