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1 Introduction

TSG SA1 have more or less completed the service requirements for the Presence Service work item which can be found in TS 22.141 [1]. This will be presented at SA#13 for approval. This specification will be made available during TSG SA2 #19 (S2-012xxx
).  Although perhaps additional refinements to the service requirements may take place, architectural considerations in SA2 should take place considering this is an approved work item for Release 5. 

The Presence service results in presence information and information on a user's devices, services and services components being managed by the wireless network. Presence information is defined in [1].  Together, these devices, services and services components are termed presentity (presence entity). The presence service provides access to presence information to be made available to other users or services.  Exploitation of this service will enable the creation of wireless-enhanced rich multimedia services along the lines of those currently present in the internet world.  

This contribution aims to initiate the architectural work required in SA2 by identifying the current IETF work in the area, current capabilities in the UMTS network to provide presence related information and to offer a tentative high level overview of the potential architecture that would support the presence service together. In addition, a reference architecture is also provided.

Presence and Instant messaging (IM) have historically been used in same the sentence and a great deal of IETF documents link the two together. However, TSG SA1 has taken the approach to standardise the presence service as opposed to applications such as Instant Messaging. The latter is viewed as an application that will make use of the presence service. 

2 Introduction of a Presence Server in 3GPP architecture

The functionality offered by the presence service is the storage and management of presence information published by presence entity (presentity). Consumers of presence information or watchers need to be authenticated and/or authorised. Strict privacy rules need to be adhered to based on policies set by presentities.  The content of the presence information has been deliberately left open and extensible in the service requirements to ensure that no unnecessary restrictions are introduced. Presence information may be provided by a presentity or may also be provided by network events. For example, a presentity may provide the disposition on behalf of a user by supplying user defined status such as “in meeting” or “on train home”.  Network related events may report the geographical location of a device. It is however acknowledged that a user may supply pseudo geographical location information such as “in Trafalgar Square, London” or a particular post code as part of the presence information.  

As the relationship between watchers and presentites may be many to many, it is recommended that a new functional entity, a presence server is introduced in the 3GPP reference architecture. This presence server shall manage presence information allowing the subscription of presentities and watchers and shall have links to certain network elements to extract presence information that is not directly provided by presentities. In order to allow inter-working with other domains from a watcher and presentity perspective in 3GPP networks, the Internet or whichever, a common link also required. The physical realisation of the presence server shall be outside the scope of 3GPP.  

The presence server shall have access to subscriber profile storage to store subscriber (presently) preferences or privacy data for granting access of its presence information to watchers. The policy may be 

· Provide to any that requests

· Provide to only those in an “allow” list, deny to those in a “deny” list,

· Ask permission from the subscriber, etc

It is assumed that the presence server would provide or have access to an Authentication/authorisation data repository that would store policy of what applications (watchers) or external networks have access to the presence server itself, and associated credentials. 
3 Involved Presence Elements

Figure 2 shows that the presence service may encompass many different network types. The basis of connectivity between these different networks should be provided by the Internet protocol and its associated set of messaging protocols. This approach enables the exchange of presence information in 2G and 3G wireless networks to be compatible with systems found on the Internet.
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Figure 1 Architectural Elements for Presence Service

Presence Service Environment (PSE)

The PSE is a collection of Presence-specific network elements under the control of a single administration. In the case of roaming the visited network is considered a part of that user's PSE. However, subscribers to another service provider are considered to be a part of a separate PSE.

Presence Server

This presence server shall manage presence information allowing the subscription of presence user agent/s associated with presentities and watchers and shall have links to certain network elements to extract presence information that is not directly provided by user agents.

Presence User Databases
This element may be comprised of one or more entities that contain presentity and watcher information such as subscriptions, privacy policies  …etc.

Presence User Agent

This element manipulates presence information for a presentity. There may be several Presence User Agents per presentity, allowing for example a user to have many devices (e.g., PDA, phone..etc) each of which is capable of generating a component (or tuple, see [1]) of presence information. User agents may reside inside or outside of the PSE. 

Presence Applications

Presence Applications are watchers that provide a value added application based on presence information obtained from presentities. 

4 Proposed Reference architecture

Figure 2 shows a tentative reference architecture for the support of the presence service. At the centre of the diagram is the new functional entity, the presence server. 
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Figure 2 Reference architecture to support a presence service
4.2 Presence Server Interfaces 

The presence server shall support the following interfaces:

4.2.1 Interface Pe  to Presentity and Applications

This interface shall allow a presentity’s presence information to be requested and reported. This interface shall conform to CPIM [4] with choices of protocols such as Presence and Instant Messaging protocol (PRIM) [5], SIP extensions in SIMPLE [6], CPL extension in [7]. This document does not make any recommendation as to the protocol that should be chosen, but does recommend that it should meet the requirements laid out in RFC 2779 [2]. (note : Given that SIP is already been accepted in the IM CN subsystem, reuse of SIP in this interface has distinctive advantages).

4.2.2 Interface Pm to Watcher 

This interface shall allow a watcher to request presence information and optionally to support the management of presence information. Presence management may include the setting of user preferences, update status …etc. This shall be based on an Application Programming Interface (API) in line with the architectural principles of OSA 23.127 [8]. A Presence Service Capability Server (SCS) shall provide an abstracted API to the watcher applications. The interface between the Presence SCS and the Presence Server is out side the scope of standardisation as the SCS may be hosted on a separate server or many be located on the presence server itself.

4.2.3 Interface Px to external networks

This interface is an interface to another presence server. It is used for two presence servers to exchange presence information of users in another networks such as roaming users or users in different networks such as fixed line other mobile domains and the Internet. This interface shall conform to CPIM [4].

4.2.4 Interface Le to GMLC

Location information is part of a presentity’s presence information. As a presentity may be associated with a subscriber’s terminal, the GMLC may provide geographical co-ordinates of the device through the already established Le interface in TS 23.071 [9].

4.2.5 Interface Ps to HSS

This interface shall allow the presence server to determine the network determined status of an IMS subscriber (registered and associated information). 

4.2.6 Interface Ph to HLR

This interface shall allow the presence server to query HLR about the state and status of a (subscriber associated with a presentity) from the Circuit Switched and GPRS perspective. This interface shall be MAP (as the HLR already provides this functionality through MAP).  

4.2.7 Interface Pg to SGSN

This interface shall allow the SGSN to report mobility management related events to the presence server (such as attach/detach/routing area update). This capability exists in Release 5 as a MAP interface, where mobility management triggers are reported to an application server.

4.2.8 MAP interface to MSC/VLR

This interface shall allow the VLR to report the mobility management related events to the presence server (such as attach/detach/location area update). This capability already exists in Release 99, where mobility management events can be reported to an application server.

5 Conclusions

This contribution provides an outline architectural elements required for the support of a presence service as well as providing a reference architecture. Lucent Technologies kindly requests 3GPP to consider the concepts outlined in this document and adopt them during a drafting session to commence the stage 2 work for the presence service. 
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