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1 INtroduction.

The purpose of this contribution is to propose an End-to-end QoS process including an end-to-end QoS negotiation and to provide an example of the call flow corresponding to this End-to-end QoS procedure. 

2 DISCUSSION.

The Tdoc S2-012122 shows the need to exchange some QoS information between different network elements during an end-to-end QoS process then proposes some requirements for this QoS information. 

The QoS User Class concept (as defined in Tdoc S2-012123) provides the way for the end-users to make a differentiation in the perceived end-to-end QoS. The originating end-user / UE can specify a specific level of QoS in the session setup request. The QoS User Class information is carried in the SDP description which is included in the SIP INVITE message.  An ordered list of QoS User Class values is used (described in any of the three forms of QoS User Class, but according to the subscriber profile, service, and operator policies). The kind of QoS User Class can be different according to the considered interface (some service specific information can be exchanged on the UNI while some more standardized information can be exchanged on the NNIs).

When a session is to be setup, the QoS process can be split into three main sub-functions, as follows :


( Selection of QoS parameters by the originating side


( Negotiation of these QoS parameters between originating and terminating sides


( Bearer establishment based on negotiated QoS information

2.1 QoS Selection.

The sub-function "QoS Selection" is typically controlled by the "Service Control" step when called by the originating S-CSCF during the session setup. The Service Control is the central point of the QoS Selection process because it has a complete view on what is really ongoing with the subscriber. 

The sub-function QoS Selection is in charge of determining the QoS parameters to be used for the session setup and to be negotiated with the terminating side. In order to correctly select the QoS parameters, different sources of information have to be taken into account, as shown in the following figure:
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Figure 1 : QoS Selection process in originating side.

The originating end-user can include in the session set-up request an ordered list of QoS User Class values (using any of the three possible forms). 

At the originating S-CSCF side, the Service Control is triggered in order to verify the coherency of the QoS information contained in the session set-up request with the QoS information contained in the subscription profile. When the QoS Flavour form of the QoS User Class is used, the translation towards a standardized form is carried out.

Depending on the service, the Application layer could also be requested in order to do the same kind of checking. Some Network Operator policies can also be applied to restrict the QoS possibilities. 

When all these verifications are done, the resulting QoS level is the QoS that will be used in the continuation of the session set-up request for the negotiation with the terminating side.

If the originating end-user does not include any QoS User Class value, then the highest QoS possibility is selected for each medium, according to the subscriber profile.

2.2 QoS negotiation between originating and terminating sides.

Once the originating S-CSCF (and the associated Service control) has determined the QoS to be used for the session, it sends this requested QoS to the terminating side (in the SDP description contained in the SIP INVITE). 

The terminating S-CSCF receives the session setup request then applies the Service Control. Therefore, the QoS information can be restricted based on the subscription profile, the specificity of the service, the time of day/week, or any other kind of operator policy reasons. (it is a process comparable to the one used in the QoS Selection in the originating side). The terminating side is only allowed to choose a sub-set of the QoS levels initially proposed. Then, the S-CSCF sends the session setup request to the terminating P-CSCF.

The terminating P-CSCF, knowing the end-user and the S-CSCF, checks whether the request can be satisfied according to its own capabilities. Again, the terminating side is only allowed to choose a sub-set of the QoS User Classes initially proposed. Then it sends the session setup request to the concerned end-user. 

The terminating end-user can accept the session request QoS parameters, or modify them according to his own criteria like expected quality, or price, …  Again, the terminating side is only allowed to choose a sub-set of the QoS User Classes initially proposed. Then, the selected sub-set of QoS parameters is sent back to the P-CSCF in the Session Progress message then to the originating side in order to finish the negotiation.

The Originating UE may not include a QoS User Class in the INVITE message. In this case, The originating S-CSCF (under possible control of an AS) adds QoS User Class values as allowed both by the subscription of the user and by the service that has been requested through the INVITE.  

2.3 Bearer establishment based on negotiated QoS information.

When receiving the Session progress message, the terminating and originating P-CSCF can store the negotiated QoS information contained in the message in order to be able to allow the bearer layer to accept the bearer setup request. It means that the network needs a mechanism to correlate and map the QoS information at both the session level and the bearer level. The Go interface is used to push/pull information to/from the bearer layer. 

The result of the QoS negotiation is known by the two end-users. Therefore they can start the bearer setup procedure (by requesting a PDP Context Activation in case of UMTS subscriber). It means that the UE needs a mechanism to map the QoS information from the session level to the bearer level.

2.4 Global mechanism.

The figure 2 illustrates the complete mechanism of end-to-end QoS process.
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3 Proposal.

We propose to insert a new subchapter 5.12.4 "End to end QoS Negotiation”. The content of this new subchapter will be a description of the End-to-end QoS Negotiation procedure as well as an example of a call flow for this End-to-end QoS Negotiation procedure. 

Insertion of the subchapter 5.12 and 5.12.1 is covered by accompanying document S2-012122.
Accompanying document S2-012123 introduces the subchapters 5.12.2 and 5.12.3.

This example is derived from the end-to-end session flows used in Annex B.3 Mobile Origination, roaming, to Mobile Termination, home. 
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5.12.4 End to end QoS Negotiation Procedure

The originating end-user / UE can specify a specific level of QoS in the session setup request. The QoS User Class information is carried in the SDP description which is included in the SIP INVITE message.  An ordered list of QoS User Class values is used (described in any of the three forms of QoS User Class, but according to the subscriber profile, service, and operator policies). 

This QoS User Class information requested by the originating end-user and contained in the SDP description can successively be used/modified by the nodes involved in the end-to-end negotiation as illustrated in the figure below. For instance, the originating S-CSCF and / or AS can restrict the list of QoS User Class Values requested based on the subscription profile, the specificity of the service, the time of day/week, or any other kind of operator policy reasons. The terminating side may restrict further the requested QoS by selecting a subset of the QoS possibilities as proposed by the originating side.   On the response path, the involved network elements on both originating and terminating sides ensure the coherence of the QoS negotiated.

The Originating UE may not include a QoS User Class in the INVITE message. In this case, the originating S-CSCF (under possible control of an AS) adds QoS User Class values as allowed both by the subscription of the user and by the service that has been requested through the INVITE.
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Figure X. End to end QoS negotiation procedure
5.12.4.1 Sample end-to-end Session Flow with QoS negotiation - Mobile Origination, roaming, to Mobile Termination, home
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Figure X. Session Flow with QoS negotiation - Mobile Origination, roaming, to Mobile Termination, home

Step-by-step processing of this end-to-end session flow is as follows:

1. 
UE#1 sends a SIP INVITE request, containing an initial SDP, to P-CSCF#1, which was obtained from the CSCF discovery procedures. The initial SDP may contain a session-specific user QoS request by setting the QoS_User_Class (possibly an ordered set).
2. 
P-CSCF#1 remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE to the S-CSCF within the home operator’s network, possibly through an I-CSCF. The next hop is either S-CSCF#1 serving UE#1 (choice (a)), or I-CSCF#1 in the home network that is performing the configuration hiding function for the home network operator (choice (b)).

(2a)
If the home network operator does not desire to keep their network configuration hidden, the INVITE request is forwarded directly to S-CSCF#1

(2b)
If the home network operator desires to keep their network configuration hidden, the INVITE request is forwarded through an I-CSCF to the S-CSCF

(2b1)
P-CSCF#1 forwards the INVITE request to I-CSCF#1 in the home network

(2b2)
I-CSCF#1 forwards the INVITE request to S-CSCF#1.

3. 
S-CSCF#1 validates the service profile, and performs whatever service control logic is appropriate for this session setup attempt.   S-CSCF# 1 (possibly under control of an AS) may restrict  the list of QoS User Class Values requested based on the subscription profile, the specificity of the service,   or any other operator policy reasons.  
4. 
S-CSCF#1 translates the destination address and determines the session will be completed within the home operator’s network. It therefore forwards the INVITE to I-CSCF#2.

5. 
I-CSCF#2 sends ‘Cx-location-query’ to the HSS to obtain the location information for the destination

6. 
The HSS responds with ‘Cx-location-query-response’ and indicates the destination is in the home service area.

7. 
I-CSCF#2 forwards the INVITE to S-CSCF#2, identified by the HSS as serving this subscriber.

8. 
S-CSCF#2 validates the service profile, and performs whatever service control logic is appropriate for this session setup attempt. The QoS_User_Class contained in the SDP description is checked according to the terminating subscriber's arrangement. The S-CSCF#2 (possibly under control of an AS) is allowed to select a subset of the QoS levels defined in the received SDP description.

9. 
S-CSCF#2 remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE to P-CSCF#2 in the home network.

10. 
P-CSCF#2 remembers (from the registration procedure) the UE address, and forwards the INVITE to the UE

11. 
UE#2 returns the media stream capabilities of the destination to the session originator, along the signalling path established by the INVITE message. UE#2 can constrain the previously selected list of QoS_User_Class values. At this step, the SDP contains the subset of the possible QoS levels negotiated between the two parties.

12. 
P-CSCF#2 authorises the QoS resources required for this session

13. 
P-CSCF#2 forwards the SDP to S-CSCF#2. 

14. 
S-CSCF#2 forwards the SDP to I-CSCF#2. 

15. 
I-CSCF#2 forwards the SDP to S-CSCF#1

16. 
S-CSCF#1 forwards the SDP message to P-CSCF#1 containing the final negotiated QoS User Class value.. Based on the choice made in (2) above, this response may either be sent directly from S-CSCF#1 to P-CSCF#1 (choice (a)), of be sent indirectly through I-CSCF#1 Firewall (choice (b)).

17. 
P-CSCF#1 authorises the resources necessary for this session

18. 
P-CSCF#1 forwards the SDP message to the originating endpoint, UE#1

19. 
The originator decides the final set of media streams for this session, and sends the Final SDP to P-CSCF#1 containing the final QoS User Class value.
20. 
P-CSCF#1 forwards the final SDP to S-CSCF#1. This message may be routed through I-CSCF#1, depending on operator configuration of I-CSCF#1.

21. 
S-CSCF#1 forwards the final SDP to S-CSCF#2. This message may be routed through I-CSCF#2, depending on operator configuration of I-CSCF#2.

22. 
S-CSCF#2 forwards the final SDP to P-CSCF#2. 

23. 
P-CSCF#2 forwards the final SDP to UE#2.

24. 
UE#2 initiates the resource reservation procedures for the resources necessary for this session.

25. 
After determining the final set of media streams for this session, step #19 above, UE#1 initiates the reservation procedures for the resources needed for this session

26. 
When UE#1 has successfully reserved the needed resources, it sends the “reservation successful” message to UE#2 along the signalling path established by the INVITE message. The message is sent first to P-CSCF#1.

27. 
P-CSCF#1 forwards the message to S-CSCF#1. This message may be routed through I-CSCF#1, depending on operator configuration of I-CSCF#1.

28. 
S-CSCF#1 forwards the message to S-CSCF#2. This message may be routed through I-CSCF#2, depending on operator configuration of I-CSCF#2.

29. 
S-CSCF#2 forwards the message to P-CSCF#2. 

30. 
P-CSCF#2 forwards the message to UE#2.

31. 
UE#2 may optionally delay the session establishment in order to alert the subscriber to the incoming session.

32. 
If UE#2 performs alerting, it sends a ringing indication to the originator via the signalling path. The message is sent first to P-CSCF#2.

33. 
P-CSCF#2 forwards the ringing message to S-CSCF#2. 

34. 
S-CSCF#2 performs whatever service control is appropriate for this ringing session

35. 
S-CSCF#2 forwards the message to I-CSCF#2

36. 
I-CSCF#2 forwards the message to S-CSCF#1

37. 
S-CSCF#1 performs whatever service control is appropriate for this ringing session.

38. 
S-CSCF#1 forwards the message to P-CSCF#1. Based on the choice made in (2) above, this response may either be sent directly from S-CSCF#1 to P-CSCF#1 (choice (a)), of be sent indirectly through I-CSCF#1 Firewall (choice (b)).

39. 
P-CSCF#1 forwards the message to UE#1

40. 
UE#1 indicates to the originator that the session is being delayed due to alerting. Typically this involves playing a ringback sequence.

41. 
When the destination party answers, the UE sends a SIP 200-OK final response to P-CSCF#2

42. 
P-CSCF#2 approves the commitment of the QoS resources for this session

43. 
After sending the 200-OK, US#2 initiates the media flow.

44. 
P-CSCF#2 sends a SIP 200-OK final response along the signalling path back to S-CSCF#2.

45. 
S-CSCF#2 performs whatever service control is appropriate for the completed session.

46. 
S-CSCF#2 sends a SIP 200-OK final response along the signalling path back to I-CSCF#2.

47. 
I-CSCF#2 sends a SIP 200-OK final response along the signalling path back to S-CSCF#1. Based on the choice made in (2) above, this response may either be sent directly from I-CSCF#2 to S-CSCF#1 (choice (a)), of be sent indirectly through I-CSCF#1 Firewall (choice (b)).

48. 
S-CSCF#1 performs whatever service control logic is appropriate for this session setup completion

49. 
S-CSCF#1 sends a SIP 200-OK final response along the signalling path back to P-CSCF#1

50. 
P-CSCF#1 approves the commitment of the QoS resources for this session.

51. 
P-CSCF#1 sends a SIP 200-OK final response along the signalling path back to UE#1

52. 
UE#1 starts the media flow for this session

53. 
UE#1 responds to the final response with a SIP ACK message, which is passed to UE#2 via the signalling path. This message is sent first to P-CSCF#1.

54. 
P-CSCF#1 forwards the ACK to S-CSCF#1. This message may be routed through I-CSCF#1, depending on operator configuration of I-CSCF#1.

55. 
S-CSCF#1 forwards the ACK to S-CSCF#2. This message may be routed through I-CSCF#2, depending on operator configuration of I-CSCF#2.

56. 
S-CSCF#2 forwards the ACK to P-CSCF#2.

57. 
P-CSCF#2 forwards the ACK to UE#2.
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