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1 Introduction

Even though the role & requirements of the service control interface for the IP multimedia core network subsystem, is ongoing, there is some discussion on the selection of the protocol.

One of the discussion options that has been proposed is to use SIP, with necessary extensions, as a service control interface.  This contribution raises some concerns about applicability of SIP for such an interface, and further concerns on the process of selecting a protocol before the role and requirements of the service control interface have been understood and evaluated.

This contribution is a repeat of S2-011016, and proposes that concentrating on the role and requirements of the service control interface, without diving into the protocol discussions, is the fastest way forward.

2 Discussion

2.1 Concerns with the process

While completing the discussions on the service control interface, it is important that the role and deeper understanding of the service control interface is understood before undertaking the stage three discussions on selecting a protocol.  Issues to be taken into account include not only the S-CSCF – application network interface, but also the interface between the application network and other network control nodes such as the MRF.  Further the service enablers to be accessed by the service control interfaces must be understood.

The roles and requirements of the interfaces may be considered as architectural issues, however it can be questioned whether the selection of the protocol is really within the scope of the architectural discussions, and selecting a protocol before the completion of the stage 2 work is not considered a correct approach in this situation.

2.2 Concerns with the applicability of SIP “vertical service” service control

The author of this contribution is of the understanding that the SIP+ protocol is for allowing “vertical” services to employ the service enablers provided by the network control nodes.  When considering this approach, it is understood that the some extensions will be required for e.g updating the “filters” and other aspects of service control such as extra charging control and report of other information.  This contribution views that this is infact standardising a service control protocol which is transported within SIP.

Consideration should be given to the guidance provided by following documents:

“draft-ietf-sip-guidelines-02.txt”
“SIP is a poor control protocol. It is not meant to be used for one

   entity to tell another to pick up or answer a phone, send audio using

   a particular codec, or change a configuration parameter. Control

   protocols have different trust relationships than is assumed in SIP,

   and are more centralized in architecture than SIP, which is a very

   distributed protocol.

   There are many network layer services needed to make SIP function.

   These include quality of service, mobility, and security, among

   others. Rather than building these capabilities into SIP itself, they

   SHOULD be developed outside of SIP, and then used by it.

   Specifically, any protocol mechanisms that are needed by SIP, but are

   also needed by many other application layer protocols, SHOULD NOT be

   addressed within SIP.”

… and …

“SIP is not meant to be a general RPC mechanism. None of its user

   discovery and registration capabilities are needed for RPC, neither

   are most of its proxy functions. As it is not an ideal transfer

   protocol, it is not good at carrying serialized objects of any large

   size.”

… and …

“SIP is not a transfer protocol. It is not meant to send large amounts

   of data unrelated to SIPs operation. It is not meant as a replacement

   for HTTP. This is for numerous reasons, one of which is that SIP's

   recommended mode of operation is over UDP. Sending large messages

   over UDP can lead to fragmentation at the IP layer and thus poor

   performance in even mildly lossy networks. This is not to say that

   carrying payloads in SIP messages is never a good thing; in many

   cases, the data is very much related to SIPs operation. However, SIP

   is not meant to carry large amounts of data unrelated to SIPs general

   function.”

“draft-roach-sip-subscribe-notify-03.txt”

“When using the methods described in this draft for event

     notification, it is important to consider: is SIP an appropriate

     mechanism for the problem set? Is SIP being selected because of

     some unique feature provided by the protocol (e.g. user

     mobility), or merely because "it can be done?" If you find

     yourself defining SIP extensions for notifications related to,

     for example, network management or the temperature inside your

     car's engine, you may want to reconsider your selection of

     protocols.”

… and …

“Further, it is expected that this mechanism is not to be used in

     applications where the frequency of reportable events is

     excessively rapid (e.g. more than about once per second). A SIP

     network is generally going to be provisioned for a reasonable

     signalling volume; sending a notification every time a user's GPS

     position changes by one hundreth of a second could easily

     overload such a network.”

“draft-rosenberg-sip-app-components-01.txt”

“SIP (and RTP, of course) alone is not sufficient for complete usage

   of a conferencing server. Media mixing policies (effectively, the

   matrix indicating which users hear which other users, and with what

   relative volumes) need to be set. Information on the status of the

   conference, such as the identity of the current speaker, number of

   users currently being mixed, etc., may need to be reported back to

   some control entity. These represent the requirements for the side

   channel. In IVR servers, the side channel used HTTP. We argue that to

   unify these concepts, HTTP is ideally suited here as well. Updates to

   the mixing policy can be made through HTTP POST requests against the

   mixing server, using well defined interfaces (possibly SOAP).

   Similarly, information about the status of the conference can be

   obtained through HTTP GET operations against the mixing server. The

   side channel here meets the requirements outlined in Section 5.5; it 

   is not real time in nature, does not reuqire transactional support,

   and passes relatively infrequent data and control. In fact, such a

   side channel will often not be needed at all. In 90 default mixing

   policy (the so-called N-1 matrix, where each user hears everyone but

   themselves, all at equal volume, with no floor control) will suffice.

   Fans of the INFO method [13] will argue that instead of using HTTP

   for the control, why not INFO? This would eliminate the need for an

   additional protocol, after all. The answer is the same as to why SIP

   should not simply replace HTTP - the two have different strengths and

   weakenesses. SIP is a poor data transfer protocol. It has insufficent

   support for transfer of medium to large data sets, which is important

   here. Furthermore, we may want to allow an entity separate from the

   one that initiated the session to control the session. Usage of INFO

   would only work from the same device (because of the sequence

   numbering).”

In summary, the guidance from the experts concludes that SIP is not an appropriate protocol for control, RPC applications, nor for information transport, and hence this raises serious concern to its applicability as a service control interface.

To further illustrate these, parallels are drawn between this approach, and the equivalent approaches in the circuit switched world.  This approach is viewed as equivalent to supporting the transport of “CAP” inside a new parameter inside “ISUP”.  Technically this might be achievable, however there would be impacts on the semantics of the existing messages and parameters – and some protocol rules may be broken.    The second cause for concern was when the functionality for transporting QSIG was provided over the ISDN and ISUP protocols, while seeming a simple task at first, it required changes to the base protocol – and indeed the release sequence.  Such aspects should be avoided.

The defined entities in SIP are a SIP UA, A SIP proxy, and a SIP redirect server. Consideration must be given to how these roles apply to the S-CSCF and the “SIP+ termination” within the 3GPP architecture.  The selection of SIP as “SIP+” leads to confusion, and potential standardisation and protocol difficulties with SIP. 

2.3 Separation of service control (end-to-end) dialogs and session control dialogs

The “session control” (end-to-end) and the “service control” dialogs must be separated. This for the following reasons:

· The S-CSCF should be able to make the difference between “normal” session control signalling and instructions/requests originating from value-added services. For instance, the former may lead to service triggering while the latter may not.

· While co-ordination between the session control and the service control is required, the service control actions does not always have a one-to-one relation ship with the session control (end-to-end) actions.

· Different entities are communicating between each other.  The service control nodes are communication between the network control nodes and the application network, and the session control (end-to-end) is communicating between other network control nodes.

· The capabilities of the session control, and the capabilities of the service control may evolve at different rates.

With the selection of SIP as the vertical session control, it is not clear how the service control dialog is separate from the session control dialog.

2.4 What is being standardised

A further aspect to the standardisation of the service control interface is the risk that selecting SIP is it is just hiding a real service control interface at a higher level.
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As shown in the figure above, one of the concerns of having SIP as “SIP+”, is that the real service control protocol is hidden above this SIP+ termination as a proprietary interface.  Such an approach will likely result in  “interesting” debates in later 3GPP release as the operators become interesting in opening up the further level of proprietary interface.

2.5 Implementation aspects

The discussion above raises concern that the approach of including the service control within SIP, in addition to SIP being not appropriate, will imply changes to the semantics of the existing SIP messages.  These issues may arise when considering how “forking” will provided in conjunction with the requirement that the S-CSCF can remain in control of the session.

The possibility to fork SIP requests to several destinations is a fundamental part of the behaviour of SIP networks. The forking could be performed by the network node serving a terminating party,  (i.e. the S-CSCF associated to the terminating party) in order to reach a subscriber which has registered in more than one location; or it a service may impact forking by, e.g. creating the need for it or modifying the list of destinations to be searched.

This may lead the following example of potentially distributing the logic between the application network and the S-CSCF.  If the S-CSCF forks an INVITE to destinations A and B and then the AS add a  third destination C, then the S-CSCF would have no means to relate the INVITE to C to the original INVITE which led to forking. Further, without SIP extensions, the AS would have no means either to relate the INVITEs to A and B to an original one forked by the S-CSCF.

If forking is left to the AS only, then the S-CSCF has no means to correlate forked INVITEs together, and the AS is the entity really controlling the session. Moreover, this may lead to cases where one INVITE sent from the S-CSCF to the AS gets n INVITEs back as answer from the AS. What would be the transaction model between the S-CSCF and the AS in that case?

If forking is left to the S-CSCF (as it should normally be) and the AS wants to impact it without performing forking by itself, this takes instructions from the AS to the S-CSCF. Instructions which are not supported by the SIP protocol.

Any change in the semantics of the existing SIP messages will imply that the SIP stack used on the service control interface will imply that a separate SIP stack will have to be created and maintained. 

2.6 Timing aspects

A significant amount of time can be spent taking stage 3 discussions (selection of a protocol) before maturing the stage 2 aspects of the work.  The time spent on taking the stage 3 discussions would be more fruitfully applied maturing the stage 2 aspects of the work.  It is not believed that taking stage 3 decisions will increase the rate of progress.

3 Proposal

This contribution raises concerns with making the stage 3 decisions before the stage 2 work has been matured, and raises some concerns with one of the stage 3 approaches which is being presented.  This contribution proposes that the work within S2 continues on maturing the stage 2 aspects of the service control interface between the network control nodes and the application network, and the stage 3 decisions can be reached within the CN groups.

Appendix 1: Parallel examples

4 Parallel solution in the CS domain and ISDN world

4.1 Service control with ISUP

Encapsulating a service control protocol within SIP signalling could be viewed as akin to encapsulating the CAP protocol inside ISUP instead of applying CAP to the MSC.  This is illustrated in the figure below
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In this figure, ISUP+ is considered as a service control protocol which is allows the “vertical” services on the SCP to control the MSC/VLR.  The CAP protocol could be encapsulated within a parameter, like the APM message, within ISUP.  

Such a solution, could be technically feasible, however it would imply at least the following protocol impacts.

· Informs the ISUP+ termination to ignore the “CIC” and not find a circuit identified with the information flow

· The Semantics of “ACM” and “ANM” will be impacted etc.

· Etc

Such a solution would imply that the existing ISUP stacks would have to be largely re-writing and would lead to confusion.  ISUP experts would be mislead by the application of existing messages with different semantics.

4.2 Addition of QSIG support to ISDN (DSS1) and ISUP

During the 1990’s, there was a standardisation effort to transport QSIG between ISDN access with the aim of enhancing the capabilities of private networks.  This standardisation activity took the form of creating a “tunnelling” protocol though DSS1 and ISUP, though which the QSIG protocol was transported.  The side effect of this protocol was that DSS1 had to be updated from a 2 message release sequence to a 3 message sequence.  This was not foreseen at the initiation of the standardisation activity.
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