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Summary

Based on IETF SIP drafts, this contribution proposes a working assumption of a Back to Back User Agent (B2BUA) model for service control in the IM Subsystem. This work builds on the technical content of TS 23.228 v5.0.0., which implies the use of B2BUA model may be used for the S-CSCF in section 4.6.3;

The S-CSCF “may behave as a User Agent as defined in RFC2543 or subsequent versions, i.e. it may terminate and independently generate SIP transactions.” 
Introduction

To simplify the discussion, it is assumed that OSA SCS based applications and CAMEL IM SSF based applications use the same modelling in the S-CSCF as Application Server based applications use. This seems reasonable if the SCS (in the case of OSA) and IM SSF (in the case of CAMEL) are assumed to handle interworking to the IMS Call Model.  

Furthermore, it is assumed that since SIP+ is based on the SIP protocol (TS 23.228v5.0.0 Section 4.2.4) that the application server will contain SIP capabilities and operate either as SIP Proxy or SIP BBUA.

SIP Proxy Model

A SIP Proxy as defined by RFC 2543 has limited capabilities to control or influence a session.  In fact a stateless SIP Proxy can only forward every request it receives downstream, and every response it receives upstream. Consequently, a stateless SIP Proxy is not able to initiate, modify or terminate sessions. 

As a stateful entity, the SIP proxy acts as a virtual UAS/UAC, implementing the server state machine when receiving requests, and the client state machine for generating outgoing requests, with the exception of receiving a 2xx response to an INVITE. In this case, instead of generating an ACK, the 2xx response is always forwarded upstream towards the caller. 

In both cases, the To, From, Call-ID, and Contact tags are copied exactly from the original request. The proxy should only change the Request-URI to indicate the server where it intends to send the request.

Using this model the S-CSCF has very limited control over the session.  The S-CSCF proxies the SIP request on to the application server and includes its own address in the Via header.  By this mechanism, the S-CSCF is retained in the SIP signaling path and therefore will be able to view the response SIP/SDP message. However, the S-CSCF will not be able to view the changes that were made to the SIP request by the Application Server.  In this case, the S-CSCF is reliant on the Application Server to either issue a notification  to the S-CSCF or trust the Application Server to operate within the operator’s policy.  Where the Application Server is a 3rd Party this relationship is clearly unacceptable.

Furthermore, if the Application Server is also a SIP Proxy then it will be subject to the same restrictions and hence unable to originate SIP messages itself.  Therefore, the Application Server will not be able to create, modify or release SIP sessions as may be required to support an effective service.
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Figure 2: S-CSCF and Application Server acting as Proxies

B2BUA Model

By comparison the Back-to-Back User Agent model (See figure 3) makes the full suite of SIP capabilities available to the S-CSCF and Application Server. As a B2BUA both entities may create, modify and release sessions to support a specific service.   

Furthermore, the S-CSCF can retain control of the end-to-end session by initiating a completely independent session towards the Application Server for the purpose of the service interaction.  Subsequently, the Application Server is only able to route SIP requests via the S-CSCF.  If the Application Server fails to respond with the operator’s guard timer, the S-CSCF has the option to reject the Application Server interaction and continue, or reject  the original session establishment.  Similarly, if the Application Server initiates SIP requests that are not authorized/allowed according to operator policy, then the S-CSCF has the option to reject the requests and continue, or reject the original session establishment. 

Finally, since the S-CSCF is exposed to the result of the application of the service (which is either a response or further requests), then the S-CSCF can include detailed information in the billing/activity records.


Example call flows with B2BUA model

The following call flow is for a CAMEL Pre-Paid service – enough credit 
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Figure 1Call flow for a CAMEL Pre-Paid service – enough credit
The following call flow is for a CAMEL Pre-Paid service – credit expires 
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Figure 2 Call flow for a CAMEL Pre-Paid service – credit expires
Proposal

It is proposed that the B2BUA model is adopted as the mechanism used in the S-CSCF and in the Application Server to provide Service Control in the IM Subsystem.  This does not preclude other models to be used when a B2BUA mechanism is not required. A SIP proxy that has B2BUA functionality can also act as a simple proxy, redirect server etc. for a particular session.
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Figure 3: S-CSCF B2BUA Model
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Figure 1: Simplified Service Control Architecture
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