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1 Introduction

2 23.228 currently outlines the various techniques available for Session redirections from IM.  As IM can deliver communications to/from both the IP space and also legacy networks it is key that users can also forward/redirect communications into other destinations in both areas.  This paper discusses one of the current scenarios and proposes an improved method of operation.
3 Discussion

Session redirection in 23.228

The current techniques for redirecting sessions are described in 23.228 section 5.11.5.  From a user perspective users wish to be able to redirect/forward communication requests to both SIP based destinations and also C7/PSTN/CSDomain destinations.  Figure 1 shows a simplistic concept of the basic user principles of redirection and forwarding. Note that user C could be a SIP, CS Domain or CS Domain user!
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Figure 1: Basic redirection scenario: A wants to communicate with B who forwards/redirects to C

SIP allows the originating (A) party to be used for redirection of sessions, figure 2 gives a basic outline of the concept as currently proposed in 23.228:
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Figure 2: Simple flows to illustrate originating (A) party performing redirection.

This technique relies upon the redirecting (B) Party notifying the originating (A) party of the redirected destination for the session request.  The originating (A) party then requests a new session to the redirected to destination (C party).  According to 23.228 the B party’s network may not be involved in or be aware of the ongoing communications between the A party and the C party.

It is of course possible that users will want to redirect sessions to legacy networks such as C7 networks. 23.228 currently shows a mechanism for session redirection to the CS Domain (section 5.11.5.2).  This mechanism follows the concepts outlined within figure 2, with the exception that instead of the A party making a new session request to the C party (CS Domain redirected to address) the A party initiates a call in the CS Domain.  A simplification of this is shown in figure 3 below:
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Figure 3: Session redirection initiated by the S-CSCF to CS Domain

Redirection to CS Domain

1. The mechanism outlined within figure 3 that currently are shown within 23.228 makes some sweeping technical assumptions that need to be discussed.

2. Originating (A) party network capabilities.
The case of redirection by the redirecting (B) party to the CS Domain of 23.228 5.11.5.2 assumes that the Originating party (A) party network has CS Domain capabilities.  This is incorrect and cannot be assumed, networks may decide to only implement a PS Domain and IM CN SS.  Even if the A party home network has a CS Domain available, the B party cannot be certain that the A party has not roamed to a network that has no CS Domain. In this case the redirection would fail, through no fault of the redirecting party or their network.

3. A party user terminal capabilities
The case of redirection by the redirecting (B) party to the CS Domain of 23.228 5.11.5.2 assumes that the A party terminal will request the redirected call to be made using the CS Domain.  This assumption relies upon the A party terminal having CS Domain capabilities available.  The A party terminal could be (for example) a PDA connected to a PS Domain terminal, the terminal would not be able to re-establish the call via the CS Domain. In this case the redirection would fail, again through no fault of the redirecting party or their network.

4. A party subscription capabilities
It is assumed that the B party wishes to redirect the session request via the CS Domain, however if the A party subscription prevents the user from making CS Domain calls the (redirecting) B parties requests would fail.  In this case the redirection would fail, again through no fault of the redirecting party or their network.

5. B party network redirected-to ‘analysis’ capabilities
In step 7 of the current mechanisms it is assumed that the S-CSCF#2 determines that the session be redirected to a new destination URL in the CS Domain.  The mechanism needed to determine that the redirected location is in the CS Domain is not outlined, the requirements to achieve this however are immense.  Considerable effort has been spent in trying to determine whether a destination can be pigeon holed into being ‘CS Domain’ (mobile) or not.  23.228 section 5.4.3 outlines the interworking case with PSTN.   While it may be possible to re-apply this procedure in the redirecting to CS Domain case, the mechanisms outlined can only determine whether the next step for routing is a PSTN (C7) network or a SIP network element (e.g. I-CSCF/S-CSCF).  Thus it is not possible to determine whether the redirected call is to a CS Domain end point or to a contemporary C7 PSTN end point.

6. A party user CS Domain mobility management status
The current session redirection to CS Domain of 23.228 assumes the A party terminal CS Domain terminal has performed a location update and is ready to make CS Domain call requests.  This is an incorrect assumption.  It could be possible that the CS Domain part of the terminal is currently detached from the CS Domain and the (A party) user wishes all communications to be handled by the IM CN SS.  Again in this case the B Party redirection would fail. 

7. User’s privacy of information
The current redirection to CS Domain mechanism relies upon the B party S-CSCF (S-CSCF#2) passing the redirection destination back to the A party.  This could cause serious problems with privacy.  For example the B party may not wish callers to know the destination (forward to/redirected to) address for their calls.  In the current procedure the A party terminal would receive the redirected CS Domain number of the B Party.

8. Impact on B party services due to A party capabilities or network capabilities 
For the redirecting case to CS Domain the redirecting (B party) user is expecting the session requests they receive to be redirected/forwarded on to a C7 destination.  For example this could be a secretary in an office or a voicemail node.  They will expect any request to be treated according to their wishes.  If the requesting user (A party) cannot support the redirection according to that outlined in 23.228 (due to the reasons above and probably others) the redirecting (B) party will not receive the service they requested (i.e. that requests be redirected/forwarded according to their wishes).  This will mean the redirecting (B) party is likely to contact their operator and complain!! Operators will not wish to deal with customer complaints about the service they wish to offer which cannot be delivered due to the failings (or otherwise) of the originating party or the originator’s network!!!

4 In summary it is clear that the current mechanism for redirection to CS Domain that relies upon the originating network’s user and terminal cannot deliver the capabilities required.  Users (B Parties) who wish to redirect communications to C7/PSTN/CS Domain will not receive the service they receive and operators will not have the confidence to be able to offer such redirection capabilities.  A revised mechanism is needed to ensure that operators and users can offer an industry grade reliable usable redirection/forwarding capability into C7/PSTN/CS Domain.

5 Conclusion and Proposed next steps

1. Based upon this paper it is proposed that the following proposals are discussed:

2. For the case of redirection to C7 networks the capabilities and connectivity of the Originating (A) party network, terminal or user subscription cannot be assumed by the redirecting (B) party or their network.

3. It shall be possible for redirections to C7 networks to be made by the redirecting (B) party/network being able to re-apply the PSTN terminating procedures of 23.228.   SIP messages from the redirecting (B) party/network S-CSCF (S-CSCF#2) would be forwarded to the MGCF.

4. The mechanism for redirection to CS Domain of 23.228 section 5.11.5.2 shall be revised to resolve the issues highlighted in section 2 of this paper (see attached CR in tdoc S2-011219)








































































Page 4 of 4

_1050930364.ppt












1. INVITE











3. INVITE



UE#1



S-CSCF#1



4c. Redirect (optional)







UE#2



S-CSCF#3



UE#3









4a. INVITE (optional)





S-CSCF#2



4. Service control



2. Service control



4b . (Optional)

UE#2 redirects





5. Redirect



6. Redirect







7. INVITE



9. INVITE



8. Service control on

 redirected to destination



10. Service control





11. INVITE









Network 3

Network 2

Network 1

If successful session runs between UE#1 (network 1) and UE#3 (network 3)








_1050930432.ppt
















1. INVITE







3. INVITE



UE#1 

(SIP client)



S-CSCF#1









S-CSCF#2



4. Service control



2. Service control

5. Redirect



6. Redirect

8. 24.008 Set-up request











Network 3

Network 2

Network 1

CS Domain 

(redirected to

 address)

 included in 

Redirect message 

and passed to A 

party network 

and user



UE#1 

(CS MS)



Session is to 

CS Domain





CS- MSC





Target redirected to PSTN termination

(Could be CS Domain user)

A party terminal

B party network

Redirected to network

If successful session runs between CS MS (network 1) and Target PSTN (network 3)



9. A party MSC based 

Service analysis of B party

redirected to destination 



CS MS originates 

call to redirected 

 address on basis 

of info included in 

Redirect message 

passed from B

party/network 



10: C7 signalling: IAM

Note: If roaming CS MSC

 will belong to VPLMN 








_1050930038.ppt






































































Originator

A party

Re-directing

B party

Directed to/

forwarded to

C party

1. A requests session with B

2. B redirects to C

3.If redirect/forward is successful, 

A communicates with C








