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1. Introduction

In the discussion at the S2 QoS Drafting Meeting in Los Angeles, January 22-26, 2001, it was agreed that a general binding information to ensure that the IP bearer flow correlates to the one approved during the media session establishment is needed.

This contribution presents the message flows of the different phases of session / bearer establishment as well as subsequent phases for the Scenario 5 of the QoS Conceptual Model in 23.207 where the UE destination IP address and port number are used as unique binding parameters for each media stream component authorization. 

In addition, regarding the usage of the Common Open Policy Service (COPS) for the interface between the PCF and PEP, this contribution presents the pull model in the session / bearer establishment phases and in subsequent phases, the decisions from the PCF are pushed to the PEP in the GGSN.

2. Discussion

The QoS Conceptual Model Scenario 5, reserved for the IP multimedia services, assumes that the GGSN supports DiffServ edge functions and that the backbone IP network is DiffServ enabled.

The GGSN, acting as a DiffServ edge router, requests authorization decision from the PCF per each PDP context intended for a media stream related to an IM session in progress. 

The authorization from the PCF is required to adjust the QoS of the PDP context to the QoS of the call session. In addition to QoS information, the PCF may send to the GGSN the IP address and the ‘receiving’ port number of the peer.

In general, each PCF decision regarding an authorization of a media stream component may include the following parameters:

· Request Id (COPS Client Handle)

· Authorized QoS 

· Peer IP Address, Peer Port Number
Request Id (COPS Client Handle object) gives a unique identifier for all messages between the PEP in GGSN and the PCF regarding one media stream component authorization.

Authorized QoS is sent only when the QoS Negotiated in the PDP context does not match with the QoS Negotiated in the IM session after a comparison. In that case, the PCF sends the QoS Negotiated in the IM session via the decision message using the replacement (COPS decision object) command.

Peer Destination IP Address and Port Number may be used by the GGSN to set an uplink TFT. 

3.    Proposal

This contribution proposes to be created a new sub-section in Section 5 of TS 23.207 v.1.2.0 as shown below.  

5.1.1.2.4 Call Control/QoS Interaction Procedures 

(This corresponds to QoS scenario 5.)

Interaction between the P-CSCF/PCF and GGSN regarding media stream authorization can be considered in three separate phases:

1) Authorize QoS Resources

2) Resource reservation and Bearer Establishment

3) Subsequent phases related to media stream authorization 

This section provides the session flows for each of the above phases where the COPS pull model is used for bearer establishment, resource reservation and policy control; and for subsequent phases, the decisions related to the same PEP request are pushed from the PCF to the PEP. 

The mechanisms by which the P-CSCF/PCF and GGSN discover each other are FFS.

1) Authorize QoS Resources
The Authorize QoS Resource phase is triggered by the P-CSCF/PCF receiving an SDP message. The SDP message contains sufficient information about the session, such as the end-points, bandwidth requirements and the characteristics of the media stream components.

P-CSCF authorizes the session with the media QoS information and forwards the SDP message to the UE. The PCF shall store the related information about the media stream components of the session, which will be used in the following call control/QoS interaction procedures.

The follow is the message flow for the “Authorize QoS Resource” procedure.
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Figure 1 Authorize QoS Resource 

1. The SIP “SDP” message is received by the P-CSCF. The P-CSCF authorizes the session with the media QoS information in the SDP message carried by SIP. The PCF shall store the related information about the media stream components of the session.

2. Upon successful authorization of the session, the P-CSCF forwards the SDP message to the UE.

2) Resource Reservation and Bearer Establishment
The section provides the flows for bearer establishment, resource reservation and policy control for PDP Context activation/modification. 

The GGSN request authorization decision from the PCF per each PDP context intended for a media stream related to an IM session in progress. 

The PCF makes decision to adjust the QoS of the PDP context to the QoS of the call session. In addition to QoS information, the PCF may send to the GGSN the destination IP address and the port number of the peer.

The following message flow uses the COPS pull model for message exchange.
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Figure 2 Session based bearer establishment / modification

1. The UE activates a PDP context for the session by sending the Activate Secondary PDP Context Request message with UMTS QoS Requested and TFT to the SGSN.

2. The radio access bearer setup procedure is performed.

3. The SGSN sends the Create (Secondary) PDP Context Request  (PDP Address, QoS Negotiated, TFT) message to the GGSN.

4. The GGSN requests permission for the PDP context activation by sending the Request message to the PCF with binding parameters as the UE Destination IP address and port number  and the QoS Negotiated. The QoS Negotiated of the PDP is mapped into common QoS parameters before to be sent to the PCF. Common QoS parameters will give the possibility to any access infrastructure to receive authorization from the PCF. 

5. The PCF authorizes the PDP context activation request and sends a DEC message back to the GGSN with the authorized QoS, Peer Destination IP Address and Port Number. 

The authorized QoS parameter is sent only when the QoS Negotiated in the PDP context does not match with the QoS Negotiated in the IM session after a comparison. In that case the GGSN enforces the PCF decision by replacing the QoS Negotiated in the PDP context with the QoS Negotiated in the IM session.

The GGSN may set an uplink TFT of the PDP context according to the Peer Destination IP Address and Port Number.

6-7. The PDP context activation is accepted with the parameters received from the PCF.

 
8.     The GGSN may report that it has successfully enforced the decision by sending the Report State message to the PCF.

In the case of overriding the PDP QoS Negotiated accordingly to the IM QoS Negotiated, the GGSN signals the "re-negotiated" TFT back to the UE.

3) Subsequent phases

The Subsequent phases, such as ‘open the gate’, ‘release the call’ and ‘ UE deregistration’, follow the Resource reservation and Bearer Establishment procedures.  In the subsequent phases the PCF decisions are related to the same PEP request from the previous phases and may be pushed to the PEP in GGSN.

The exact signalling flows of the subsequent phases are FFS.

The following figure ilustrates a subsequence phase where the PCF decision is pushed to the GGSN.
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Figure 3. A subsequent phase

1-2. The P-CSCF/PCF receives and forwards a SIP session message.

3. The PCF sends the Decision (Request Id) message to the GGSN to change the previous decision. When receiving the new decision, operator specific functions are performed in the PS domain.
4. If a request state was created in the PCF at PDP context activation, the GGSN sends either Report State message or Delete Request State message to the PCF depending on the subsequent phase.
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