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Abstract: This contribution proposes solution #18 update and interim conclusions for KI#7.
[bookmark: _Hlk162872854]1. Description of Key Issue #7
The following is described in TR 23.700-70 v0.4.0:
	[bookmark: _Toc161291264]5.7	Key Issue #7: Support for PDU Set in non-3GPP access.
[bookmark: _Toc161291265]5.7.1	Description
Support for PDU Set mechanisms are specified in TS 23.501 [2] clause 5.37.5. 5G system supports PDU Set based QoS handling in NG-RAN with the PSA UPF identifying PDUs that belong to PDU Sets based on Protocol Description for PDU Set identification and providing PDU Set Information to the RAN in the GTP-U header. Rel-18 5GS support for PDU Set based handling is limited to NG-RAN access. However, the interaction between the application and 5GS via non-3GPP access is also necessary to enhance efficiency and promote user experience. The user may be serviced by the 5GC via non-3GPP accesses such as trusted, untrusted, or wireline access, such as a device behind RG.
The objective of this Key Issue is to support PDU set based QoS Handling to non-3GPP access networks and the potential impacts of such extension on the non-3GPP access-specific intermediate nodes.
The following aspects should be studied:
-	How PDU Set QoS Control mechanisms can be extended to non-3GPP access networks:
-	Support PDU set QoS in untrusted/trusted access (e.g. N3IWF, TNGF).
-	Support PDU set QoS in wireline access (e.g. W-AGF).
NOTE:	It is limited to re-using existing control plane and user plane between 5GC and non-3GPP access networks. Additional parameters are not precluded to support non-3GPP nodes. Assumptions on W-AGF functionality are to be verified with BBF and CableLabs.


2. Proposal
This contribution proposes solution #18 update and conclusions for Key Issue #7 to be captured in TR 23.700-70.
Start of changes
[bookmark: _Toc157745676][bookmark: _Hlk157117291]6.18.3	Procedures
6.18.3.1	Procedures in wireline 5G access network


Figure 6.18.3.1-1: High-level procedure of the solution for W-AGF and 5G-RG
1.	Steps 1-2a specified in clause 7.3.1.1 of TS 23.316 [17].
2a.	The N2 SM information carries information that the AMF shall forward to the W-AGF which includes: at least one PDU Set QoS parameter to activate PDU Set QoS handling for a given QoS flow.
	The N1 SM container that the AMF shall provide to the 5G-RG may contains for each QoS Flow for which UL PDU Set based QoS handling needs to be enabled, Protocol Description for identifying the PDU Set.
2b.	The AMF shall under request of the SMF send a N2 PDU Session Resource Setup Request message to W-AGF to establish the access resources for this PDU Session.
3.	Based on the QoS flows and QoS parameters received in the previous step, W-AGF determines the corresponding PDU Set wireline QoS resource needed for the PDU session.
4.	The W-AGF sets up the W-UP resources for the PDU session.
5.	After all W-UP resources are established, the W-AGF shall forward to 5G-RG via the W-CP signaling connection the PDU Session Establishment Accept message (including the Protocol Description associated with the QoS Rule) received in step 2b.
6.	The W-AGF shall send to AMF an N2 PDU Session Resource Setup Response including: the PDU Set Based Handling Support Indication in N2 SM information.
7.	All steps specified after step 14 in clause 4.3.2.2.1 of TS 23.502 [3] are executed according to the PDU Session Establishment procedure over 3GPP access.
Similar procedures to the above apply for untrusted/trusted non-3GPP access to 5GC.


Figure 6.18.3-2: High-level procedure of the solution for W-AGF and FN-RG
1.	Steps 0-2a specified in clause 7.3.4 of TS 23.316 [17].
2a.	The N2 SM information carries information that the AMF shall forward to the W-AGF which includes: at least one PDU Set QoS parameter to activate PDU Set QoS handling for a given QoS flow.
2b.	The AMF shall under request of the SMF send a N2 PDU Session Resource Setup Request message to W-AGF to establish the access resources for this PDU Session.
3.	Based on its own policies, configuration and based on the QoS flows, QoS parameters received in the previous step, the W-AGF shall determine what W-UP resources are needed for the PDU session.
	The W-AGF may perform Access specific resource reservation with the AN, that is, it sets up the W-UP resources for the PDU session.
4.	The W-AGF shall send to AMF an N2 PDU Session Resource Setup Response including: the PDU Set Based Handling Support Indication in N2 SM information.
5.	All steps specified after step 13 in clause 4.3.2.2.1 of TS 23.502 [3] are executed according to the PDU Session Establishment procedure over 3GPP access.
6.18.3.2	Procedures in untrusted non-3GPP access
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Figure 6.18.3.2-1: High-level procedure for untrusted non-3GPP access
1. Steps 1-2a specified in clause 4.12.5 of TS 23.502 [3], with the difference that the N2 SM information carries information that the AMF shall forward to the N3IWF which includes: at least one PDU Set QoS parameter to activate PDU Set QoS handling for a given QoS flow.
The N1 SM container that the AMF shall provide to the UE may contains for each QoS Flow for which UL PDU Set based QoS handling needs to be enabled, Protocol Description for identifying the PDU Set.
2. The AMF shall under request of the SMF send a N2 PDU Session Resource Setup Request message, which includes the PDU Set QoS parameter(s), to N3IWF to establish the non-3GPP access resources for this PDU Session.
3. For PDU Set-enabled QoS Flow, N3IWF establishes a dedicated IPsec Child SA.
N3IWF may also determine the mapping of PDU Set Importance value(s) (or other type of PDU Set Information or PDU set QoS parameters) to DSCP value(s) for downlink. Using PDU Set Importance as an example, the PDU Set Importance can be different for different PDU Sets within a QoS Flow. The mapping list of PDU set importance value(s) to DSCP value(s) includes at least one mapping (e.g., the mapping of PDU Set Importance value#1 and DSCP value#1, the mapping of PDU Set Importance value#2 and DSCP#2, etc.). More than one PDU Set Importance value may be mapped into one DSCP value.
4a. 	The N3IWF shall send to UE an IKE Create_Child_SA request which may include a DSCP value associated with the Child SA, based on operator policy.
Editor Note: It is FFS whether mapping of PDU Set Importance value(s) and DSCP can also be applied for UL. 
4b. If the UE accepts the new IPsec Child SA, the UE shall send an IKE Create_Child_SA response.
5. After the IPsec Child SA is established, the N3IWF shall forward to UE via the signalling IPsec SA the PDU Session Establishment Accept message (including the Protocol Description associated with the QoS Rule) received in step 2.
6. Steps 6-7 specified in clause 4.12.5 of TS 23.502 [3] are executed according to the PDU Session Establishment procedure via untrusted non-3GPP access.
7. On the user-plane, PDUs belonging to PDU Set-enabled QoS flow are transferred over dedicated IPsec child SA. If a DSCP value is included, then the UE shall mark all IP packets sent over this Child SA with this DSCP value. N3IWF shall mark all IP packets sent over this Child SA with this DSCP value or with DSCP value based on the PDU Set Importance if the mapping list of PDU Set Importance value(s) and DSCP value is determined for downlink.
6.18.3.3	Procedures in trusted non-3GPP access
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Figure 6.18.3.3-1: High-level procedure for trusted non-3GPP access
1. Steps 1-2a specified in clause 4.12.5 with the modifications specified in clause 4.12a.5 of TS 23.502 [3], with the difference that the N2 SM information carries information that the AMF shall forward to the TNGF which includes: at least one PDU Set QoS parameter to activate PDU Set QoS handling for a given QoS flow.
The N1 SM container that the AMF shall provide to the UE may contains for each QoS Flow for which UL PDU Set based QoS handling needs to be enabled, Protocol Description for identifying the PDU Set.
2. The AMF shall under request of the SMF send a N2 PDU Session Resource Setup Request message, which includes the PDU Set QoS parameter(s), to TNGF to establish the non-3GPP access resources for this PDU Session.
3. For PDU Set-enabled QoS Flow, TNGF establishes a dedicated IPsec Child SA.
TNGF may also determine the mapping of PDU Set Importance value(s) (or other type of PDU Set Information or PDU set QoS parameters) to DSCP value(s) for downlink.
4a. The TNGF shall send to UE an IKE Create_Child_SA request which may include a DSCP value associated with the Child SA, based on operator policy.
Editor Note: It is FFS whether mapping of PDU Set Importance value(s) and DSCP can also be applied for UL. 
4b. If the UE accepts the new IPsec Child SA, the UE shall send an IKE Create_Child_SA response.
5. After the IPsec Child SA is established, the TNGF shall forward to UE via the signalling IPsec SA the PDU Session Establishment Accept message (including the Protocol Description associated with the QoS Rule) received in step 2.
6. Steps 6-7 specified in clause 4.12.5 with the modifications specified in clause 4.12a.5 of TS 23.502 [3] are executed according to the PDU Session Establishment procedure via trusted non-3GPP access.
7. On the user-plane, PDUs belonging to PDU Set-enabled QoS flow are transferred over dedicated IPsec child SA. If a DSCP value is included, then the UE shall mark all IP packets sent over this Child SA with this DSCP value. TNGF shall mark all IP packets sent over this Child SA with this DSCP value or with DSCP value based on the PDU Set Importance if the mapping list of PDU Set Importance value(s) and DSCP value is determined for downlink.
Next change, all new text
8.X Conclusions for Key Issue #7
The following aspects are concluded as principles for the normative work:
1. For wireline access –
a. W-AGF –
i. In addition to PDU QoS parameters, uses the PDU Set QoS parameter(s) sent by SMF over N2 to determine W-UP resources.
ii. Uses PDU Set Information received in the GTP-U header over N3 to identify PDU Sets.
b. 5G-RG –
i. 5G-RG may receive the UL Protocol Description associated with the QoS rule over N1 from SMF to identify PDU Sets.
ii. How the 5G-RG may identify PDU Sets and determine W-UP resources to use is left up to 5G-RG implementation.
2. For untrusted/trusted access –
a. N3IWF/TNGF –
i. In addition to PDU QoS parameters, uses the PDU Set QoS parameter(s) sent by SMF over N2 to determine IPsec Child SAs.
ii. Uses PDU Set Information received in the GTP-U header over N3 to identify PDU Sets.
b. UE –
i. As specified in TS 23.501 [2] clause 5.37.5.1, UE may receive the UL Protocol Description associated with the QoS rule over N1 from SMF to identify PDU Sets. Whether and how the UE may identify UL PDU Sets is left up to UE implementation.
End of changes
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