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Abstract of the contribution: This paper proposes a solution to support multiple USS during the UAV flight path for KI#1 of FS_UAS_Ph3.
Discussion
The aim of the key issue #1 is to study whether and how to enhance NEF services to support service exposure and interactions between MNOs and UTM functions for supporting: pre-mission flight planning and in-mission flight monitoring for UAVs, C2 communication reliability and the scenario of multiple USS serving the geographical areas corresponding to the UAV flight path. This paper focuses on the scenario of multiple USS serving the geographical areas corresponding to the UAV flight path. and proposes a solution for the referred part. 

The serving USS of UAV may change when the UAV flight path cross the geographical areas served by different USS.
The target USS will take control of the mobile UAV in replacement with the source USS. With the process of USS relocation, here come several problems to be solved.

Q1: How to determine the USS change/relocation?

The USS change is the application server change so the problem can reuse or refer to the EAS relocation solution as described in TS 23.558. Each EAS server has a EAS Geographical Service Area and can requests UE location information to EES. The EES is authorized to use Nnef Event Exposure API for UE location based on service level agreement with MNO. When the S-EAS detects the UE location out of the S-EAS Geographical Service Area, it discovers the T-EAS and determines the T-EAS to use. 

Back to the mentioned USS change problem, we can propose that when the serving USS changes due to the UAV mobility, the S-USS can detect the UAV out of the serving geographical areas and determines the T-USS. 

Proposal 1: The S-USS can detect the UAV out of the serving geographical areas and determine the T-USS.

Q2: What will be the impacts due to USS change?

When the UAV moves from the S-USS to the T-USS, the S-USS may initiate UUAA revocation and transfer the UAV context to T-USS. Then T-USS use UUAA Re-authorization procedures. Most of the mentioned function can reuse the existing procedure.

As defined in TS 23.256, a UAV is assigned a CAA-level UAV Identity by functions in the aviation domain (e.g. USS) and this assigned identity is used for Remote Identification and Tracking and to identify the UAV. When the UAV moves to the T-USS coverage areaT-USS execute UUAA Re-authorization procedures, the T-USS can not use the old CAA-level UAV Identity in the Naf_Authentication_Notification request to UAS NF. It The S-USS should indicate the USS change in the request and trigger UVA to report the new CAA-level UAV Identity. To support the current CAA-level UAV Identity report corresponding to the serving USS (e.g., first report in the UUAA registration procedure), the UAV should be configured with the mapping information between the CAA-level UAV ID and the USS information. 
Proposal 2: The TS-USS should indicate the USS change and trigger UAV to report the new CAA-level UAV Identity for UUAA re-authorization.

Proposal 3: The UAV should be configured with the mapping information between the CAA-level UAV ID and the USS information for the current CAA-level UAV Identity report. 

Proposal
A solution is proposed for KI#1 in the UAS Ph3 TR 23.700-59.
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*** Start of Second changes ***
[bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc148498832]6.X	Solution #X: Multiple USS support during the UAV flight path
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc148498833]6.X.1	Key Issue mapping
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686]This solution addresses Key Issues #1 which focuses on the scenario of multiple USS serving the geographical areas corresponding to the UAV flight path. 
The USS change is to consider the two potential problems: how to detect the USS change and what will be the impacts due to USS change.
[bookmark: _Toc148498834]6.X.2	Description
[bookmark: _Toc500949101][bookmark: _Toc92875663][bookmark: _Toc93070687]The serving USS of UAV may change when the UAV flight path cross the geographical areas served by different USS.
The target USS will take control of the mobile UAV in replacement with the source USS. With the process of USS relocation, how to detect the USS change and what will be the impacts due to USS change need to be discussed in the solution. After establishing connection with the UAV, the serving USS(S-USS) may request UAV location from the 5GS so that it can detect whether the UAV is about to leave its coverage area and subsequently there is a need to relocate the UAV to another USS(target USS, T-USS).
The USS change is the application server change so the problem can reuse or refer to the EAS relocation solution as described in TS 23.558. Each EAS server has a EAS Geographical Service Area and can requests UE location information to EES. The EES is authorized to use Nnef Event Exposure API for UE location based on service level agreement with MNO. When the S-EAS detects the UE location out of the S-EAS Geographical Service Area, it discovers the T-EAS and determines the T-EAS to use. 

Back to the mentioned USS change problem, we can propose that when the serving USS changes due to the UAV mobility, the S-USS can detect the UAV out of the serving geographical areas and determines the T-USS. The part is not defined in SA2.

Proposal 1: The S-USS can detect the UAV out of the serving geographical areas and determine the T-USS.

When the UAV moves from the S-USS to the T-USS, the S-USS may initiate UUAA revocation and transfer the UAV context to T-USS. Then T-USS use UUAA Re-authorization procedures. Most of the mentioned function can reuse the existing defined procedure.

As described in TS 23.256, a UAV is assigned a CAA-level UAV Identity by functions in the aviation domain (a single e.g. USS)  a CAA-level UAV ID may be unique (can be used) within a single USS domain. For the case CAA-level UAV is assigned by a “wide-area” domain, e.g. a regional organization, a CAA-level UAV ID can be used in more than one USS domain. and this assigned identity is used for Remote Identification and Tracking and to identify the UAV. When T-USSthe UAV moves to the T-USS coverage area,  executes UUAA Re-authorization procedures, the T-USS cannot may not use the old CAA-level UAV Identity  in the Naf_Authentication_Notification request to authorize UAS NF because the old CAA-level UAV Identity is assigned by the S-USS. In this case, tThe TS-USS should indicate to UAV of the USS change in the request and trigger UVA UAV to report the new CAA-level UAV Identity for UUAA re-authorization. To support the current CAA-level UAV Identity report corresponding to the serving USS (e.g., first report in the UUAA registration procedure), the It is assumed that UAV is should be configured with the mapping information between the CAA-level UAV ID and the USS information and send the corresponding CAA-level UAV Identity to the target USS for UUAA re-authorization. 
Proposal 2: The TS-USS should indicate the USS change and trigger UAV to report the new CAA-level UAV Identity for UUAA re-authorization.

Proposal 3: The UAV should be configured with the mapping information between the CAA-level UAV ID and the USS information for the current CAA-level UAV Identity report. 
[bookmark: _Toc148498835]6.X.3	Procedures




Figure 6.X.3-1: Procedure for USS change 
0. The UAV is configured with the mapping information between the CAA-level UAV ID and the USS information for the current CAA-level UAV Identity report. For each configured CAA-level UAV ID, it has the corresponding geographical area for its usage.
1. The UAV performs Authentication and Authorization procedures. Details can be seen in TS 23.256 clause 5.2.2/5.2.3. When providing the CAA-level UAV ID to the network for authentication, and if configured multiple CAA-level UAV IDs locally, UAV selects the CAA-level UAV ID based on its current location and the applicable geographical area corresponding to the CAA-level UAV ID.
2.	The S-USS detects the UAV out of the serving geographical areas and determines the T-USS.
Editor’s note: other information, in addition to UAV location can be used to determine the T-USS is FFS.
3.	The S-USS may execute the UUAA revocation procedure by USS/UTM in TS 23.256 clause 5.2.7.
43.	The S-USS transfers the UAV context to the T-USS. This interaction is out of 3GPP scope.
[bookmark: _Hlk160378037][bookmark: _Hlk160378521]54.	The TS-USS sends a Naf_Authentication_Notification request to UAS NF for re-authentication of the UAV. The USS includes GPSI, CAA-Level UAV ID report and the T-USS address, if available in the request. The CAA-Level UAV ID report and T-USS address indicates the UAV to report the new CAA-Level UAV ID corresponding to the T-USS address. The CAA-Level UAV ID report is sent when the S-USS determines the CAA-level UAV ID cannot be used in the T-USS domain.
65.  UAS NF retrieves the stored UUAA context for the UE. From the stored UUAA context the UAS NF determines the target AMF or SMF for sending the notification.
[bookmark: _Hlk160379149]76.  The UAS NF sends Nnef_Authentication_Notification request to notify the target NF, i.e. either the AMF or the SMF, to initiate CAA-Level UAV ID report of the UAV.
8.  The UAS NF responds back to the T-USS indicating that re-authentication request has been successfully initiated.
97.  Either the AMF or the SMF triggers the UAV to report the current CAA-level UAV Identity. UAV provides the CAA-level UAV ID UAV corresponding to the T-USS address indicated in step 4 to the network.
108. The AMF or the SMF receives the current CAA-level UAV Identity and determines to invoke UAS NF/NEF service operation for UUAA Authentication/Authorization.
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688][bookmark: _Toc148498836]6.X.4	Impacts on services, entities and interfaces
AF (USS/UTM):
-	Indicate the USS change and trigger UAV to report the new CAA-level UAV Identity for UUAA re-authorization.
UE(UAV):
-	configured with the mapping information between the CAA-level UAV ID and the USS information 
-	support to report the current CAA-level UAV Identity 
*** END of changes ***
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