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[bookmark: _Toc462478989][bookmark: _Hlk154651783]Abstract of the contribution: This paper discusses the format of the user identifier and how network functions determine the identity of the associated user profile.
1	Discussion
This paper is Key Issue #1 solution for how the user identifier is formated. The paper discusses the format of the user identifier and how network functions determine the identity of the associated user profile.
TS 22.101 includes the following text:
Identifying distinguished user identities of the user (provided by some external party or by the operator) in the operator network enables an operator to provide an enhanced user experience and optimized performance as well as to offer services to devices that are not part of a 3GPP network.
The User Identifier may be provided by some entity within the operator’s network or by a 3rd party.
2	Proposal
It is proposed to include the following changes in TR 23.700-32 V0.2.0.

		* * * * Start of Changes * * * *
[bookmark: _Toc22192650][bookmark: _Toc23402388][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc26431229][bookmark: _Toc30694627][bookmark: _Toc43906649][bookmark: _Toc43906765][bookmark: _Toc44311891][bookmark: _Toc50536533][bookmark: _Toc54930305][bookmark: _Toc54968110][bookmark: _Toc57236432][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc93073662][bookmark: _Toc153818189][bookmark: _Toc157447962][bookmark: _Toc157692397][bookmark: _Toc160456043][bookmark: _Toc160804273][bookmark: _Toc16839382]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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[bookmark: _Toc93073650]		* * * * Next Change – All New Text * * * *
[bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc157447963][bookmark: _Toc157692398]6.X	Solution #X: Format of Operator Assigned and 3rd Party Assigned User Identifiers 
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc157447964][bookmark: _Toc157692399]6.X.1	Key Issue mapping
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc157447965]This solution addresses Key Issue #1 "Identifying the Human User of a Subscription".
[bookmark: _Toc157692400]6.X.2	Description
[bookmark: _Toc500949101]This solution describes how the user identifier can be formatted such that an NF can determine the identity of the user profile that is associated with the user identifier or determine the identity of the NF that stores the user profile.
Per the assumption in clause 4.1 "The User Identifier and any subscription that it links to are assumed to be associated with the same PLMN (e.g. the operator that manages the User Identifier and the operator that manages the subscription is assumed to be the same)." Therefore, regardless of whether the user identifier is assigned by an operator or a third party, it is managed by an operator.
This solution assumes that the user identifier can be operator assigned or assigned by a third party.
The format of the user identifier is a Network Access Identifier (NAI) as specified in RFC 7542 [x].
When the user identifier is operator assigned, the NAI includes a field (e.g. the realm of the NAI) that can be used to resolve a User Identity Profile (i.e. used to find and retrieve information from the User Identity profile). The network resolves the field and the MNO identifier to a User Identity Profile. The network knows the MNO identifier based on the MCC and MNC of the subscription. 
When the user identifier is not operator assigned, the network resolves the entire user identifier and the MNO identifier to a User Identity Profile. 
NOTE: 	When the user identifier is not operator assigned, it is recommended that the user identifier be globally unique (e.g. an email address).
The exact format of the user identifier and how the network detects if the user identifier is operator assigned or 3rd party assigned will be decided by stage-3 working groups.
[bookmark: _Toc92875663][bookmark: _Toc93070687][bookmark: _Toc157447966][bookmark: _Toc157692401]6.X.3	Procedures
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688][bookmark: _Toc157447967]Network Functions can be locally configured with information that can be used to resolve a User Identity Profile or can use the NRF to determine the User Identity Profile. 
For example, when the user identifier is operator assigned, the Nnrf_NFDiscovery_Request service operation inputs can include the field from the NAI and the MNO identifier. 
For example, when the user identifier is not operator assigned, the Nnrf_NFDiscovery_Request service operation inputs can include the entire user identifier and the MNO identifier. 
[bookmark: _Toc157692402]6.X.4	Impacts on services, entities and interfaces
An NF that needs to resolve a User Identity Profile:
· are locally configured with information that is used to resolve the User Identity Profile, or
· can use the NRF to determine the User Identity Profile.

* * * * Next Change * * * *

[bookmark: _Toc153818177][bookmark: _Toc157447944][bookmark: _Toc157692379][bookmark: _Toc160456025][bookmark: _Toc160804255]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.101: "Service aspects; Service principles".
[3]	3GPP TS 22.115: "Service aspects; Charging and billing".
[4]	3GPP TS 23.501: "System Architecture for the 5G System (5GS); Stage 2".
[5]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[6]	3GPP TS 23.503: "Policy and charging control framework for the 5G System (5GS); Stage 2".
[bookmark: definitions][7]	3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)".
[8]	3GPP TR 22.904: "Study on user centric identifiers and authentication (Release 16)".
[9]	3GPP TS 33.501: "Security architecture and procedures for 5G System".
[x]	IETF RFC 7542: "The Network Access Identifier". 
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